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1. Installing and Configuring C.A.T.T.

1.1 Introduction

The amount of time required to install and configure C.A.T.T. depends upon how you want users to access
C.A.T.T. and how you want C.A.T.T. to access the mainframe. If you are installing C.A.T.T. on a PC for
single user use, you can complete the process in as little as 5 minutes. The other options may require
additional time.

1.2 PC Requirements for C.A.T.T.

The PC operating system can be Windows XP, Windows Vista, Windows 7 or Windows 8.

C.A.T.T. has been qualified on both the 32-bit and 64-bit versions of Windows as well. The minimum
C.A.T.T. memory requirement is 32 MB, but 64 MB or more is recommended if you want to have several
connections open at the same time using many screen pages. For Kerberos support, the minimum memory
requirement is 64 MB.

If you want to do screen prints, a printer must be defined on the PC. It may be a network or virtual printer;
it does not need to be a local printer that is actually attached to the PC.

1.3 C.A.T.T.-to-MCP Host Choices

The following methods are provided for connecting to the MCP Host from C.A.T.T.:

e  MCP Telnet, the default. This requires that the user log on using the traditional MARC
“Welcome” screen.

e MCP Telnet with Kerberos authentication. If the MCP host offers Kerberos support, C.A.T.T.
responds and attempts to exchange Kerberos tickets. If the operation is successful, the user is
automatically logged on with his Kerberos ID. The MARC “Welcome” screen is not used.

e  MCP Telnet with SSL encryption. As of MCP release 13, the MCP host can offer Telnet over
SSL. This mode offers the same functionality as standard Telnet with the additional security of
SSL encryption.

e CCF with Windows networking. In this case the user logs on to his client machine instead, and
Windows networking passes the user’s credentials to the MCP with the password encrypted. Aside
from the log on feature, this interface provides the same capabilities as the Telnet connection
method. (This is the interface used by the Unisys GUI utilities, such as NX AdminCenter, which
access the MCP.)

e  CCF without Windows networking using the TERMPCM. This requires that the user log on using
the traditional MARC “Welcome” screen. It provides all of the capabilities of the Telnet
connection method.

e CCF without Windows networking or the TERMPCM. This requires that the user log on using the
traditional MARC “Welcome” screen. It provides only a basic interface that does not include
some of the features provided with the three interfaces described above. (This is included for
backward compatibility purposes. Its use is not recommended.)

e CCF with SSL encryption using the TERMPCM. As of MCP release 13, the MCP host can offer
CCF over SSL. This mode offers the same functionality as standard CCF with the additional
security of SSL encryption.
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e HTTP Tunneling. C.A.T.T. is able to connect to the MCP host using the Unisys HTTP Tunneling
feature. This feature allows C.A.T.T. to connect to an 11S server running the Unisys HTTP
tunneling DLL suing the HTTP protocol. In turn, the 11S server routes all messages to the
appropriate MCP host.

e HTTPS Tunneling. This feature provides the same functionality as the standard HTTP tunneling
with the addition of using SSL encryption.

e  SecureCATT. SecureCATT provides a secure communications link between C.A.T.T. and the
MCP server using AES encryption. The connection is either over Telnet or CCF. See the
SecureCATT documentation for additional details.

If you are using MCP Telnet without Kerberos, you can connect to the Host using the default settings.
Details are provided in the section titled, “Defining Telnet Connections”.

If you are using MCP Telnet with Kerberos, only one change is required to the default settings: you must
provide the name of your MCP host in Kerberos Target Account format. Follow the directions provided in
the section titled, “Defining Telnet Connections”. Then add the additional steps described under, “Defining
Telnet Connections using Kerberos”.

If you are using CCF, use instead the procedures described in the section titled, “Connecting to the Host
over CCF”.

1.4 Deployment Options

There are several methods available for deploying C.A.T.T.:

1. Install a copy directly on the user’s PC.

2. Install C.A.T.T. onaserver and configure site-wide defaults for all of the users. Then deploy just icons
to the users PCs.

3. Install C.A.T.T. on a server and configure site-wide defaults for all of the users. Then copy both
catt.exe and an associated icon to each user’s PC.

You can deploy using all of these methods at the same site. One or more users can have their own copies of
the program and the configuration files. Other users can have just an icon that points to a copy on the
server. You can also install the program on a user’s PC but load the configuration files from the server.

This document describes how to deploy C.A.T.T. on a single PC. If this is your first experience with
C.A.T.T., you should use this method to test the product yourself. After you gain some experience with
C.A.T.T. and its features, you will find it easier to install using the other deployment options.

1.5 Installing C.A.T.T. for the First Time

To install C.A.T.T. on a single PC, do the following:

1. Open C.A.T.T. CD-ROM or open the provided C.A.T.T. zip file.
2. To run the MGS Installer double-Click the file SETUP.EXE
3. Follow the directions as prompted.

The MGS Installer will install catt.exe and several other files to the directory you specify. This directory
will become the C.A.T.T. <working directory>. In the examples that follow, our C.A.T.T. <working
directory> is C:\Program Files\GregPub\CATT\. The <appdata directory> is C:\Documents and
Settings\<user name>\Application Data\CATT\.
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The first time you run C.A.T.T., you will be prompted to enter your connection information and options.
Proceed to the section titled, “Configuring C.A.T.T.”, below.

1.6 Installing a C.A.T.T. Update

If you already have C.A.T.T. installed on your PC and wish to retain your current configuration settings,
installing an update is very easy.

1. Open C.A.T.T. CD-ROM or open the provided C.A.T.T. zip file.
2. To run the MGS Installer double-Click the file SETUP.EXE
3. Follow the directions as prompted.

Instructions are also available in the readme.txt file included with the release.

1.7 Installing C.A.T.T. in “Unattended” Mode

“Unattended” mode allows you to install C.A.T.T. using a batch file, avoiding the need to walk through the
installation program screens. Not only does it speed up the process when installing multiple copies among
users, but it can keep users from selecting options that may create problems for the support staff down the
road. The syntax is within the bat file is as follows:

setup /unattended
The same syntax may be used from a Command Prompt.

It should also be noted that the batch file needs to change directories to navigate to the folder with the
CATT install files, or reside in the same folder.

If you want to change any of the installation options (i.e. the destination folder), you can change them
within the file named “setup.inf”

1.8 Configuring C.A.T.T.

1.8.1 Defining C.A.T.T. File Locations

When C.A.T.T. is run, it first looks for a configuration file named floc.cfg. This file directs the program to
its other configuration files. On new installations, this file is stored in the C.A.T.T. <appdata directory>. On
existing installations, it will be either the <appdata directory> or the <working directory>.

Note. If you already have an floc.cfg file, the first screen you see when running C.A.T.T. will be either the
Connection Information screen or, if you have auto-startup connections defined, your MARC log on
screen(s). In this case, if you want to change any of your File Location information, you need to go to the
File Locations screen. The command sequence for this is: Preferences | File Locations

When you run C.A.T.T. for the very first time, there will be no floc.cfg file available. In this case, C. A.T.T.
will generate a series of defaults for your file locations. It will then automatically display the File
Locations screen so that you can verify whether or not the entries are correct. You can accept the defaults
or edit the entries.

The screen below shows how the File Locations screen will appear the first time you run C A T.T.
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Master Configuration File Name: I Browse
The Master Configuration File stares the connection infarmation. To prevent users from changing their
conhection definitiors, mark, this file read-only. This file may be on the user's machine or on a server, If
blank, all infa is in the User Config File.

d

Ils and Settings\userApplication Data\CAT T4T 27Config.cfg Browse

d

User Configuration File Mame:
The Uzer Configuration file stores all of the user's preferences, such az color selection, font selection, and
soforth. The user must have read/wiite access to this file.

Soft Key Progiamming File: |Is and Settings\userdpplication DatabCAT THKED ata.cfg Browse

The Key Programming File stores all of the user's softkey programming. If this file has read-only access, the
uzer cannot change the key programming,

d

Far the following directaries, if the field iz left blank, the user's TEMP or TMP directory will be used.

User's Waorking Directary: I Erowse

di

Trace Directory: I Browse

™ Use Master Configuration orly Reload Saved Configuration

When installing C.A.T.T. on a single PC for your own use, it is recommended that you create separate
directories for the User Working and the Trace Directory. To do this, enter the desired directory names
you want. The User’s Working Directory is where miscellaneous files are stored when no other
directory is supplied. This includes files you save through the Save Continuously and “print to disk”
commands. The Trace Directory is where diagnostic trace files are saved for trouble reports.

The screen below illustrates sample entries for these two directory names:

aster Configuration File M ame: I Browse
The kdaster Configuration File stores the connection information. To prevent uzers from changing their
connection definitions, mark thiz file read-only. Thiz file may be on the user's machine or on a server. If
blark., all infa iz in the User Config File.

d

Its and Settingztuzeriapplication Data\CAT TAT 27Config.cig Browse

d

Uszer Configuration File Mame:

The Usger Configuration file stores all of the user's preferences, such az color zelection, font selection, and
g0 forth, The user must have readAwrite access to this file.

Its and Settingztuseriapplication DatahCAT TWED ata.cfg Browse

d

Soft Key Programming File:

The Key Programming File storez all of the user's softkey programming. If thiz file has read-only access, the
uzer cannot change the key programming,

For the following directories, if the field is left blank, the uzer's TEMP or TMP directony will be uzed.
|E:'\D OCUME™ThusersLOCALS ~ 14T emphiwarking Browse

User's Working Directony:

il

Trace Directary: |E:'\DDEUME"‘I WgerLOCALS 1A TemphTrace Browse

[~ Use Master Canfiguration only. Relaad Saved Configuration

Ok I Cancel

Click OK to save these preferences and exit the File Locations screen. If the directories you specify do
not already exist, they are automatically created.

On a brand new installation, the next message you receive is the following prompt:
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Soft Key File Missing

] Waming: The soft key programming file C:\Documents and Settings wuser\Application Data"\CATT'\KBData cfg does not exist.
) Would you like to create a new file?

If you want to use the soft key programming feature (recommended), click Yes. If you click No, you will
not be able to use the soft key programming feature until you’ve come back to the File Locations screen

and created this file.
To return to the File Locations screen at any time, click Preferences and then File Locations from
the main menu.
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1.8.2 The License Screen

On a brand new installation, the next screen that appears will be the About screen. It has this format:

About C.AT.T. : x|

ClearPath® A-Series Terminal Tool
(CAT.T)
Version 3.0 E
Build 3.01.2
Licensed to:
Employee
My Company

Comyright ® 2014 MGE, Inc.
All Rights Reserved
For information, E-mail: supponi@mgsinc.com
Yeb page: www.mgsinc.com
Distributed by MGS, Inc.

OK |

If you have a valid serial number from MGS Inc., click the Change button. This will bring up the
Change Registration Information screen. You can fill in the registration information on that screen
and click OK to save it.

To leave the above screen, click OK. This will bring you to the Connection Information screen.

1.8.3 Accessing the Connection Information Screen

The Connection Information Screen is where you define the connections you will use to connect to
the MCP host. When you first run C.A.T.T., the screen is brought up automatically so you can select the
connection(s) you want to open.

You can also bring up the Connection Information screen at any time through either of two methods:

1. Click on the “open door” icon on the speed bar.

Open the Connection fnfor-
mation Screen.

LERNEEE R EE =R al=|=| =l




C.A.T.T. 3.0f

Page 10

2. Select File and then either Open a Session or Configuration List from the main menu.

t4% ClearPath A-Series Terminal Tool (CAT.T)
File Edit Preferences View Action Tools Diagnostics Window Help

Open a Session...
Eiecarnest fo Hist
Wissantest e b ast
[Elose S Essinn

Cid+0
Cir+L

Saye Contmuausl.
Stop Eantinupus Save:

Save Bieferences [eir] 5

it SEreen,. [irleh
Huick Bt Sereen
Print to Cursor Cirl+l

Exit Program

Either method will bring up the Connection Information screen.

1.8.4 Defining Telnet Connections

When first installing C.A.T.T., you will have no connections defined. The Connection Information

screen will appear thusly.

MCP System Connection Information

Connection Name Hostname or [P address Type Station Marme

L| |<PC MAME>

Connection Na... | Host Mame or [P Add... | Type | Station MName | Security|

To create a configuration, fill in at minimum a 'Configuration Name', the
Host Information, and select a Type. Then click ‘Create’. To set options
for your eonfigurations, click 'Edit Defaults'.

Cregte

Properies

Activate

Femowve

Edit Defaults

PEIEEE

Cloze

As described on the screen, you must fill in three of the four edit boxes to define your first connection.

1. In the Configuration Name field enter any name of your choice to identify the connection.
C.A.T.T. will automatically capitalize the first letter and put the others in lower case. Your name

must be composed of just letters and digits.

2. Inthe Host name or IP Address field enter the host name or IP address that identifies your

MCP host.
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3. Inthe Type field, select the type of connection you are defining from the drop-down box. There
are seven choices available. To define a Telnet-based connection, select Telnet.

4. By default, the Computer Name field is not available. This field identifies the “station name”
your PC will use to log on with. It defaults to your computer’s name (or a derivative thereof). At
this point, the top of the form could look like this:

MCP System Connection Information il
Connection Mame Hostname or IF address Twpe Station Name
Cplmcp ||:p1mc:p.mgsinc:.ctnm elnet hd |<PC MARE> Craate |
Connection Ma... | Host Name or [F Add... | Type | Station Mame | Securityl

Properies |
5. Now click the Create button, and your connection is defined. You will see it appear in the list box
below the edit fields.

Note that the prompt at the bottom of the screen has changed. With at least one connection defined, you can
now select the connection and open it if you desire.

6. To create additional connections, repeat the steps listed above. You can create any number of
different connections. When using Telnet connections, just be sure that you do not define two
connections to the same host that use the same station name. (For more information regarding
station names, see the section titled, “The Connection Options Page” in the “C.A.T.T. Program
Options” chapter.)

MCP System Connection Information x|
Cannection Name Hostname or IF address Type Station MName
Icp1mcp.mgsinc.com ITelnet ;I ILAPTOPH Rieplace
Connection Na... | Host Mame or IP Add... | Type | Station Name | Security'
@ Cplmcp cplmep.mgsinc.com  Telnet <PC Name> Properties

Actihvate

Rermowve

Edit Defaults

PEIg

Close

Select the configuration(s) you want to use. Click the "Activate’ button to
start those sessions. A red light denotes that the connection is in use.
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1.8.5 Opening your Telnet Connection

To open a connection and begin an MCP session, do the following:

1.  Select the connection of your choice in the list box.
2. Click the Activate button. For example:

MCP System Connection Information il
Connection Marme Host name or IP address Type Station Name
ICpchp Icpchp.mgsinc.com ITeInet LI ILAPTOP13 Replace
Connection Ma... | Host Name or IP Add... | Type | Station Name | Securityl
@ Cplrcp cplmocp.mgsinc.oaom — Telnet <P MNames Properties
(3 Crmcp p2mop.mgsinc.ocom  Telnet <PC Mame>
@ Cpamcp cp3mecpimgsinc.com  Telnet <PCMame>

Activate

Femowe

Edit Defaults

Close

kil

Select the configuration(s) you want to use. Click the ‘Activate’ button to
start those sessions. A red light denotes that the connection is in use.

This example opens the connection named Cp2mcp, directed at the MCP host named
cp2mcep.mgsinc.com. (Note. You can also open a connection by double-clicking on the connection inside
the list box.) When you open a connection, the Connection Information screen will immediately
disappear. C.A.T.T. will attempt to contact Telnet on your MCP system. As the operation progresses, you
will see messages in the status bar of the main screen reporting the name of the target machine and the
target port number. For example:

I [Page 1 [Col 1 [Line 1 [Trying cpamep. Telnet Port 23 [Recv | |

In this case we are trying to open a connection to Telnet via port 23 on the MCP host cp2mcp. If the
operation fails, you will get an error message such as:

Cp2mcp Communication Bror | X|

@ Winsock emor #10060: Attempt to connect timed out.

This message, “Attempt to connect timed out”, means that C.A.T.T. could not locate the machine by the
host name or IP address specified. Possible causes are:

e The DNS lookup failed.
e The host is not reachable from the PC.
e The host is down. The error message gives you the “winsock” error number followed by a
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translation of that error number.

If the attempt to connect is successful, you get a MARC log on screen:

File Edt Preferences View Action Tools Diagnostics Window Help

HEIE [« <> il

15:55:20

welcome.

Please enter your usercode O}

..and your password I

Forms Page 1 Col 44 Line 10 Connected to cp3mcp Recv

The status bar shows the host to which you are connected.

At this point, you can log in and perform normal MCP functions. You have successfully configured
C.A.T.T. for access to your system!

1.9 Customizing C.A.T.T.

1.9.1 How Preferences and Options are Handled

There are two types of options supported in C.A.T.T. These are:

e Options that apply to the entire program.
e Options that apply at the individual connection level.

Options that apply to the entire program are selected through menu settings. For example, there are options
that determine how text copying is handled, which tool bars are displayed, and whether the program should
prompt you before exiting. These are all controlled through various selections on the main menu.

There are a great many more options that apply at the individual connection level. These are your standard
T27 configuration options, such as the number of screen pages, characters per line, lines per page, the color
selections, the display font, and so forth. These options are all set on the Properties screen.

C.A.T.T. provides a sophisticated “inheritance” system for defining connection level options. To minimize
the amount of work you have to do in setting configuration options, C.A.T.T. provides a Default
Environment. Options you set in this Default Environment become defaults for all of the connections you
define.
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They can be overridden at the individual connection level as desired. So:

e If you make a selection at the Default Environment, that selection is automatically inherited by
every connection you define.

e You can override any setting in the Default Environment for an individual connection by editing
that connection’s Properties.

Selections must be made for every option provided. If you do not provide a selection in the Default Envi-
ronment or at the connection level, the built-in default value is assumed.

Note. If you are using a Master Configuration File, there are two Default Environments you control. You
can make default option selections and store them in the Master Configuration File. The user can also de-
fine his own default option selections in his User Configuration File. The rules of inheritance are then:

<built-in program default>

4

<Master Configuration File default setting>
 J

<User Configuration File default setting>
 J

<Individual connection property>

1.9.2 Accessing the Default Properties Screen

There are two ways to access the Default Properties screen. From the main menu, you can select
Preferences and then Change Default Properties.

Alternatively, you can open the Connection Information screen (via File | Open a Session...) and
then select the Edit Defaults button.

Change Connection Properties...
Change Connection Fort...

15:55:20

Printer Page Setup...

File Locations...
Configure Tab Stops...
Soft Key Programming... welcome.

w Corfirm Exit
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Either method will bring up the Default Properties screen, which looks like this:

Set Default Properties for User x|

User Default Properties

Cursaor Recv Options | *mit Options | Cluick Print Options
Display | Fant Options | Color Options | Secure Video oK
Twpe of Connection
@ Telnet ¢ Telnet/SSL ol @l Cancel
" CCF " CCR/SSL
/ Press this button to
O HTTP " HTTPS selectthe options to
¢ SecursCATT be used for this

connection

[~ Automatically Open Connection when Starting Program.
[~ Start Session using Scroll Mode.
I_ Start Session using Invisible Mode.

v Use the computer name as station narme or assign it below:

Station Name |LAFTOFTS

v Also Apply these Defaults immediately to Active Conneclions

1.9.3 Making the Main Display more Appealing — a Tutorial

C.A.T.T.’s default settings provide standard T27 emulation that most of us are familiar with. However, by
selecting a few judicious defaults, you can make the display far more user-friendly. The following
instructions describe how to vastly improve the display appearance while introducing you to the ease with
which you can select configuration options.

1.93.1 Making Color Selections
The first step is to select some appealing screen colors. The procedure is:
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1. Bring up the Default Properties screen, as described above.

Set Default Properties for User

User Default Properties

Twpe of Connection

@ Telnet (" Telnet/SSL
( CCF  COF/S5L
 HTTP & HTTPS

( SecureCATT

[~ StartSession using Scroll Mode.
[~ StartSession using Inwvisible Mode.

Cursar I Recwv Options | Hmit Options | Quick Print Options
Display | Font Options | Color Options | Secure YWideo

Connection Options |

Fress this button to
selectthe options to
he used for this
connection

[~ Automatically Open Connection when Starting Prograrm.

v Use the computer name as station name ar assign it below:

Station Name  |LAFTOFT3

[v Alzo Apply these Defaults immadiately to Active Connections

Cancel

x|
_ Concel |

2. Select the Color Options tab.

The current selections are displayed. This particular screen shows a default background color of dark

green.

Set Default Properties for User

Cursor | Fecv Options | Krnit Opti
Cannection | Display I Font Options ¢

User Default Properties

5 | Quick Print Options

| Secure Video

Left-click over the item you wish to change. Then select
the type of change you want to make from the dialog or
menu that appears.

Normal Text/Background Color
Bright Text/Background Color

Protected Transmittable Text/Bac

Unprotected Field Text/Backgroun

[v AlsoApply these Defaults immediately to Active Connections
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1. To change a color, left-click on the bar that represents the color you want to change. To make the
overall screen more appealing, click on the bar that reads Normal Text/Background Color. This brings
up a context-level color menu.

Set Properties for Configuration Cp2mep

Cp?mep Properties

Cursar | Fecv Options | *mit Options | Quick Print Options
Connection | Display | Font Options ~ Color Options |Secure\/ideu

Left-click over the item you wish to change. Then select
the type of change you want to make from the dialog or Camee
menu that appears.

m Set Background Color
. Set Text Color
Bright Text =
v Take Background Color from Defaults
Protected T v Take Text Color from Defaults
Use Desktop Colors for Background

_ npr otected i IUse Desktop Tet Color fo Text

X
__corcat|

™ Also Apply Chanoes toActive Cannection

2. Now select Set Background Color. This brings up a standard color dialog.

Color EHE

Bazic colors:

Cuztom colars:

| o N N 0 NNN
[ 0§ 00NN

Define Custom Colors »» |

0K I Cancel |

3. Choose a color that appeals to you. If the palette doesn’t provide any, you can click Define Custom
Colors>> to bring up an additional dialog that lets you choose any color your monitor supports.

A light font on a dark background is more appealing to the eyes. Green is also easy on the eyes — it’s in the
center of the color spectrum. Choose the green that’s in row 5, column 3 of the main color palette. The
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default yellow font color looks appealing on this green as well.

The color options in C.A.T.T. permit you to choose any colors you want for your screen font and back-
ground. Select the color you want and click OK. You are returned to the color options page with the colors
updated.

Note that all of the backgrounds have changed except for the Unprotected Field Text/Background. That is
because the Bright Text/Background Color and the Protected Transmittable Text/Background Color both
default to the background color selected in Normal Text/Background Color.

You can repeat the steps above on each of the color bars to change the background color of each field type.
To change the font color, proceed as follows:

1.  Left-click on the bar that describes the text color you want to change: Normal, Bright, Protected
Transmittable, or Unprotected. The same context menu will appear.

2. Select Set Text Color on the context menu. The same color dialog will appear.

3. Make your color selection and click OK. This will return you to the Color Options page with your
selection shown in the color bars.

If you have an active connection open to an MCP host, you can now click OK on the Default Properties
screen and immediately see the effects of your changes. At the bottom of the Default Properties screen
is a check box with the caption, “Also Apply these Defaults immediately to Active Connections”. If this
box is checked when you click OK, your new default settings will immediately take effect on all connec-
tions that do not have conflicting individual settings. You will immediately see how your color selections
affect the display.

1.93.2 Making Unprotected Fields More Appealing

The most distracting items in a standard T27 screen display are the field delimiters. As you may have
noticed in the previous discussion, C.A.T.T. gives you a rather unique ability. You can select a different
background and font color for unprotected fields. This means that you can highlight unprotected fields on a
form using color instead of form delimiters.

By default, C.A.T.T. defines an unprotected field background color and font color. The background
defaults to a turquoise, and the text defaults to white. However, to abide by the standard, the form
delimiters are also enabled by default. This causes a screen to appear thusly:
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ClearPath A-Series Terminal Tool (CA_T.T.) - [Cp3mcp]
& File Edt Preferences View Action Tools Diagnostics Window Help

PDIR - Information About Files
Action: O

Enter to use PDIR command Enter 'X' to use

Limiting Factors (Upt1ond1l
Enter USERCODE: 0

DIRECTO

TITLE STRING-SEARCH - Display only filetitles containing the following string:

String to search for:
Requested Information

Family:
0 or enter

KEYATTRIB - Display full info for each selected file (type an

ATTRIBUTES - Disp]ay only ce]ected attri ibutes (type an

CREATION: O
FILESIZE:
SECGUARD:
UNITS:

LASTACCESS:

EXTMODE :

Enter 'X' to indicate sorting desired:

Enter ' to indicate selection desired:

Enter 'X' to save output:

LASTUPDATE:
SECT "F'E:

MAXREC ~.I ZIES

MINRECSI ?'E 2

X' for system files:

window MARC/1 at CP3MCP

|Forrn5 |Page 1 |Co| M |Lir|e 4 |Cor1nected to cp3mcp

You can vastly improve the screen appearance by turning off the delimiters. The steps are:

1. Goto the Default Properties screen.
2. Select the Font Options tab.

3. Change the radio button selection to Hide all delimiters.

Set Properties for Configuration Cplmcp:

Cplmcp Properties

Cursor | Fecwv Options | *mit Options | Cluick Print Options
Connection | Display ~ FontOptions |CDIDrOptiDns | Secure Yideo

Font Name and Size

—Form Delimiter Appearance

¢~ Use Gregory style delimiters

€ Use[]styledelimiters | Hidle unmaiched delimiters

¢ Use Triangular style delimiters (not all fonts support this mode)

—Fontto Window Size Relationship
@ hanually setboth font size and window size.

 Automatically optimize font size to match window size.

 Automatically change window size to match font size change.

¥ | Apply Changes to Active Session Only

Cancel

x|
_ corcel |
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4. Click OK. Now the screen appears thusly:

Eﬂea'Pdh A-Series Terminal Tool (CAT.T.) - [Cp3mep]

B Fle Edit Preferences View Action Tools Diagnostics Window Help =15l
e alelsal 2oE W <> il ml== # ||

PDIR - Information About Files

Action:

HOme PRev GO PArent

Enter "X  to use PDIR commar

Limiting Factors (Optional) Fami
Enter USERCODE: or enter
DIRECTORY :
TITLE STRING-SEARCH - Display only filetitles containing the following string:
string to search for:
Requested Information
KEYATTRIB - Display full info for each selected file (type an X): OR
ATTRIBUTES - Display only selected attributes (type an X):
CREATION: LASTACCESS: LASTUPDATE : RELEASEID:
FILESTZE: FILEKIN SECTYPE : SECIL
SECGUARD: AREASIN H AREAS DCKSIZE:
UNITS: EXTMODE : MAXRECSTIZE: MINRECSIZE:

Enter 'X' to indicate sorting desired:
Enter 'X' to indicate selection desired:
Enter

Window MA at CP3MCP

Forms Page 1 Col 34 Line 4 Connected to cp3mcp Recv

With the delimiters removed, the screen is much easier to read. The unprotected fields are still easily
discernible, and there are no distracting field delimiters.
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1.9.3.3 Formatting Secured Fields

Secured video fields are another case where a little tweaking can greatly improve the overall screen appear-
ance. In the TD80O series terminals, secured video fields occurring in protected-transmittable areas of the
screen had the same background color as the screen itself. This allowed the programmers to “hide” data on
the screen that was sent back with a transmit. Later terminals, such as the MT983 and the T27, did not do
this. In some older applications, secure video fields are prefixed with a “reverse video” character to imitate
the TD80O behavior.

Eﬂea'Pdh A-Series Terminal Tool ({C.A.T.T) - [Cp3mecp]

B Fle Edit Preferences View Action Tools Diagnostics Window Help =15l
LIl R|EIE [ <> iy 2= 7=

LOGON - Menu-Assisted Resource Control

welcome.

Please enter your usercode [ |

--and your password I

Forms Page 1 Col 44 Line 10 Connected to cp3mcp Recv

C.A.T.T. provides several options for configuring your secured video fields in order to create a more
appealing screen.

By default, secured video fields are displayed as on a T27. Both the background and the foreground
of the field are in the font color. In addition, the “secure video” escape character and the field
delimiters are also “disguised” in this manner. Thus, with default settings, the MARC log on screen
appears as shown at the start of this section.

The yellow spaces in the Password field are the “secure video” character, the left delimiter, and the
right delimiter. The unprotected area is white because that is the currently specified font color for
unprotected fields. Field delimiters are hidden, as described in the previous section.

To make secure video fields more appealing, use this procedure.

1. Goto the Default Properties screen.
2. Select the Secure Video tab. The default setting looks like this:
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Set Default Properties for User

Cursar | Fecoy Options | it Options | Ciuick Print Options |
Cannection | Display | Fant Options | ColorOptions ~ Secure Yideo

User Default Properties

v Use TDA3N standard for colaring secure vicea fields

Cancel

T o change the secure video color, left-click over the box
below and select the type of change youwant to make
from the menu.

Check the box below to use the Secure Video Color in
unprotected fields only and leave other Secure Video
fields simply “*hidden®.

[T Use the Secure Yides colorin Unprotected Fields anly.

|_ Suppress Reverse Yideo action in Secure Yideo fields.
PR

By default the option, “Use TD830 standard for coloring secure video fields” is checked. This produces

[V Also Apply these Defaults immediately to Active Connections

the appearance shown in the screen shot at the start of this section.

3.

Set Default Properties for User

User Default Properties

Cursar | Fecv Options | *mit Options | Cluick Print Options |
Cannection | Dizplay | Fant Options | Color Options ~ Secure Video

[~ Use TDB30 standard far coloring secure video fields |

To change the secure video color, left-click over the box
below and select the type of change you want to make
from the menu.

Secure Video Color

Check the box below to use the Secure Video Color in
unprotected fields only and leave other Secure Yideo
fields simply "hidden".

[ Use the Secure Video color in Unpratected Fields anky.

[ Suppress Reverse Yideo action in Secure Yideo fields.

[v Also Apply these Defaults immediately to Active Connections

x|
_ cercel |

Cancel

x|
_ concal|

Un-check the option, “Use TD830 standard for coloring secure video fields.” This automatically
enables the other fields in the screen.



C.AT.T. 3.0f Page 23

By default, your secure video color will be red. To change the secure video color:

1.  Left-click on the color bar that reads, “Secure Video Color” (above). This will bring up the same con-
text menu described for the other color options.

2. Choose Set Background Color.
3. Select the color of your choice.
4.  Click OK to save your setting and return to the Secure Video page.

You can also set the text color on the same context menu. However, the text color is only used on this color

bar. The background color is the only color used on your screens in a secure video field.  This setting
makes the fields of the MARC log on screen look like this:

welcome.

Please enter your usercode [ |

...and your password

It also causes any secured video fields in protected areas of your forms to be colored in the same manner.
To make the image a lot cleaner, you should also use the two check boxes at the bottom of the Secure
Video page.

e Check the option, “Use the Secure Video color in Unprotected Fields only” to eliminate coloring
of the “secure video” character and the delimiters. It also suppresses the color changes in all pro-
tected fields so that your hidden text remains hidden.

e If your programmers prefixed secure video fields with “reverse video” characters in their
applications (to imitate the original TD800 behavior), also check the option, “Suppress Reverse
Video action in Secure Video fields.”

The settings now appear thusly:

Set Default Properties for User

User Default Properties

Cursor | Fecw Options | *mit Options | Quick Print Options |
Connection | Display I Font Options | Color Options ~ Secure Videa

[~ Use TD830 standard for coloring secure video fields.
Cancel

x|
_caneel |

To change the secure video color, left-click over the box
below and select the type of change you want to make
from the menu.

Secure Video Color

Check the box below to use the Secure Yideo Color in
unprotected fields only and leave other Secure Video
fields simply "hidden™.

[v Usethe Secure Video color in Unprotected Fields anly.

[ Suppress Reverse Yideo action in Secure Yideo fields |

[v AlsoApply these Defaults immediately to Acthve Connections
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Click OK to save these settings. The MARC log on screen fields will now appear very
clean.

Secure video fields in your forms will appear in the same manner, nicely lined up with the unprotected
fields (if the forms were designed that way). Secure video fields in protected transmittable areas will be in
the protected transmittable colors (chosen from the Color Options page). If the protected transmittable
colors are the same as the “normal” background color, secure video fields in protected transmittable areas
will not be visible.

Eﬂea'Pdh A-Series Terminal Tool (CA.T.T.) - [Cp3mcp]
ﬂg Fle Edit Preferences View Action Tools Diagnostics Window Help

0e| elel=al «lelx] [ <> il

LOGON - Menu-Assisted Resource Control 16:11:59

welcome.

Please enter your usercode

..and your password

Forms Page 1 Col 44 Line 10 Connected to cp3mcp Recv
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1934 Setting Display Options

The Display Options page also contains important options you will want to set your own defaults for.
The Display Options page appears thusly:

Set Default Properties for User I,&J

User Default Properties

Curzar Fecy Options ] it Dptiong ] Quick Print O ptions ]

Caonnection D|$I2'|a}'l Fant O ptions ] Calor Options ] SecureVideo ]
|
Mumber of zoreen pages: z _=| 1 through B0 Cancel

=
Murmber of characters per line: E0 | 72 through 285
=l
MHumber of lines on each page: 4 | 1 through 128
=]
Blink Rate for blinking test: 1790 < Milisecands: 200 - 2000

[~ Keyboard uses upper caze text only.

[~ Start Session using all CAPS mode

[~ Use destuctive backspace.

[vw Chiledrrow keys uze Windows standard behavior,

[w “wirap the curzor from the last zcreen position bo Home.

[ Digable Transparent Mode

[v Alzo Apply theze Defaults immediately to Active Connections

The default number of screen pages is 2, but you can change that to any number between 1 and 50. If you
make your selection on the Default Properties screen, it applies to all of your connections unless
overridden.

If your users are accustomed to a destructive back space, be sure to check the option, “Use destructive
backspace” on the Display Options page.

1.9.4 Changing Options on Several Pages

You can tab through the pages of the Default Properties screen and set all of the options you want.
When you are completely finished, click OK to save them all. If you click Cancel, it will discard all of the
changes you have made since opening the page. Once you click OK, your settings are permanently saved in
the user’s configuration file.

It is recommended that you check each page for settings that may be of importance to your site. Additional
information regarding the various options is provided in the “C.A.T.T. Program Options” chapter.

1.9.5 Setting Options at the Individual Connection Level

1951 Accessing the Connection Properties Screen
Selections you make on the Default Properties screen apply automatically to all of your connections.
However, every option on the pages of this screen can be overridden at the individual connection level.

To set options for a particular connection, first go to the Connection Information screen. Click once on
the connection of your choice to highlight it.
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Now click the Properties button. This will bring up the Properties screen for that particular connection.

MCP System Connection Information il
Connection Marne Host name or IF address Twpe Station Name
ICp1mcp Icp1mcp.mgsinc.com ITeInet LI ILAPTOP13 Replace
Connection Ma... | HostMName orlF Add... | Type Station Mame | Securi

Colmcp E . < ne> Froperties
@ Cplrncpl cplmep.mgsinc.cam CCF <PCMarmer
@ Cplrmcpsc cplwinmgsinc.com SecuraTATT <PCMarme> AES
@ Cplmepsc cplwin.mgsinc.com SecuraCATT <PCMamer AES .
@ Cplmepssl cplwin.mgsinc.com HTTF Tunneling <PCMName» SEL A
@ Cp3mep cp3mcp.mgsinc.com Telnet <FCMName>»
@ Cp3mepl cp3mcp.mgsinc.com CCF <FCMame>
@ Cp3mcpd cp3mcp.mgsinc.com Telnet <FCMame> S5L Remowve
@ Cp3rmcp3 cpa3mep.mgsinc.cam CCF <«FCMame> S5L

Edit Defaults

Close

AN

Select the configuration(s) you want to use. Click the 'Activate' button to
start those sessions. A red light denotes that the connection is in use.

A Connection Properties screen has exactly the same layout as the Default Properties screen. You
distinguish between the two by the heading on the screen. The Default Properties screen has a heading
of “User Default Properties”, as shown in previous illustrations. A Connection Properties screen has
the heading: <connection name> Properties

Set Properties for Configuration Cplmcp il

Cplmep Properties

Cursar | Recv Options | *mit Options | Cluick Print Options

Connection |Disp|ay | Faont Options | Calar Options | Secure Yideo oK |

Type of Connection

® Telnet  Telnet/S5L M Cancel
£ oF BCETest Fress this button to

 HTTP  HTTPS select the options to

" SecureCATT he used for this

connection

[~ Automatically Open Connection when Starting Pragrar.
[~ Start Session using Scroll Mode.
[~ Start Session using Invisible Mode.

[¥ Use the computer name as station name or assign it below:

Station Name  |LAFTOF13

[™ | AlsmApply Changes to Active Cannection

The example above is the Connection Properties screen for the connection named Cp1mcp. Therefore,
the heading on this screen reads:
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Cplmcp Properties
Any changes you make on this screen apply only to the Cp1mcp connection. Moreover, they override any
conflicting settings made in the Default Properties screen.

For example, if you would like the connection Cp1mcp to automatically start whenever you run C.A.T.T.,
check the box labeled, “Automatically Open Connection when Starting Program”, as shown:

Set Properties for Configuration Cplmcp

Cplmep Properties

Cursor | Recw Options | Hmit Options | Cluick Print Options
Connectlonl Display I Font Options | Calor Options I Secure Yideo

x|
Type of Connection———————————
@ Telnet " Telnet/S5L Connection Options | ﬂl

' CCF " CCF/SSL

Press this button to
€ HTTR C HTTPS selectthe options to
™ SecureCaTT be used farthis

connection

v Automatically Open Connection when Starting Program.
[~ Start Session using Scroll Mode.
[ Start Session using Invisible Mode

[V Use the computar name as station name or assign it below:

Station Name  |LAFTOFT3

[T Alsa Apply Changes ta Active Connecticn

When you check this option, the text turns blue to denote that you’ve overridden a default. When you click
OK, the setting is permanently saved. From this point forward, until you uncheck this option, C.A.T.T. will
automatically attempt to open the Cp4mcp connection every time you run it.

Note. If you are using a Master Configuration File, some options cannot be overridden at the connection
level. These are “grayed out” on the Connection Properties screen. For more information on this topic,
see the section titled, “Deploying C.A.T.T. using Servers”.

1952 Restoring Defaults to Connection Options

When you override an option at the connection level, the change is permanently recorded in the User
Configuration File. If you later go back and change that option, your latest setting still remains recorded at
the connection level. The setting does not revert back to the default setting unless you explicitly instruct
C.A.T.T. todo so.

Most, but not all, of the connection options appear in black text when the default setting is being used. If a
setting at the connection level is being used, the option appears in blue text instead. Therefore, on the fol-
lowing screen, the two options, “Automatically Open Connection when Starting Program”, and, “Start
Session using Scroll Mode” both have settings at the connection level that override the default setting.

The “Start Session using Scroll Mode” option is unchecked at the connection level. The option may also be
unchecked at the default level, but it doesn’t matter. To appear as shown here (i.e., in blue text), the option
had to be checked, and the setting saved, at some previous time. Later on, the option was unchecked and the
change saved again. This puts a setting into the User Configuration File that you want the option

unchecked. If you later check this option on the Default Properties screen — intending it to apply to all
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of your connections — that setting will not apply to this connection. It is explicitly turned off for this
connection.

Set Properties for Configuration Cplmep

Cursar | Recv Optians | Xmit Options | Quick Frint Optians
Connection |D|sp|ay | Fant Optians | Color Options | Secure Wideo

Type of Connection

Cplmecp Properties

® Telnet  Telnet/S5L Connection Options |
" CCF & CCF/SEL

! Press this button to
" HTTP  HTTPS selectthe options to

 SecureCATT

he used for this
connection

[v Automatically Open Connection when Starting Prograrm.

[ Start Session using Scrall Mode:

l_ Start Session using Invisible Mode.

[ Use the computer name as station name or assign it below:

Station Name

LAFTORFT3

Cancel

[ Alzo Apply Changes to Active Cannection

If you want to eliminate the setting at the connection level, you have to use the popup menu.

1.
2.

Position the mouse over the text of the option you want to change.

Right-click the mouse. This will bring up a context menu. For example:

Set Properties for Configuration Cplmcp

Cplmep Properties

Cursor I Recwv Options | Xmit Options | Cuick Print Options
Connection | Display | Fant Options | Color Options | Secure Video

Type of Connection
® Telnet  Telnet/S5L

" CCF  CCF/SSL
C HTTP  HTTPS
" SecureCATT

[ Autormatically Open Connection when Starting Program

Connection Options

|

Press this button to
selectthe options to
be used far this
connection

[~ Start Session using Scroll Maod-

[~ Start Session using lmvisible b

[¥ Usethe computer name as sta:

Stafion Name  [LAFTOFTS

Set Option for this Connection
v Reset Option for this Connection

Cancel

x|
__cancal |

Use Default Setting for this Connection

[ Also Apply Changes to Active Connection
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3. Now click on the menu item, “Use Default Setting for this Connection”.

The caption for the setting will switch back to black in color. The option will be set to whatever the default
setting is. If the option at the default level is checked, the box will be automatically checked. If the option at
the default level is not checked, the box will not be checked.

Currently, the check boxes and the radio buttons support this feature. Items set through edit boxes, such as
the number of screen pages, do not support this feature. Those items cannot be restored to “use the default”
once changed at the connection level. The popup menus for the color bars all support “using the default”.
You will see the selection when you left-click a color bar on the Color Options or Secure Video pages
of a Connection Properties screen. For example:

Set Properties for Configuration Cplmcp

Cplmep Properties

Cursor | Recw Options | Xmit Options | Quick Print Options
Connection | Display | Font Options ~ Color Options |SecureVideo

Left-click over the item you wish to change. Then select
the type of change you want to make from the dialog or
menu that appears.

Normal Text/Background caolg

Set Background Color

Bright Text/Backgroundie=aiaassly

v Take Background Color from Defaults

Protected Transmittab ElESEEYRellvE b

Lse Desktop Colors for Background

Unprotected S agsle Use Desktop Text Color for Text

Cancel

x|
_cercel|

[ Alsm Apply Changes to Active Cannection

The check marks on the popup menu indicate that the current setting is taken from the defaults. If you
change the setting, the check mark(s) will move accordingly. You can always change a background color
setting back to your default by checking the item, “Take Background Color form Defaults”. Similarly, you
can change a font color setting back to your default by checking the menu item, “Take Text Color from
Defaults”. For specific information regarding the various options, see the “C.A.T.T. Program Options”
chapter.
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1.10 Defining Telnet Connections using Kerberos

To define a Telnet connection for Kerberos support, do the following:

1. Define your Telnet connection(s) as described above.
2. Click the Connection Options button and define your Kerberos Target Account on the Telnet
Connection Options screen.

You can also set a default Kerberos Target Account for all Telnet connections on the Telnet Connection
Options of the Default Properties screen. However, this is only useful if all of your connections go to the
same MCP host.

The Telnet Connection Options screen looks like this:

!E-l-t:onnection Options = |EI |i|

Telnet Connection Options

Port Number |23

Use EBCDIC Telnet Connection {Check only if you have to) [

~Kerberos Settings

Usage Option: |Let server decide if Kerberos is used j
Target Account: I
~Security Settings
Mrte - 1lzing 551 renuires MCP 13
Usa SSL [ ar higher. See documentatian far
details.

Ol(l

To use Kerberos, the Kerberos Target Account field must be filled in, and the format must be exactly
correct. The standard format for a Kerberos Target Account is:

host/<target machine name>@<DOMAIN NAME>

The word host is required, and the forward slash is required, even if you are coming from a Windows ma-
chine.

The <target machine name> is the host name of the MCP host you want to access. It must be the full host
and domain name of the target MCP machine. It cannot be an IP address. Moreover, it must be spelled
entirely using lower-case letters.

The <DOMAIN NAME> identifies the domain where this host resides. The <DOMAIN NAME> must be
specified entirely in upper case letters.

An example Kerberos Target Account name for the MCP machine cp4mcp located in domain mgsinc.com
is:

host/cp4mcp.mginc.com@MGSINC.COM
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C.A.T.T. does not edit or examine the string you provide as the Kerberos Target Account. It simply
passes it, as provided, to the Windows procedure that issues the Kerberos tickets. If the string you provide
does not match an authorized MCP server at your domain, C.A.T.T. will return a connection error.

The other option for Kerberos on the Security tab controls how C.A.T.T. responds when Telnet prompts
for Kerberos support. You must select one of the options from the drop-down list. The default is to let the
host decide whether Kerberos is used or not.

g Connection Options ;IEI il

Telnet Connection Options

Port Number |23

Use EBCDIC Telnet Connection {Check only if you have to) [

~Kerberos Settings

Usage Option:

Fefuse use of Kerberos
YWiarn if Kerberos is notused
Fromptif Kerberos is notused

. . |Kill connection if Kerberos is not used
rSecurity Settings

Target Account;

Mote - Using 551 requires MCP 13
se 5L - or higher. See documentstion for
details.

oK Cancel

The options have the following meanings:

Let server decide if Kerberos is used
This is the default selection.

If MCP Telnet prompts for Kerberos authentication, C.A.T.T. will respond that it is supported. C.A.T.T.
will then attempt to perform the authentication.

If MCP Telnet does not prompt for Kerberos authentication, no special action is taken. The user receives a
standard MARC “Welcome” log on screen.

Refuse use of Kerberos

If MCP Telnet prompts for Kerberos authentication, C.A.T.T. responds that it does not support Kerberos
authentication. MCP Telnet can decide whether to route the user to the MARC “Welcome” screen or to
break the connection. The decision is based upon the Kerberos options you’ve set on your MCP system.

Warn if Kerberos is not used
If Kerberos authentication does not succeed, and the MCP does not break the connection, C.A.T.T. warns
the user that Kerberos was not used to access the MCP. The user must OK the warning.

Prompt if Kerberos is not used

If Kerberos authentication does not succeed, and the MCP does not break the connection, C.A.T.T.
displays a prompt to the user. The user can choose to continue with the connection or to cancel the
connection. If the user chooses to continue, he is routed to the MARC “Welcome” screen.

Kill connection if Kerberos is not used
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If Kerberos authentication does not succeed, C.A.T.T. breaks the connection.
If MCP Telnet does not prompt for Kerberos authentication, C.A.T.T. also breaks the connection.

You can set this option at the connection level or at the defaults level. The value set at the default
level applies to all of your connections.

1.11 Connecting to the Host over CCF

You have four choices for connecting to your MCP host using CCF. These are:

e with Windows networking
e using the TERMPCM without Windows networking
e using the TERMPCM without Windows networking over SSL

e directly, without using either Windows networking or the TERMPCM. Each option is discussed in
the sections below.

1.11.1 Connecting to the Host over CCF using Windows Networking

All connections made through the Custom Connect Facility (CCF) require cooperation on both
sides. There are settings you must provide in C.A.T.T., and there are settings you must provide in
the *SYSTEM/CCF/PARAMS file on the MCP. However, if you want to use Windows networking to
connect, you can use the *SYSTEM/CCF/PARAMS file as provided by Unisys. No changes on the
MCP end are required.

11111 Defining CCF Connection in C.A.T.T. for Windows Networking
1. Gotothe Connection Information screen. Create a new connection and set the Type to CCF.

2. Ignore the Station Name field on the CCF connection. The MCP host assigns the station name for
these CCF connections, so anything you put here is commentary.

3. Click the Create button to save the connection.

MCP System Connection Information il
Connection Name Host name or IP address Twpe Station Name
ICFﬂmcpcc:f Icp1mcp.mgsinc.cum ILAPTOP13 Craate
Connection MNa... | Host MName or P Add... | Type | Station MName | Seu:urityl
@ Cpimep cplmeocpmgsinecam  Telnet <FPC MName> Propeties
@ Cp2mop cpemcp.mgsinccom  Telnet <FC MName>
@ Cp3mcp cp3mcp.mosinc.com Telnet <PCMName>
1

4. Now you need to set the properties for the connection that define it as a Windows networking
connection. Click the Properties button.

5. Click the Connection Options button.
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6. In the Port Numbers box, change the CCF Port Number to the value 12564, as shown below:

Connection Options - | 0 |i|

CCF Connection Options

Port Number |12564

Connect through Windows networking [

Always use TERMPCM logic [v
Security Settings
Maote - Using 35L requires MCF 13
Use Open SSL [ or higher. See documentation for
details.

Cancel |

Check the option labeled, “Connect through Windows Networking”, as shown:

=10l x|
CCF Connection Options

Port Number |12564

Connect through Windows networking [

Always use TERMPCM logic [~
Security Settings
MNote - Using SSL requires MCP 13
Use Open SSL - or higher. See docurmentation for
details.

oK Cancel
7. Click OK to save your changes. This returns you to the Set Properties Screen.
8. Click OK to save your changes. This returns you to the Connection Information Screen.

Your new connection is still selected.
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9. Click Activate.
MCP System Connection Information il

Connection Marme Host name or IP address Type Station Marme

|Cp1mcpcd |cp1mcp.mgsinc.com ICCF LI ILAPTOPH Replace |

Connection Ma... | Host Mame or IF Add... | Twpe | Station Marme | SEcurityl

@ Cplmcp cplmcp.mgsinc.com Telnet <FCMame>

@ CpZmcp cpZmcp.mgsinc.com Telnet <FCMame>

@ Cp3mcp cp3mcp.mgsinc.com Telnet <FCMame>»

@ Cplmopect cplmcp.mgsinc.com CCF <FCMName> py— |

10. The screen will remain blank for several seconds. The status bar will read:
Trying <host name>, CCF Port 12564

If you have not connected to the MCP host using Windows networking before, or if you have changed your
password at the MCP host, one of three things will happen:

a) If you are running Windows 95/98/ME, you will get a response that your password is invalid.
The response will look like this:

Metwork Connection Failed %]
Q The connection attempt failed with ernor $86:

The specified netwaork. pazsword iz not correct.

In this case, you must connect to the MCP host using Windows first.” After successfully opening a share to
the MCP from Windows, and saving the password, then you can attempt to reconnect using C.A.T.T.

b) If you are running Windows 2000 or XP, you will receive a log in screen, which looks like
this:

Enter Network Password 2 x|

Incorect passwore or unknown usemame far:

w192 1E81E1MPCE |

Cancel

Connect s I

Pazsword: I

In the Connect As field, enter your MCP usercode. In the Password field, enter the password for that
usercode. Then click OK. The log in sequence will continue.

¢) If your site is using Kerberos for host access, and your Kerberos log in information is correct,
you should automatically be logged in.

If the connection is refused, it means that (a) either the LOGON port is using a socket number other than
12564, or (b) the LOGONPCM is not enabled. You can check this by entering the ODT command:

NA CCF TCPIPPCM SHOW PORT LOGON

The response will read like this:



C.AT.T. 3.0f Page 35

6 LOGON Enabled
Service = NXVIEWLOGIN
Driver = 2686
Input Handler = 2691
Output Handler = 2689
WindowSize = 32768
Transport = TCPIP
Socket = 12564

OffersPerCycle = 9
MaxOutput = 16000
MaxOffer = 1

Framing = Standard
Checklnterval =5
BlockedTimeOut = 4
StationName = CCFPORT#
1Subport Awaitingoffer

Check the two lines that are in dark green in the above report. If the port LOGON is not enabled, use the
ODT command:

NA CCF TCPIPPCM ENABLE PORT LOGON

to make the connection available. At some later time, update the file *SYSTEM/CCF/PARAMS so that the
LOGON port is enabled automatically. Otherwise, you will need to manually enable the LOGON port after
every halt/load.

If the socket number is different, change your settings in C.A.T.T. for the CCF Port Number (described
above) to the same number given in the report. Then try the connection again.

If the connection times out, it means that your workstation cannot contact the MCP host. This may be due
to a firewall problem, the host may be down, or your host name may not be correctly translated to the IP
address of the MCP.

If the log in is successful, you will receive the MARC Home screen. You are how connected.

Note that during this process you never received the MARC “Welcome” screen. You were not asked to en-
ter your MCP usercode and password to C.A.T.T. Windows networking took care of the entire operation.

Note also that once you complete a log on, your next connection from the same client machine will auto-
matically log you on to the same usercode at the MCP host. You will not receive the Enter Network
Password screen unless you (a) change your password at the MCP, or (b) tell Windows not to remember
your password — an option not available on the Enter Network Password dialog.

If you want all of your CCF connections to use Windows networking, you can set the above options (on the
Properties screen) at the Edit Defaults level. However, this means that all of your CCF connections will
automatically log on with the same MCP usercode since they originate from the same Windows client
machine. For those situations where you want to log on using a different MCP usercode from the same
client machine, we have the two other CCF connection options. In this case connecting over CCF using
TERMPCM provides the best alternative.

1.11.2 Connecting to the Host over CCF using TERMPCM Only

Connecting to your MCP Host from C.A.T.T. using the CCF TERMPCM is a two-step process. First, you
must add information to the *SYSTEM/CCF/PARAMS file that defines the connection for C.A.T.T. Then you
can create a CCF connection in C.A.T.T. and open a connection.
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1.11.2.1 Required *SYSTEM/CCF/PARAMS Changes for TERMPCM

Station

You must make the following changes to your *SYSTEM/CCF/PARAMS file before attemptinga TERMPCM
connection (that does not use Windows networking) through C.A.T.T.

1. The following port definition should be under the TCPIPPCM section:
ADD PORT JAVAP3001
CHECKINTERVAL =5,

FRAMING = STANDARD,
MAXOUTPUT = 4000,

SERVICE =JAVATL,

SOCKET = 3001,

STATIONNAME = $DSS/JAVAP3001/#,
TRANSPORT = TCPIP;

Set the SOCKET number and STATIONNAME to values appropriate for your site. (See the section titled,
“CCF Customization Options”, below.) To follow these examples, use the values shown above.

2. Also the statement:
ENABLE PORT JAVAP300T1;
3. Ifrequired, save your changes as *SYSTEM/CCF/PARAMS.

4. Ifrequired, to cause the changes to take effect, bring CCF down and then back up. The ODT command
for bringing CCF down is:

NA CCF -

Wait several minutes for the complete CCF system to go down. *SYSTEM/CCF is the last to terminate. Once
it is all down, enter the ODT command:

NA CCF +
After a few seconds, CCF is back up and ready to go. Your JAVAP3001 port is now ready to accept
connections.

1.11.2.2 Defining the TERMPCM Connection in C.A.T.T.
1. Gotothe Connection Information screen.

Create a new connection and set the Type to CCF/TCPIP.

2
3. Ignore the Station Name or Computer Name field on the CCF connection.
4

Click the Create button to save the connection.

MCP System Connection Information il
Connection Mame Hostname or IF address Twpe Station Name
|Cp1mc:pu:d ||:p1mc:p.mgsinc:.ctnm ICCF j ILAPTOP13 Craate
Connection Ma... | Host Name or [F Add... | Type | Station Mame | Securityl
@ Cplmep cpimcp.mgsinccom  Telnet <FCMame>» Properiies
@ Ccp2mep Cp2mcp.mosinc.com Telnet <PCMName> —_—
@ Cpimop cpimcpmgsinccom  Telnet <FC MName>
Achivate
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5. Now you need to set the properties for the connection that define it asa TERMPCM connection. Click
the Properties button.

MCP System Connection Information il
Connection Mame Hostname or IF address Twpe Station Name
|Cp1mc:pu:d ||:p1mc:p.mgsinc:.ctnm ICCF j ILAPTOP13 Feplace
Connection Ma... | Host Name or [F Add... | Type | Station Mame | Securityl
@ Cplmep cpimcp.mgsinccom  Telnet <FCMame>» Properties
@ Ccp2mep Cp2mcp.mosinc.com Telnet <PCMName> —_—
@ Cpimop cpimcpmgsinccom  Telnet <FC MName>
@ Cplmepoct cplmep.mosinc.com CCF <PC MName> Y-

6. Click the Connection tab, if necessary.

Click the Connection Options button

In the Port Numbers box, change the CCF Port Number to match the SOCKET value specified in
your JAVAP3001 port definition. In our example this is socket number 3001, so the same number
must go here.

#% Connection Options = |EI |i|

=]

CCF Connection Options

Port Number I3001

Connect through ¥Windows networking [

Always use TERMPCM logic [v
Security Settings
Mote - Using S5L requires MCF 13
lUse Open S5L [ ar higher. See documentation far
details.

Cancel

9. Make sure the option labeled, “Always use TERMPCM Logic” is checked, as shown.
10. Click OK to save your changes. This returns you to the Properties screen

11. Click OK to save your changes. This returns you to the Connection Information screen. Your new
connection is still selected.
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12. Click Activate.

13. You will see this message in the status bar:

Trying <host name>, CCF Port 3001

14. 1If your CCF file, *SYSTEM/CCF/PARAMS, is correct, and if your socket port numbers match, you
will receive a MARC log in screen. You are now connected to the MCP host.

If any information is not correct, the connection will either be refused or it will time out. If it is refused, this
means that either the socket numbers do not match or the CCF port named CATT3 is not enabled. The
socket number you are trying to open is not offered. Enter the following ODT command:

NA CCF TCPIPPCM SHOW PORT JAVAP3001

If the port is properly defined and enabled, the report should read thusly:

7 JAVAP3001 Enabled
Service = JAVATI1
Control Dialog =0
Driver = 28172
Input Handler = 28177
Output Handler = 28173
WindowSize = 32768
Transport = TCPIP
Socket = 3001
OffersPerCycle = 9
MyName = 3001
MaxOutput = 4000
MaxOffer = 1
MaxInput = 4000
Framing = Standard
Checklinterval = 5
BlockedTimeOut = 4
StationName = $IPAddress/JAVAP3001 /#
1 Subport Awaitingoffer

Check the values in the two dark green lines. If the port is not enabled, use the ODT command:
NA CCF TCPIPPCM ENABLE PORT JAVAP3001

to tell CCF to offer the port. Then modify your *SYSTEM/CCF/PARAMS file at some later time to
permanently enable the port.

If the Socket number is incorrect, either change the CCF entry or change your CCF Port Number in
C.A.T.T. (as described above). These numbers must match each other to establish a successful connection.

If, instead of the above, you get the report:
Port JAVAP3001 not found, scanning JAVAP3001

it means that the JAVAP3001 port is not defined to CCF. Repeat the instructions given above in the
section, “Required Changes to *SYSTEM/CCF/PARAMS for a TERMPCM Station”. Then attempt the
connection again.

If the problem is a timeout, it means that the MCP host cannot be reached for some reason (e.qg., firewall
problem, host is down, the DNS name is not recognized, etc.)

1.11.3 Connecting to the Host over “raw” CCF
Connecting to your MCP Host from C.A.T.T. using CCF without the TERMPCM is also two-step process.
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This procedure is actually more complicated, and the results are less desirable. The TERMPCM provides
some features (particularly the ability to “break” streaming output) that “raw” CCF does not provide.
Therefore, it is recommended that you use either the TERMPCM method or the Windows networking
method when connecting through CCF. (The Windows networking method always uses the TERMPCM,
even when you don’t select it. It doesn’t work with the “raw” connection method.)

1.11.3.1 Required Changes to *SYSTEM/CCF/PARAMS for a “raw”

Connection

You must make the following changes to your *SYSTEM/CCF/PARAMS file before attempting a raw CCF
connection through C.A.T.T.

1. Add the following device definition under the CUCIPCM section:

% Define CATTDEV for C.A.T.T. emulator users, exactly as follows.

ADD DEVICE CATTDEV MYUSE=IO,SCREEN=TRUE,CCENABLE=TRUE,%
MAXINPUT=16384,MAXOUTPUT=16384,% Do not exceed.
MARCCAPABLE=TRUE,% NDLHEADER=TRUE,%
WRAPAROUND=FALSE;%

% End CATTDEV.
Be sure to specify “NDLHEADER=TRUE”.

2. Add the following port definition under the TCPIPPCM section:

% Define CATT1 exactly as shown. You can change the SOCKET
% and STATIONNAME settings to match local requirements.

ADD PORT CATT1 TRANSPORT=TCPIP,SOCKET=47038,CHECKINTERVAL=5,
DEVICE=CATTDEV, SERVICE=MARC,
STATIONNAME=$IPADDRESS/#, FRAMING=STANDARD;

% End CATTI1.

3. Add the statement:
ENABLE PORT CATTT;
4, Save your changes as *SYSTEM/CCF/PARAMS.
5. To cause the changes to take effect, bring CCF down and then back up. The ODT command for

bringing CCF down is:

NA CCF -

Wait several minutes for the complete CCF system to go down. *SYSTEM/CCF is the last to terminate.
Once it is all down, enter the ODT command:

NA CCF +

After a few seconds, CCF is back up and ready to go. Your CATT1 port is now ready to
accept connections.
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1.11.3.2

Defining the CCF Connection in C.A.T.T.

Once you have the CCF changes in place on the MCP host, define the CCF connection in C.A.T.T.

1.

2.
3.
4

iMCP System Connection Information

5.
6.

10.
11.

12.

Go to the Connection Information screen.

Create a new connection and set the Type to CCF.

Ignore the Station Name field on the CCF connection.

Click the Create button to save the connection.

Connection Mame

Haost name or IF address

Twpe

Station Mame

ICFﬂmcpcc:f

Icp1mcp.mgsinc.cum

[==5

=] JaPTOR13 Craate

Connection MNa... | Host MName or [P Add... | Type

| Station Marme | Seu:urityl

@ Ccplmop
@ Cp2mop
@ Cp3mcp

cplmep.mosinc.com
cpZmcp.mgsinc.com
cp3mcp.mosinc.com

Click the Properties button.

Telnet
Telnet
Telnet

Click the Connection Options button.

Uncheck the Always use TERMPCM Logic checkbox as shown:

*% Connection Options

—1

<PCMName»
<PC MNames
<PCMName»

CCF Connection Options

Port Number

Connect through Windows networking

I3001

Always use TERMPCM logic

Security Settings

Use Open 351

P
P

FPraperties

=10 x|

-

Mote - Using S50 requires MCP 13
ot higher. See docurmentation for

details.

Cancel

Click the OK button. This will return you to the Properties screen.

Click the OK button. This will return you to the Connection Information screen.

Click the Activate button to open the connection.

You should now receive the MARC log on screen. You are connected to the host.

If you are unable to connect, follow the diagnostic suggestions given above for TERMPCM
connections. Substitute the port name CATT1 for JAVAP3001 in those directions.
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1.11.4 CCF Customization Options

As noted in the comments above, you can customize your CCF connection on the MCP host to
accommodate certain site preferences. These changes must be made in the *SYSTEM/CCF/PARAMS file on
the MCP host first. Then you can make corresponding changes in your C.A.T.T. configuration to match the
CCF PARAMS file.

You can customize the port name, the port number, and the method for assigning station names.

1.11.4.1 Changing the CCF Port Name
The port names CATT1 and JAVAP3001 are purely arbitrary. You can name these ports anything you want.

1.11.4.2 Changing the CCF Port Number

The port numbers used in C.A.T.T. must match those used by the MCP. Changing a port number is a
two-step process.

1. Change the port number in the definition of the port CATT1, JAVAP3001, or LOGON on the MCP. To
make the change permanent, change it in the *SYSTEM/CCF/PARAMS file. For example, to use the port
number 50001 for Windows networking, change the entry for PORT LOGON to read thusly. (The change is
in bold type.)

ADD PORT LOGON TRANSPORT=TCPIP,SOCKET=50001,CHECKINTERVAL=5,
SERVICE=NXVIEWLOGIN,STATIONNAME=CCFPORT#, FRAMING=STANDARD,
MAXOUTPUT=16000;

Then bring CCF down and back up for the changes to take effect.

1. Change the port number in C.A.T.T. If you want to change the port number for just the one connection,
go to the Connection Properties screen for that connection. If you want this to be the default for all
of your CCF/TCPIP connections, go to the Default Properties screen instead.

Select the Connection tab.

Click the Connection Options button.

Enter your desired port number in the field labeled CCF Port Number. In this case, enter 50001.
Click OK to save the change. You will be taken back to the Properties screen.

Click OK to save the change. You will return to the Connection Information screen.

N o o W N

On the Connection Information screen, click Activate to open your CCF connection. If both port
numbers match, you will connect normally and begin a MARC session.

g Connection Options ;Iglil

CCF Connection Options

Port Number I50001

Connect through Windows networking [
Always use [ERMPCM loqic v

If you want to change the port number on the system without bouncing CCF, you can use these ODT
commands:

NA CCF TCPIPPCM DISABLE PORT LOGON
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This shuts down the LOGON port so you can make changes to it. The rest of CCF is not affected.
NA CCF TCPIPPCM MODIFY PORT LOGON SOCKET = 50001

This command changes the port number to 50001.
NA CCF TCPIPPCM ENABLE PORT LOGON
This re-enables the port using the new number. C.A.T.T. users can how connect using the new port number.

Changes made in this manner are lost when CCF goes to EOJ (or the system is halt/loaded). To make the
changes permanent, you must edit the *SYSTEM/CCF/PARAMS file.

1.11.4.3 Changing the Method of Assigning CCF Station Names

You can use any method for assigning station names defined in the CCF documentation (supplied by
Unisys). You can also set the station name through C.A.T.T. You can set the STATIONNAME attribute of
your port definitions to the values desired. If you are unfamiliar with defining station names for CCF
connections, see the section titled, “Control How CCF Stations Are Named” in the CCF user documenta-

tion provided by Unisys.2

1.11.4.4 About NDLHEADERS

For true T27 emulation on a “raw” CCF connection, the device definition for CATTDEV, described above,
must include:

NDLHEADER=TRUE

If you omit this setting, C.A.T.T. will function for formatted screens, such as MARC screens. However,
unless you use scroll mode, CANDE page mode editing and other functions will not operate properly.
CANDE makes heavy use of the NDL header information. If the emulator does not receive this informa-
tion, it does not know where to position the output on the screen. The symptoms will be that page mode
outputs will appear one or more lines lower on the screen.

You can get around this problem by turning on scroll mode (?+S). The best solution, however, is to set
NDLHEADER=TRUE in the device definition, as specified above.

NDLHEADER is not used with TERMPCM or Windows networking. In that case, C.A.T.T. gets the formatting
information from the TERMPCM header instead.

1.12 Changing Connection Types

You can change a connection from Telnet to CCF by simply changing its Type in the Connection Infor-
mation screen. If the connection is open, the change takes effect when you disconnect and reconnect that
connection.

You can also change a connection between any of the CCF connection methods. The CCF Port Number
determines which CCF Port entry C.A.T.T. connects to. The defaults are:

e 12564 = LOGON (the CCF connection used with Windows networking)
e 3001 =JAVAP3001 (the CCF connection with TERMPCM support but not Windows networking)
e 47038 = CATTI1 (the “raw” CCF connection)

The options you select on the Connect Options screen tell C.A.T.T. what interface to expect: Windows
networking, TERMPCM, or “raw”. Your settings in C.A.T.T. must match those defined in the MCP file
*SYSTEM/CCF/PARAMS. If they do not, you will not connect successfully as you intended.
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If you need to connect to the MCP through Windows networking from Windows 95/98/ME, do the
following:

a) Click Start and then Run.
b) In the Open field, type the name of a share available on your MCP system. For example:

\\cp3mcp\_home_

¢) Windows will give you the option to enter a password. Successfully completing this step will open the
share. Then you will be able to access your MCP host from C.A.T.T. using the Windows networking
option.

! Unisys Corporation, Custom Connect Facility Administration and Programming Guide, MCP Release 12.0, April
2008, document number 43103266-008 on the Unisys documentation CD.
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2. C.A.T.T.Program Options

2.1 Introduction

This chapter describes all of the option and preference settings for C.A.T.T. Options that apply to an
individual connection are discussed first. Those that apply to the entire program are discussed afterward.

2.2 Connection Level Options

The following is a page-by-page description of the individual connection level options. All of them are
controlled through the Properties screen.

Options set on the Default Properties screen apply to all of the individual connections unless
overridden.

Options set on an individual Properties screen apply only to that individual connection. They override
any default setting. For radio boxes and check boxes, settings overriding the defaults are shown on the
screen in blue type instead of black type.

Unless explicitly noted otherwise, the Default Properties screen and the individual connection
Properties screens handle the same options. The examples and discussions are based on the Default
Properties screen since that is where you will typically make a change.

Note. Options may be added and/or moved from one page to another in different releases. If you cannot
find a particular option, check the other pages on the Properties screen.

Instructions for accessing the Default Properties screen and the individual connection Properties
screens are provided in the chapter titled, “Installing and Configuring C.A.T.T.” To access Default
Properties, choose Preferences from the main menu, and then Change Default Properties.

Note. If you are using a Master Configuration File, and it cannot be updated from your PC, some
options will be unavailable. These are “grayed out” on the Properties screens.
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2.2.1 The Connection Page

Set Default Properties for User x|
User Default Properties

Cursar I Recv Options | Hmit Options | Quick Frint Options

Connection | Display | Font Cptions | Calor Options | Secure Yideo 0K

Type of Connection

@ Telnet " Telhet/SSL Connection Options
" CCF  CCF/SSL

/ Fress this button to
 HTTP C HTTPS select the options ta

(" SecureCATT be used for this
connection

|

[~ Automatically Open Connection when Starting Program.
l_ Stant Session using Scroll Mode.
[ Start Session using Invisible Mode

v Use the computer name as station name or assign it below:

Station Name  |LAFTOFTS

[v Also Apply these Defaults immediately to Active Connections

The following options are handled by selecting the Connection tab on a Properties screen:

. Type of Connection

. Auto-starting Sessions

. Starting Sessions in Scroll Mode

. Starting Sessions in Invisible Mode

. Using the computer name as the station name
. The station name

2211 Type of Connection

This radio box duplicates the function of the Type column on the Connection Information screen.
The selections are:

e Telnet a Telnet connection.

e Telnet/SSL  asecure (SSL) Telnet connection (MCP13 or higher).
e CCF a CCF connection.

e CCF/SSL a secure (SSL) CCF connection (MCP13 or higher).
e HTTP an HTTP Tunneling (11S) connection.

e HTTPS an HTTP SSL Tunneling (11S) connection.

e SecureCATT a SecureCATT Server (AES) connection.

Telnet is the default choice in the program. If you select any other connection type in the Default
Properties screen, your default for all connections will be that type instead of Telnet. If you are using
anything other than standard Telnet, you must configure your MCP system as described in their individual
sections in the “Installing and Configuring C.A.T.T.” chapter.

22.1.2 Automatically Open Connection when Starting Program
This check box is best used at the individual connection level rather than at the defaults level.
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When C.A.T.T. first starts up, it checks each defined connection. If this box is checked for one or more
connections, the specified connections are opened automatically.

If this box is not checked for any connection, or at the default level, no connections are automatically
opened. Instead, the Connection Information screen is displayed and you select the connection(s) you
want to open.

2.2.1.3 Start Session using Scroll Mode

Scroll mode is used predominantly in CANDE and SYSTEM/EDITOR text editing. It causes output lines to
scroll upward from the bottom of the screen.

You can enter scroll mode at any time by typing the command:
?2+S

You can exit scroll mode at any time by typing the command:
?-S

If you check the box, “Start Session using Scroll Mode”, your connection will automatically start in scroll
mode, so you won’t have to enter the “?+S”.

Note. Scroll mode is suppressed for output that uses forms. Scroll mode is only used with plain
text output.

2214 Start Session using Invisible Mode

Invisible mode is used in formed screens, especially those generated by LINC. If your screen is in invisible
mode, transmitting data does not erase the line below the transmit point. This enables the application to
reuse the same screen form without repainting it. Only the data is sent in the system’s response.

You can enter invisible mode at any time by typing the command:
2+l

You can exit invisible mode at any time by typing the command:
21

If you check the box, “Start Session using Invisible Mode”, your connection will automatically start in
invisible mode, so you won’t have to enter the “?+I1”.

2215 Use the Computer Name as the Station Name
See the discussion for Station Name, below, for details on using this option.

2.2.1.6 Station Name

COMS requires that each user station have a unique <station name>. In a CCF connection, the station
names can be generated by a formula specified in the *SYSTEM/CCF/PARAMS configuration file, but can
also send the station name to the host. In the case of Telnet, the client program must send a station name to
the host. MCP Telnet then uses that station name according to various options set at the host. This station
name is passed on to COMS.

Using a default Telnet configuration, the <station name> passed to COMS will be:
IP<your IP address using underscores>/<station name>

For example, if your IP address is 192.168.31.1 and the station name you supply in the Station Name
field of the Properties screen is WXCICT, then the default station name passed to COMS by MCP Telnet
is:

IP192_168_31_1/WXCIC1
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It is extremely critical that you do not give COMS a duplicate station name. If anyone tries to open a new
connection using a station name that is already in use, either that connection will be denied, or the active
one will be broken and the new one allowed. COMS will not permit two identical station names to be
active. To account for this, when using the computer name as the station name, C.A.T.T. will append an
underscore followed by a unique number to the name, starting with the second connection to the same host.
So using the computer name as the station name will not cause a conflict on the host.

The Station Name field in C.A.T.T. enables you to select specific station names for your connections.
This field and the check box above it — “Use Computer Name as the Station Name” — work together in
the following manner.

Station Name Option #1: Use the PC Name as the Default
» Check the box, “Use Computer Name as the Station Name”, at the default level.

C.A.T.T. constructs a default “PC name” by taking the PC’s name and reducing it to just letters, numbers,
and underscores. This becomes the default <station name> for all connections.

The Station Name field is not accessible when this option is checked. In addition, the Station Name
column on the Connection Information Screen is also inaccessible when this option is checked.

This is the program default action. This option is recommended if you are deploying C.A.T.T. from servers
and you have the following Telnet option set on your MCP host:

NA TELNET CONFIG STATIONNAME SHORTNAMES = TRUE

Station Name Option #2: Define a Default Station Name
» Uncheck the box, “Use Computer Name as the Station Name”, at the default level.

When “Use Computer Name as the Station Name” is not checked, the Station Name field is accessible.
It is set to a default name derived from your PC’s name. Change this name to anything you like that is
composed of letters, digits, underscores, and slashes. Your entry will become the default Station Name
for all of your connections. The Station Name column on the Connection Information screen will
read “<default name>" for each connection that uses the station name you’ve specified at the default level.

When “Use Computer Name as the Station Name” is not checked, the Station Name field on the
Connection Information screen is also accessible. You can use that to define unique names for your dif-
ferent connections, as needed.

Do not use this option when deploying C.A.T.T. from servers if you are also using the SHORTNAMES
option in Telnet on your MCP host. \
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2.2.2 The Connection Options Pages

2.2.2.1 Telnet Connection Options

-|o] x|
Telnet Connection Options

Fort Number |23

Use EBCDIC Telnet Connection {Check only if you have to) [

Kerberos Settings

Usage Opfion; [LElsewer decide f Kerberos s used El
Target Account [
Security Settings
Mate - Using S5L requires MCP 13
Usa S5 - or higher. See docurnentation for
dedails.

The Port Number tells C.A.T.T. which port to use when opening a connection. This must match the port
number used on the MCP. If not, your connection attempt will fail with a “timeout” error.

e Note - The standard port number for Telnet is 23 and for Secure Telnet is 992. By default, the
MCP offers access to Telnet on port 23, but must be configured to use Secure Telnet. You can
change to another port number. Instructions for configuring your MCP host system to use a
different port number are provided in the article, “Changing the Port on the new Telnet”.'After you
change the port number on your MCP system, choose the same number in C.A.T.T.’s Telnet
Port Number field in order to establish a connection.

The Use EBCDIC Telnet Connection option provides backward compatibility for old systems.

If you are using a pre-SSR 44.2 system, or if you are still using the DSSSUPPORT version of Telnet, the data
is sent in EBCDIC instead of ASCII. When you connect using standard defaults, you’ll receive “garbage
text” on your screen instead of a MARC log on screen. When this is the case, check this option.

If you are using current software (SSR 44.2 and later), and you are using the TELNETSUPPORT version of
Telnet (highly recommended), do not check this option. The MCP is sending you data in ASCII.

If all of your hosts are using old software, you can check this option at the default level. Otherwise, only
check it for the individual connections that require it.

The Kerberos Usage Option controls how C.A.T.T. responds when Telnet prompts for Kerberos
support. You must select one of the options from the drop-down list. The default is to let the host decide
whether Kerberos is used or not.
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The options have the following meanings:

Let server decide if Kerberos is used
This is the default selection.

If MCP Telnet prompts for Kerberos authentication, C.A.T.T. will respond that it is supported. C. A.T.T.
will then attempt to perform the authentication.

If MCP Telnet does not prompt for Kerberos authentication, no special action is taken. The user receives a
standard MARC “Welcome” log on screen.

Refuse use of Kerberos
If MCP Telnet prompts for Kerberos authentication, C.A.T.T. responds that it does not support Kerberos
authentication. MCP Telnet can decide whether to route the user to the MARC “Welcome” screen or to
break the connection. The decision is based upon the Kerberos options you’ve set on your MCP system.

Warn if Kerberos is not used
If Kerberos authentication does not succeed, and the MCP does not break the connection, C.A.T.T. warns
the user that Kerberos was not used to access the MCP. The user must OK the warning.

Prompt if Kerberos is not used
If Kerberos authentication does not succeed, and the MCP does not break the connection, C.A.T.T.
displays a prompt to the user. The user can choose to continue with the connection or to cancel the
connection. If the user chooses to continue, he is routed to the MARC “Welcome” screen.

Kill connection if Kerberos is not used
If Kerberos authentication does not succeed, C.A.T.T. breaks the connection. If MCP
Telnet does not prompt for Kerberos authentication, C.A.T.T. also breaks the
connection.

You can set this option at the connection level or at the defaults level. The value set at the
default level applies to all of your connections.

The Kerberos Target Account field must be filled in to use Kerberos, and the format must be exactly
correct. The standard format for a Kerberos Target Account is:

host/<target machine name>@<DOMAIN NAME>

The word host is required, and the forward slash is required, even if you are coming from a Windows
machine.

The <target machine name> is the host name of the MCP host you want to access. It must have the full host
and domain name of the target MCP machine. It cannot be an IP address. Moreover, it must be spelled
entirely using lower-case letters.

The <DOMAIN NAME> identifies the domain where this host resides. The <DOMAIN NAME> must be
specified entirely in upper case letters.

An example Kerberos Target Account name for the MCP machine cp2mcp located in domain mgsinc.com
is:

host/cp2mcp.mgsinc.com@MGSINC.COM

C.A.T.T. does not edit or examine the string you provide as the Kerberos Target Account. It
simply passes it, as provided, to the Windows procedure that issues the Kerberos tickets. If the
string you provide does not match an authorized MCP server at your domain, C.A.T.T. will return
a connection error.

The Use SSL checkbox tells C.A.T.T. to use SSL encryption when establishing the connection. The MCP
system must be configured to use this encryption. It is also not available on pre-MCP 13 release levels.
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2.2.2.2 CCF Connection Options
=8 connection Options - 0] x|

CCF Connection Options
Port Number 3001

Connect through Windows networking [
Always use TERMPCM logic [+

Security Settings

Mote - Uising S5L requires MCF 13
Use Open S5L r or higher. See documentation for
datails.

ok | [ cancel]

The Port Number tells C.A.T.T. which port to use when opening a connection. This must match the port
number used on the MCP. If not, your connection attempt will fail with a “timeout” error.

e There is no standard port number for CCF. The program default is 3001, which is in the default
CCF param file. To choose your own default, update the *SYSTEM/CCF/PARAMS file on your
MCP host as described in the section titled, “Changing the CCF Port Number” in the “Installing
and Configuring C.A.T.T.” chapter. Then enter the same number in the CCF Port Number field
here. Set it on the Default Properties screen if you want it to apply to all of your CCF
connections by default. Set it on a particular connection’s Properties screen if you only want it
to apply to a single connection.

The Connect through Windows Networking option instructs C.A.T.T. to validate the credentials of
the user through Windows networking. If the action is successful, the MARC log on sequence is avoided,

and the user goes directly to a MARC Home page. If the action is unsuccessful, the user receives a network
error message box and cannot access the MCP host.

For details regarding this option, see the section titled, “Connecting to the Host over CCF using Windows
Networking” in the “Installing and Configuring C.A.T.T.” chapter.

The Always use TERMPCM Logic option provides the best alternative CCF connection if you choose
to not use Windows networking. It provides standard access to the MCP host through the MARC log on
screen.

For details regarding this option, see the section titled, “Connecting to the Host over CCF using
TERMPCM Only” in the “Installing and Configuring C.A.T.T.” chapter.

Note. The “Always use TERMPCM Logic” option is only relevant when the “Connect through Windows
Networking” option is not checked. If “Connect through Windows Networking” is checked, TERMPCM
logic is always used (because the Windows networking option does not work without it!).

The Use Open SSL checkbox tells C.A.T.T. to use SSL encryption when establishing the connection.
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Note - As of MCP 13, Unisys has implemented Open SSL for CCF connections. When checked, this option
allows all communication, both to and from C.A.T.T., to use Open SSL encryption. To set up the Unisys
CCF product to use Open SSL, see the Unisys Custom Connect Facility Administration and Programming
Guide. The following is an example of how to set up a CCF connection for Open SSL:

ADD PORT SSL3002
CHECKINTERVAL
FRAMING
MINOFFER
MAXOFFER
MAXOUTPUT
SERVICE
SOCKET
SSLSECUREMODE
SSLKEYCONTAINER
STATIONNAME
TRANSPORT

ENABLE PORT SSL3002;

5,
STANDARD,

:2,
:5,

16000,
JAVAT1,

= 3002,

TRUE,
CCF_PORT3002,

= $DSS/SSL3002/#,

TCPIP;

The “SSLKEYCONTAINER” attribute is the name of the SSL certificate that has been generated for this
purpose. See the Unisys Security Administration Guide for more information.
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2.2.2.3 HTTP Tunneling Connection Options
28 connection Options - O] x|

HTTP Tunneling Connection Options

HTTP Port Number (3]
HTTP Tunnel URL |NK'I|"H'BI:| stationfHT TP Tunnel.dll

HTTP Server

MCP Port Mumber 3001

MCP Server Name |

Security Settings
Mate = Using S5L requires a Windows

Use S5L [ IS frontend on the MCP server. See
documentahon for details.

OK Cancel

The HTTP Port Number tells C.A.T.T. which port to use when opening a connection. This must match
the port number used on the I1S server. If not, your connection attempt will fail with a “timeout” error. Port
80 is the default port offered by the 11S server.

The HTTP Tunnel URL tells C.A.T.T. the name and directory of the tunneling DLL on the IS server.
This must match the location on the I1S server. NXWebstation/HTTPTunnel.dll is the default location
when installing the standard Unisys tunneling software on the IIS server.

The HTTP Server is a display only field to indicate the 11S server name you entered on the Connection
Information screen.

The MCP Port Number tells C.A.T.T. which CCF port to use when opening a connection. This must
match the port number configured on the Widows system that hosts the 1IS server to which you are
connecting. Port 3001 is the default port used.

The MCP Server Name tells C.A.T.T. which MCP server to use when opening a connection. This must
match the server name exactly as configured on the Widows system that hosts the 11S server to which you
are connecting.

The Use SSL checkbox tells C.A.T.T. to use SSL encryption when establishing the connection.

Note that an 11S server can be provisioned to handle multiple MCP Port Number and MCP
Server Name combinations. The specification-pair configured into C.A.T.T. must match
exactly what is configured on the I1S Server. Use START | SETTINGS | CONTROL PANEL
| HTTP WEB ENABLER on the IS server to configure these Port/Name pairs.
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2.2.2.4 SecureCATT Connection Options
; Connection Options _|— _||:| il

SecureCATT Connection Options

rConnection Type
 Telnet & CCF

~ Telnet Connection Options

Fart Murmker: |23

Uze EBCDIC Telnet Cannection (Check anly ityau hawe ta) ]

~CCF Connection Options

Fart Murnber: |12555

Alhways Use TERMPCH Logic v
~Security Settings
SecureCATT Windows Server: cplwin.mgsinc.com

AES Encryptiion Key (Hex Digits): I

The Connection Type tells C.A.T.T. the type of connection to use when connecting to the SecureDATT
Server. This also determines the type of connection to the destination MCP host. The only choices are
Telnet and CCF.

The Telnet Port Number tells C.A.T.T. which port to use when opening a Telnet connection. This must
match the port number used on the SecureCATT server. Port 23 is the default port offered by the
SecureCATT server.

The Use EBCDIC Telnet Connection option provides backward compatibility for older systems.

The CCF Port Number tells C.A.T.T. which port to use when opening a CCF connection. This must
match the port number used on the SecureCATT server. Port 12565 is the default port offered by the
SecureCATT server.

The Always use TERMPCM Logic option provides standard access to the MCP host through the
MARC log on screen.

The SecureCATT Windows Server text box is a display only field to indicate what SecureCATT
server was selected on the Connection Information screen.

The AES Encryption Key is the text box where you enter the encryption key. If this field is left blank,
SecureCATT will use a default encryption key that is hard-coded into both C.A.T.T. and the SecureCATT
Server programs.
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2.2.3 The Display Options Page
[ Set Default Properties for User li_E-J

User Default Properties

Curzar ] Recw Options ] it Options ] Guick Print Options ]

Connection DISD|~3}'| Font Options ] Color Options ] Secure Yideo ]
=
Mumber of screen pages: z =1 1 through 50 Cancel

=
Mumber of characters per line: =0 =1 ¥2 through 255
|
Mumber of linez on each page; 24 =1 1 through 128
i |
Blink Riate for blinking test: |70 | Miliseconds: 200 - 2000

[~ Feyboard uzes upper caze text only.
[~ Start Session using all CAPS mode
[~ Usze destructive backspace.

v Chl+ésmow keys use Windows standard behavior.
v Wiap the curzor from the last screen position to Home

[ Dizable Tranzparent Mode

v Alzo Apply these Defaults immediately to Active Connections

LS —

The following options are handled by selecting the Display Options tab on a Properties screen:

. Number of screen pages

. Number of characters per line

. Number of lines per page

. Blink Rate for blinking text

. Upper case only option

. Start Session using all CAPS mode

. Destructive backspace option

. Behavior of the {ctrI}+{arrow} keys

. Wraparound option (from the end of the screen to Home)
. Disable Transparent Mode

The screen image above shows the defaults for these options as delivered in the program. Every option on
this page can be changed at any time, either at the default level or at the individual connection level. The
changes take effect immediately, even on active connections!

2.2.3.1 Number of Screen Pages
This number determines the number of screen pages available. The default is set at 2 pages because that is
the traditional standard. You can have up to 50 screen pages per connection.

You can change the number of screen pages for a connection at any time, even on an active connection. If
you increase the number, additional blank pages are inserted. The pages are always numbered, and the
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numbers are fixed. So if you have 20 pages and increase that to 30, the blank pages will appear after page
20 and before page 1.

If you decrease the number of pages, the screen pages with the highest numbers will be discarded. The
data on those pages will be lost.

If you have the Property Bar displayed on your screen (View | Property Bar on the main menu), you
can change the number of screen pages on the current session without going to the Properties screen. Edit
the number in the Max Pages field.

| MaxPages[¢ =] LineWiatn ;0 = Li"esmﬂgelf::lrﬂll ‘

2.2.3.2 Number of characters per line

This number specifies the number of columns in a screen image. It can range from 72 through 255. The
default is the standard of 80 columns. You can change the value at any time, even on an active session.
Changes take effect immediately.

If you are working in CANDE, you should use the TERM command to set the “line width” of your CANDE
session to match your number of columns per line. For example, suppose you want to view a 132-column
printer backup file without continuation lines. You can do this in two steps:

1. Change the Number of characters per line on your active connection to 132.
2. Enter the CANDE command:

TERM LINE 132
Now list the 132-column file, and you will see true 132-column lines. To switch back to 80-column
viewing and editing, repeat the above two steps entering values of 80.

If you have the Property Bar displayed on your screen (View | Property Bar on the main menu), you
can change the number of columns per line on the current session without going to the Properties screen.
Edit the number in the Line Width field.

| MaxPages[¢ = Linewiatn ;0 = Li"esmagelf::lrilll ‘

If the number of columns chosen cannot fit on the physical screen using the font selected, the page window
is scrolled horizontally.

2.2.3.3 Number of lines on each page

This number specifies the number of lines in a logical screen page. It can range from 1 through 128. The
default is the traditional standard of 24 lines. You can change the value at any time, even on an active
session. Changes take effect immediately.

If you are working in CANDE, you should use the TERM command to set the page size of your CANDE ses-
sion to match your number of lines setting. For example, if you want to view 60 lines of a file in a single
screen, you can do this in two steps:

1. Change the Number of lines on each page on your active connection to 60.
2. Enter the CANDE command:

TERM PAGE 60

Now when you list a file, you will see 60 lines per logical page of output. Repeat these steps entering the
number 24 to switch back to normal viewing.

If you have the Property Bar displayed on your screen (View | Property Bar on the main menu), you
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can change the number of lines per page on the current session without going to the Properties screen.
Edit the number in the Lines/Page field.

[Maxpageslat_ﬂ:unewmth oo 5 . LinesfPage]T:jlr Flep ‘

If the number of lines specified cannot fit on the physical screen using the font selected, the page window is
scrolled vertically.

2.2.34 Blink Rate for blinking text

This number specifies the frequency at which blinking text blinks on your screen. The value is used for
blinking fields, the blinking cursor (if used), and blinking messages in the status bar. The default is once
every 500 milliseconds (Y2 second).

You can speed up the rate to once every 200 milliseconds or slow it down to once every 2 seconds.

2.2.35 Keyboard uses upper case text only
This option is provided for very old applications that do not accept user input in lower case.

Check the box to limit keyboard input to upper case text only. If the user types lower case text, it is
automatically upcased and appears so in the display. Text received from the host is unaffected.

2.2.3.6 Start Session using all CAPS mode

This option is provided for users who want the default text to be all uppercase.

Check the box to default keyboard input to uppercase text only. However, if the user wants to type
lowercase, pressing the shift key will change the letter to lowercase. Text received from the host is
unaffected. Note that the “Caps Lock” key is ignored completely.

2.2.3.7 Use destructive backspace
Through this option you specify the behavior of the backspace key.

Check this box if you want “destructive backspace”. This means that each time you backspace using the
backspace key, the character under the cursor is automatically erased.

Uncheck this box if you do not want a destructive backspace. In this case, the backspace key functions like
the back arrow key. It moves the cursor back one space, but the character under the cursor remains
unchanged.

2.2.3.8 Ctrl+Arrow keys use Windows standard behavior

In many Windows applications, the combination keystroke {Ctrl}+{Right Arrow} moves the cursor to the
start of the next “word” on the screen. Similarly, {Ctrl}+{Left Arrow} moves the cursor to the start of the
previous “word” on the screen. In both cases, a “word” is a token that begins with a letter or a digit.

In the T27 environment, these two key combinations have a different function. {CtrI}+{Right Arrow}
advances to the next screen page. {CtrI}+{Left Arrow} goes to the previous screen page.

The page advance/backup feature is provided in C.A.T.T. through the {Page Up} and {Page Down} keys
on the keyboard. Therefore, duplicating this behavior using the {Ctrl} and arrow keys is redundant. For
anyone who does a lot of editing in Microsoft Word, it is far more habitual to expect the {Ctrl}+arrow keys
to move the cursor to the next or previous word instead.

Checking this option enables the Microsoft Word-like behavior. The {Ctrl}+arrow key combinations jump
from word to word on the screen. This is the default behavior.

Unchecking this option enables the standard T27 behavior of moving from one screen page to another.
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2.2.3.9 Wrap the cursor from the last screen position to Home

This option controls what happens when the cursor gets to the top or bottom of the screen and needs to
move another line in the same direction.

If checked, the cursor will automatically wrap from the bottom of the page to the home paosition (and vice
versa).

If not checked, the cursor will not move if the action would cause it to wrap from the bottom line to the top
or from the top line to the bottom one.

2.2.3.10 Disable Transparent Mode

This option was added to correct a problem when in invisible mode where CATT was adding a line feed on
transmit. Do not check this box unless you have this same symptom.

2.2.4 The Font Options Page

Set Properties for Configuration Cplmecp

Cplmep Properties

Cursar | Fecy Options | *mit Options | Cluick Print Options
Connection | Display  Font Options |CDIDrOptiDns | Secure Yideo

x|
Font Name and Size Cancal |

—Form Delimiter Appearance
(" Hide all delimiters

(" Use Gregory style delimiters
(" Use[]style delimiters [ Hide unmatched delimiters

(& Use Triangular style delimiters (nat all fonts support this mode};

—Fontto Window Size Relationship
™ Manually setboth font size and window size.

(" Automatically optimize font size to match window size.

(" Automatically change window size to match font size change.

¥ | Apply Chanmes to Active Session Only

The following options are handled by selecting the Font Options tab on a Properties screen:

. Screen font
. Forms delimiter appearance
. Sizing preference

Every option on this page can be changed at any time, either at the default level or at the individual
connection level. The changes take effect immediately, even on active connections.
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2241 Font Name and Size

At the top of the page is the font bar. This shows how the currently selected font appears using the current
font color and background color selections.

To change the font selection, left-click on the font bar. This brings up the Font Dialog.

Eont; Fart style:
0 IReguIar
(0 Lucida Sans Typewriter Italic
T b5 Mincho Bold
T OcrB J Bald ltalic
Terminal
Tr Toxica
B Unisys CO-LIB |
—Sample
AaBbyyzz
Script:
IWeStern LI

Make your selections on this dialog and click OK to save them.
The selection in this dialog is limited to the fixed-pitch fonts available on your PC.

The default font is Lucida Console. This is one of the few TrueType® fixed-pitch fonts. T27 formed
screens require fixed-pitch fonts — i.e., fonts where all of the characters are the same width. However,
your best screen appearance comes when the font is scalable — i.e., you can adjust the font to any size you
want. Most fixed-pitch fonts are only available in a few pre-determined sizes. Lucida Console, on the other
hand, will scale to any size you want. If you have Windows 98 or later, Lucida Console should be in the list
presented in this dialog.

The font color is set on the Color Options page (below).

2.2.4.2 Form Delimiter Appearance

Form delimiters are the special characters that appear to the left and right of every unprotected field. You
have four options available for deciding how these characters appear.

224.2.1 Hide all delimiters

This setting is recommended for production users when you want the screens to have an uncluttered
appearance. The form delimiters are not shown. The data entry fields of a form are in a different color than
the rest of the screen, so they are still easily recognized.

2.24.2.2 Use Gregory style delimiters

This setting is recommended for developers who are composing forms on the screen. In this case you want
to see the delimiters.

The delimiter characters are taken from the character set of the font. If you are using the Lucida Console
font, the delimiters used:

introduces a left-justified, unprotected field;
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introduces a right-justified, unprotected field;
introduces a protected-transmittable field,;
terminates a field or ends a highlight.

You can also use this option if you just like seeing the delimiters on your forms. In that case, though, you
might also want to check the “Hide unmatched delimiters” box described below.
2.24.2.3 Use [] style delimiters

This setting is helpful if you want to print or copy the screen using characters that are entirely in the first
127 positions of the ASCII character set. The field delimiters in this case are:

[ introduces a left-justified, unprotected field;
A introduces a right-justified, unprotected field;
< introduces a protected-transmittable field;
1 terminates a field or ends a highlight.
22424 Use Triangular style delimiters (not all fonts support this mode)
This option provides delimiters that appear as the standard TD830 presentation of delimiters.

The reason not all font sets will support this feature is because some of the older fonts were
developed when only 8 bits were used for a character. This limits the possible number of unique
characters to 128. Modern fonts now use 16 bits per character, allowing a possible 65,536
characters. These newer fonts usually contain a number of graphic type characters including the
“triangular” characters once used by the TD830. If you are using a font that uses 8 bit characters,
these “triangular” characters will most likely not be supported by the font itself.
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22425 Hide unmatched delimiters

If you select “Use standard delimiters” or “Use [] style delimiters”, the “Hide unmatched delimiters”
option becomes available. Check this box to suppress delimiters when one appears without a match.

This option is useful if you want to see the delimiters and you are not composing forms on the screen. Its

chief purpose is to suppress the “end highlights” delimiter that appears when a feature such as “bright” or

“blinking” text is shown.

When you are using standard delimiters and showing all of the delimiters, a MARC HOME screen will look

like this:

Note the rectangular character following the headings, “Session”, “Jobs and Tasks”, and so forth. These

denote where the bright text ends.

ECIea‘Pah A-Series Terminal Tool (CAT.T) - [Cpimcp]
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i1

WElE W <> 4

T
m|== = =
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Start a WFL Job
Job Queues
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CONFIG System Config
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System Libr
File Management
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If you check the “Hide unmatched delimiters” box, the same screen will appear thusly:

I#8 ClearPath A-Series Terminal Tool (C.AT.T.) - [Cpimcp]
geFiIe Edit Preferences View Action Tools Diagnostice Window Help —|=] =]

XI%@ B ﬂzl A m|=[= 7

0E &ssa

Max Pages |4

MARC - MENU-ASSISTED RESOURCE CONTROL 11:59:02
Action: O
__________HOme PRev_GO PArent Ccomnd _____ Pr PCEY_for_He
Session Jobs and Tasks System Software
wWhat is MARC? InfoExec IPS Dumps
News, Date Time TOOLS Application Tools LOG Logging
Log Off UTIL System Utilities MEM Memory Management
Cande Window RUN Run a Task S Usercod
Change Window S start a WFL Job ‘ rinting System
Session Control 0 Job Queues System Control
Job Display
Hardware ( Job Control Data Comm
10 I/0 Devices
PROC Processor Files
OTHER Other D ces g Special Programs
CONFIG System Config s System Libraries
File Management
DataComm Control

Choice:

wWindow MAR at CP1MCP

Forms Page 1 Col 11 Line 21 Connected to cpImcp Recy

The extraneous highlight characters have been suppressed, so the screen has a cleaner appearance.

2.24.3 Font to Window Size Relationships

You can select how your font and window size are set: manually or interdependently. There are three
choices.

22431 Manually set both font size and window size

If you select this setting, the font size and the window size are independent of each other. You set the font
size through the “Font Name and Size” bar described previously. You set the window size by dragging the
borders of the program’s outermost window. You can also set the window size by selecting Window and
then Resize Window to Match Font Size on the main menu. This provides a quick and easy way of
optimally sizing the screen to just fit the text area.

When using this option, full scrolling is automatically enabled. If the font size is too large to display an
entire line, a scroll bar appears on the bottom of the screen and text is scrolled horizontally. If the font size
is too large to display an entire page, a vertical scroll bar appears, and text is scrolled vertically.

This setting is recommended for the greatest amount of flexibility in most situations. It is also the default
selection.

2.2.4.3.2 Automatically optimize font size to match window size

If you select this setting, the size of the font is automatically increased or decreased so that a complete line
and a complete page fit on the screen area without scrolling. For a wide page, such as 132 columns, this can
mean that you get a font with extremely tiny letters.

If the needed font size is not available, C.A.T.T. will choose the size that fits most closely. Scrolling will
still be used if an entire line or an entire page cannot fit in the window at the size chosen.
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When using this option, you cannot change the size of the font through the “Font Name and Size” bar. Any
selection you make will be overridden by the program when you go back to the session window. To set the
font size manually, you must use a different setting for this option.

Note. This option does not support Large Fonts. You must be configured to use Small Fonts in Windows.

2.2.4.3.3 Automatically change window size to match font size change

If you select this setting, the size of the window automatically increases or decreases when you change the
font size. You change the font size through the "Font Name and Size” bar. When you OK the change, the
program window is automatically enlarged or shrunk to optimally match the font size.

The automatic sizing only takes place immediately after you make a font selection or when you first open
the session. It does not happen when you manually resize the window. When you manually resize the
window, the screen image is centered on the new window (if the window is larger) or scroll bars appear (if
the window is made smaller).

2.2.5 The Color Options Page

Set Default Properties for User

User Default Properties

Cursor I Fecw Options I *mit Options | Cluick Print Options
Connection | Display | FontOptions ~ Color Options | Secure Video

Left-click over the item you wish to change. Then select
the type of change you want to make from the dialog or
menu that appears.

Normal Text/Background| Color
Bright Text/Background Color
Protected Transmittable Text/Bac

Unprotected Field Text/Backgroun

Cancel

x|
_ concel_|

[V Also Apply these Defaults immediately to Active Connections

The Color Options tab on the Properties screen allows you to change:

e The font and background colors for “normal” text
e The font and background colors for “bright” text
e The font and background colors for “protected transmittable” text

e The font and background colors for “unprotected” text There is no option for blinking text
because C.A.T.T. actually blinks blinking text. Color settings for secured video text are handled
on the Secure Video tab instead. You can change screen colors at any time, either at the default
level or at the individual connection level.

The changes take effect immediately, even on active connections!
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2.25.1 Normal Text/Background Color

The color bar labeled, “Normal Text/Background Color”, enables you to change the background color and
the font color of “normal” text. Normal text is text that is not highlighted in some way: it is not bright, in a
protected transmittable field, in an unprotected field, or in a secure video field. The “normal text” colors are
used for blinking text.

To change a color, left-click on the color bar. This brings up the following popup menu (shown on a partial
screen image):

m Set Backgr;:und Color

Bright Text/Balailiad
= lrake Blackaraumd Ealan e enaul s

Protected Tran Trake Tiext Ealarn e efatlE
lUse Desltop Colars for Background

Unpr‘utected Ei lze Desktu Tent Culnur Text

On the Default Properties screen, this menu shows four available options:
Set Background Color

Click this command to select the background color for normal text.

Set Text Color
Click this command to select the color of your font.

Use Desktop Colors for Background

If you would like C.A.T.T. to use the same background color as your other desktop applications, click this
command.

Use Desktop Text Color for Text

If you want C.A.T.T. to use the same text color as your other desktop applications,
click this command.

Normal Text/Background Color

| Bright TextRackaraund coloe |

K ] (]
Set Backaround Color

Protected THEERELS,

Take Backaraund Eolen fam Deraults
jake Tiext Eolon from Mefaults
Use Desktop Colors for Background
Use Deshtop Text Color for Text
v Use "Nomal” Color for Background
Use "Momal" Text Color for Text -

2.25.2 Bright Text/Background Color

The color bar labeled, “Bright Text/Background Color”, enables you to change the background color and
the font color of text that is highlighted by the “bright” escape code. To change a color, left-click on the
color bar. This brings up a popup menu similar to the one described above.
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Now, on the Default Properties screen, you have six selections available:

Set Background Color
Use this command to give bright text a different background color than normal text.

Set Text Color
Use this command to give bright text a different font color than normal text.

Use Desktop Colors for Background
If you would like C.A.T.T. to use the same background color for bright text as your other desktop appli-
cations, click this command.

Use Desktop Text Color for Text
If you want C.A.T.T. to use the same text color for bright text as your other desktop applications, click this
command.

Use "Normal" Color for Background

Check this command if you want bright and normal text to have the same background color. The color
would be set using the “Set Background Color” command from the “Normal Text/Background Color”
color bar.

Use "Normal" Text Color for Text
Check this command if you want bright and normal text to have the same font color. The color would be set
using the “Set Text Color” command from the “Normal Text/Background Color” color bar.

To simulate an actual T27, you want to use the “normal” color for the background color and select a font
color that is brighter than the normal font color. This is the default setting in the program.

2.25.3 Protected Transmittable Text/Background Color

The color bar labeled, “Protected Transmittable Text/Background Color”, enables you to change the
background color and the font color of text that is in a protected transmittable field. To change a color,
left-click on the color bar. This brings up the same popup menu as described for bright text.

Normal Text/Background Color

Bright Text/Background Color

Set Background Color
. Set Text Color
Unprotected Field
ake: Blaskarmmd Ealan o [efaubs

ake et Ealarn o efauls
|Use Desktop Colors for Background
Use Desktop Text Color for Text
v Use "Momal" Color for Background
v Use "Momal" Texdt Color for Text

[¥ flzo Apply these Defaults immediate

You have six choices available on the Default Properties screen.

Set Background Color
Use this command to give protected transmittable text a different background color than normal text.

Set Text Color
Use this command to give protected transmittable text a different font color than normal text.

Use Desktop Colors for Background
If you would like C.A.T.T. to use the same background color for protected transmittable text as your other
desktop applications, click this command.

Use Desktop Text Color for Text
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If you want C.A.T.T. to use the same text color for protected transmittable text as your other desktop
applications, click this command.

Use "Normal" Color for Background

Check this command if you want protected transmittable and normal text to have the same background
color. The color would be set using the “Set Background Color” command from the “Normal
Text/Background Color” color bar.

Use "Normal" Text Color for Text

Check this command if you want protected transmittable and normal text to have the same font color. The
color would be set using the “Set Text Color” command from the “Normal Text/Background Color” color
bar.

Best presentation results are achieved when you hide all delimiters and make the protected transmittable
text the same color as the normal text (both font and background). The ability to change the color of these
fields is useful when developing an application so you can see where the protected transmittable text is po-
sitioned on the screen.

2254 Unprotected Field Text/Background Color

The color bar labeled, “Unprotected Field Text/Background Color”, enables you to change the background
color and the font color of text in an unprotected field. This is a feature that is completely unique to
C.A.T.T. Itis the key component in making T27-style forms readable when hiding the field delimiters.

To select a color, left-click on the color bar. This brings up the same popup menu as described for bright
text.

Normal Text/Background Color

Bright Text/Background Color

Protected Transmittable Text/Ba

Unprotected Fiel Set Background Color

Set Text Color
[rate Blackaraumd Ealan o efEults
ake Tjest Ealon franm Mefaults
lUse Desktop Colors for Background
v ilzo fpply these Defaults immedi Use Desktop Text Colorfor Text
lUse "Momal" Color for Background
Lze "Momal" Text Color for Text

You have six choices available on the Default Properties screen.

Set Background Color
Use this command to give each unprotected field a different background color than the protected areas.

Set Text Color
Use this command to give each unprotected field a different font color than the protected areas.

Use Desktop Colors for Background
If you would like C.A.T.T. to use the same background color for the unprotected fields as your other
desktop applications, click this command.

Use Desktop Text Color for Text
If you want C.A.T.T. to use the same text color for the text of unprotected fields as your other desktop
applications, click this command.

Use "Normal" Color for Background
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Check this command if you want each unprotected field to have the same background color as the protected
areas. The color would be set using the “Set Background Color” command from the “Normal
Text/Background Color” color bar.

Use "Normal" Text Color for Text

Check this command if you want each unprotected field to use the same font color as the protected areas.
The color would be set using the “Set Text Color” command from the “Normal Text/Background Color”
color bar.

If you want the screen to look like a T27 terminal, check the “Use Normal...” options for both background
and text color. In this case, you must not hide the screen delimiters; otherwise, the unprotected fields will be
completely invisible to the user.

The default is to use a different color for both the background and the text of each unprotected field. The
default colors are white text on a turquoise background. This aids in making the forms easier to read and
enables you to hide the field delimiters.

2.255 Color Bar Menus at the Individual Connection Level

When you left click on a color bar in the Default Properties screen, you get the popup menu shown
above. When you left click on a color bar for an individual connection’s Properties screen, you get this
popup menu instead:

Set Properties for Configuration Cplmcp

Cplmep Properties

Curgor I Recy Options I it Dptions | Cick Print Dptions
Connection | Display | FontOptions ~ Color Options |Secure\ﬁdeo

Left-click over the item you wish to change. Then select
the type of change you want to make from the dialog or aieE
menu that appears.

Normal Text/Background Color
Bright Text/Background Color

Protected Transmitty

x|
_ coeel |

Set Background Color

- Set Text Color
unp rotected Field Ts v Take Background Color from Defaults

v Take Text Color from Cefaults
Use Desktop Colors for Background
Use Desktop Text Color for Text
v ze "Mormal” Color for Background
v Use "Normal" Text Color for Text

[T | Alsm Apply Changes ta Active Connecticn

The menu contains two more commands.

Take Background Color from Defaults
Check this option for an individual connection to inherit the specified background color from the one
assigned on the Default Properties screen.

Take Text Color from Defaults
Check this option for an individual connection to inherit the specified font color from the one assigned on
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the Default Properties screen.

These settings are assumed by default when a connection is newly defined. If all of your connections use
these two options, all will have the same color scheme. By selecting the other popup menu commands at
the individual connection level, you can assign different color schemes to different connection definitions.

2.2.6 The Secure Video Page

Set Default Properties for User

User Default Properties

Cursor | Recv Options I ¥mit Options | Cluick Print Options
Connection | Display | Font Options | Colar Options | :

v Use TDE30 standard for coloring secure video fields.
Cancel

x|
_ conal |

To change the secure video color, left-click over the box
belowr and select the type of change you want to make
from the/menu.

Check the box below to use the Secure Video Color in
unprotected fields only and leave other Secure Yideo
tields simply *hidden®.

[T Use the Secure Vides calor in Unprotected Fields anly.

[~ Suppress Reverse Yideo action in Secure Video fislds.

v Also Apply these Defaults immediatehy to Active Connections

The Secure Video tab enables you to specify how secure video fields are handled on the screen. This
page functions at two levels. If you are using the TD830 default for secure video fields, the page looks like
the above.

The option, “Use TD830 standard for coloring secure video fields” is checked. This disables most of the
remainder of the page. When TD830 standard coloring is chosen, secure video fields are displayed in
“reverse video”. Both the font color and the background color are set to the “normal” text font color,
resulting in an unreadable field.
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If you uncheck, “Use TD830 standard for coloring secure video fields”, you get this page:

Set Default Properties for User

User Default Properties

Cursar | Fecy Options | it Options | Ciuick Print Options |
Connection I Display | Faont Options | Color Options ~ Secure Video

[~ Use TDBAD standard for colating secure video fislds.

Cancel

x|
_ concel |

To change the secure video color, left-click over the box
below and select the type of change you want to make
from the menu.

Secure Video Color

Check the box below to use the Secure Video Color in
unprotected fields only and leave other Secure Video
fields simply "hidden™.

[~ Usethe Secure video color in Unpratected Fields anly.

[~ Suppress Reverse Video action in Secure Yideo fislds.

[v¥ AlsoApply these Defaults immediately to Active Connections

Now you can choose a unique color for secure video fields. You can further tweak the appearance of a
secure video field through two additional checkbox options.
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2.26.1 Secure Video Color

The color bar labeled, “Secure Video Color”, enables you to change the color of each secure video field on
a screen. To change a color, left-click on the color bar. This brings up the following popup menu:

Set Default Properties for User

User Default Properties

Cursor | Recv Options | Xmit Options | Quick Print Options |
Connectian | Display | Fant Optians | Color Options ~ Secure Video

[~ Use TDB30 standard for coloring secure video fields.
Cancel

To change the secure video color, left-click over the box
below and select the type of change you want to make
from the menu.

Secure Vide 0| Set Background Color

Check the box belowt  Sef Text Color

unprotected fields onh  Take Background Color from Defaus

fields simply “hidden".  Take Text Color from Defauls

Use Desktop Colors for Background

Use Desktop Text Color for Text

[ Suppress Reverse Vide  Use "Mormal" Color for Background
Use "Wormal" Text Color for Text

[ Use the Secure Video c

v Alsa Apply these Defaults immediately to Active Connections

The color you select for the background color becomes the color of the secure video field. If you choose a
text color, it only appears in the color bar. The text color is not used in an actual secure video field.

Each command has the following effect:

Set Background Color
Use this command to set the main color of each secure video field.

Set Text Color
Use this command to set the color of the text in the Secure Video color bar on this screen. It has no effect
upon the actual secure video fields of a user screen.

Use Desktop Colors for Background
Use this command to set the secure video fields of the screen to match your desktop’s background color.

Use Desktop Text Color for Text

Use this command to set the color of the text in the Secure Video color bar on this screen. The text will
match the text color of your desktop. This selection has no effect upon the actual secure video fields of a
user screen.

Use "Normal" Color for Background

Use this command to completely hide all secure video fields. If delimiters are hidden, the secure video
fields will be completely invisible. Users can still find them by tabbing into them, but they cannot see them
on the screen.  Use of this setting is not recommended unless the field delimiters are visible.
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Use "Normal"” Text Color for Text
Use this command if you want the color of the text in the Secure Video color bar to match the default font
color. It has no effect upon the actual secure video fields.

Like the other color bars, if you select the Secure Video tab on an individual connection’s
Properties screen, you get to additional menu selections:

Take Background Color from Defaults
Check this option for an individual connection to inherit the specified secure video color from the
one assigned on the Default Properties screen.

Take Text Color from Defaults
Check this option for an individual connection to inherit the specified text color for the Secure
Video color bar from the one assigned on the Default Properties screen.

These settings are assumed by default when a connection is newly defined.

2.2.6.2 Use the Secure Video color in Unprotected Fields only
This option is part of the “forms beautification” package.

Check this box to limit the visibility of secure video fields to “unprotected secure video” fields only. This
means that the user will be able to see secure video fields that he is supposed to enter data into. But he does
not see secure video fields that are in protected areas. The user also does not see the extra characters that
occurs from the delimiters of a secured, unprotected field.

Uncheck this box to see all secure video fields: those in protected areas as well as those in unprotected ar-
eas. The user still cannot read the text in those fields (unless he takes the screen out of forms mode and de-
letes the secure video escape character), but he will know where the fields are.

Checking this option is highly recommended, especially if you are also hiding the delimiters.

2.2.6.3 Suppress Reverse Video action in Secure Video fields
This option is also part of the “forms beautification” package.

If you have any forms where a user tried to hide a protected-transmittable secure video field using a reverse
video escape character, this option will clean up that screen’s appearance. Default T27 action causes a
single space in reverse video to appear where the reverse video escape character sits. If that precedes a
secure video field, you end up with a single, garbage space preceding your secure video field. Checking
this option will eliminate that garbage space.

It is recommend that this option always be checked. It won’t hurt anything, and it makes the screens easier
to read.
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2.2.7 The Cursor Page

Set Default Properties for User

User Default Properties

Connection | Display | Fant Options | Color Options | Secure Yideo

x|
_concsl|

Cursor | Recv Options | Xmit Options | Quick Print Options
Ty ] Style of Cursor———————————
(= (~ Undetline Cancel
(" Blinking Cursor (8 Block Cursor

The blinking speed is set on the Display Options tab. Enter your
desired speed into the field, "Blink Rate for blinking text".

Relative Calar of the Cursor
& Opposite of Background (" Toggle all colars 76%
(" Togaolebluesand greens  ( Togole all colars 50%
(" Togale blues and reds (" Always Gray
The color ofthe cursor is always determined by Windows and

based upon the background color of the field the cursor is in.
Use the abowve options to selectthe most pleasing setting.

v Also Apply these Defaults immediately to Active Connections

The Cursor page enables you to define the type and color of the screen cursor.

2.2.7.1 Type of Cursor
Choose either a solid or blinking cursor. Solid is the default and the easiest to see.

If you choose blinking, you can set the blink rate on the Display Options page in the field labeled, “Blink
Rate for blinking text”.

2.2.7.2 Style of Cursor

Choose either an underline or a block cursor. Block is the default.

2.2.7.3 Relative Color of the Cursor

The cursor requires rather unique handling. You can’t simply assign it a color because it becomes invisible
if its color matches the background color. You can’t assign it the oppaosite color, because selections are
highlighted using the opposite colors.” The color of the cursor is completely dependent upon the underlying
colors of the screen area it is over: both the background color and the font color. To make the cursor visible
all of the time, C.A.T.T. allows you to select which portions of the colors are toggled in order to define a
“cursor color”. You may need to experiment with different combinations to obtain the result that works
best for you.

The color selections can be any of the following:

Opposite of Background
This is useful on all backgrounds but does not always give a bright cursor. This is the default for C.A.T.T.

Toggle blues and greens
This is useful for backgrounds that do not have an RGB mix of 128 blue, 128 green, and 0 red (a mild
blue-green).
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Toggle blues and reds
This is useful for backgrounds that do not have an RGB mix of 128 red, 0 green, and 128 blue (a mild
violet).

Toggle all colors 75%
This seems to give a brighter color difference on most backgrounds.

Toggle all colors 50%
This gives a slightly dimmer color difference on most backgrounds.

Always Gray
This hides any text that is under the cursor.

2.2.8 The Recv Options Page

The Receive Options page provides a set of options that control how C.A.T.T. behaves when data is
received from the host.

Set Default Properties for User

User Default Properties

Connection | Display | Font Options | Color Options | Secure Video
Cursar Fecy Optians Xmit Optians | CQuick Print Options

[~ Receiving a form feed exits forms and clears the entire screen
(If this box is not checked, receiving a farm feed only clears the
unprotected fields)

Cancel

x|
__corcel|

[V Always stay in Receive Mode after receiving a screen.

[¥ Respond to "Fast Select” escape sequences.

[v Also Apply these Defaults immediately to Active Connections

2.2.8.1 Receiving a form feed exits forms and clears the entire screen

Check this box if a form feed character (hex 0c) is supposed to cancel forms mode and then clear the
screen, erasing the entire form.

Uncheck this box if a form feed character is only supposed to clear the unprotected areas of a form if re-
ceived while in forms mode.

The box is not checked by default, which is the most common usage.

2.2.8.2 Always stay in Receive Mode after receiving a screen

Check this box if C.A.T.T. is to stay in receive mode after receiving a data transmission. Uncheck this box
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if C.A.-T.T. is to go into local mode after receiving a data transmission. This box is checked by default.
CANDE and several other Unisys utilities require that this option be checked.

2.2.8.3 Respond to “Fast Select” escape sequences

Check this box if C.A.T.T. is to take the screen out of local mode and immediately display a message when
that message is received with a “fast select” prefix.

Uncheck this box to prevent that behavior.
The “fast select” escape sequence is either:’
<cr> [<esc>K] [<dcl>] [<etx>]
or:
{multiple <cr>} {multiple <esc>S} <dc4> <esc>K [<dcl>] [<etx>]

This option is checked by default. However, it incurs extra overhead since each incoming message must be
checked for these escape sequences. It is recommend that you uncheck it unless you are using it.

2.2.9 The Xmit Options Page

The Xmit Options page determines how C.A.T.T. handles data transmissions to the MCP host.

Set Default Properties for User

User Default Properties

Connection | Display | Font Options I Color Options | Secure Video
Cursar | Fecv Options Xmit Options | Cuick Print Options

x|
__concel|

|7 iFull Screen Transmitwhen in Forms Mode Camesl

[ Enahle "Maohile Home" Suppaort.

[ Interpret square brackets as field delimiters.

Transmit Buffer Size

@ Use default bufter size for transmits (recommended for most POs).

(™ Force transmit buffer size to {in bytes):

[v Also Apply these Defaults immediately to Active Connections

2.29.1 Full Screen Transmit when in Forms Mode
This option determines what data is sent to the host when the {transmit} key is pressed.

If checked, the contents of all unprotected and protected transmittable fields are sent when {transmit} is
pressed. The location of the cursor is immaterial.

If unchecked, the contents of the unprotected and protected transmittable fields that appear between Home
and the location of the cursor are sent; data after the cursor is not sent. If the cursor is in the first data
position of the screen, the contents of all unprotected and protected transmittable fields are sent.
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Note. The “first data position” is the first unprotected or protected transmittable position on the screen. If
that is in a protected transmittable field, the user cannot put the cursor in the first data position.

2.2.9.2 Enable "Mobile Home" Support

Mobile home moves the Home position on the screen. When this feature is enabled, all you have to do to
move the Home position is press {ctrl} and then {home} on the keyboard. It is extremely easy to do
accidentally. Once done, most emulators provide no clue that this has happened.

When you transmit data, it starts at the new Home position, so your results are unexpected. When this
happens, most users conclude that the program is broken, exit the program, and rerun it.’

If you do this in C.A.T.T., the display area between physical Home and the new logical Home position is
painted using the desktop’s “inactive area” colors. This provides a visual indication that the Home position
has moved.

The following screen illustrates:

5B ClearPath A-Series Terminal Tool (CAT.T.) - [Cpimcp]
Egﬁ\e Edit Preferences View Action Tools Diagnostics Window Help - 55[

e elelslal =lEE] [« <> il nw =|r|w

Max Pages |4 = Line Width (80 = | LinesiPage |24 = F|P

00001000BEGIN

00002000

00003000TASK ARRAY TsK[0:4
00003200

00004000

00005000EBCDIC ARRAY NAME[0:997;
00006000

00007 000INTEGER COUNT;

00008000

00009000BOOLEAN FINISHED;

00010000

00011000 PROCEDURE MY_TASK (MY_EVENT);
00011500 EVENT MY_EVENT;

00012000 BEGIN

00013000 BOOLEAN DONE;

00014000

00015000 WHILE NOT DONE DO

00016000 BEGIN

00017000 WHEN(5);

00018000 IF HAPPENED(MY_EVENT) THEN
00019000 DONE := TRUE;

00020000 END;

window CANDE/1 at CPIMCP

MNorm Fage 1 Col 33 Line & Connected to cplmep Local

This is what happens if you press {ctrl} and then {home} when the cursor is at column 33 of line 8. The
start-of-transmission point is moved to that location.

If you have accidentally moved the Home position, use this procedure to restore home to line 1, column 1:

1. Use the arrow keys to move the cursor to line 1, column 1.

2. Press{ctrl} and then {home}. The inactive color will disappear, indicating that the screen is back to
normal.

Check the “Enable "Mobile Home" Support” box to enable this feature. Uncheck it to disable this feature.
This feature is only implemented because some applications require it. Do not enable it unless you must.

2.29.3 Interpret square brackets as field delimiters

Check this option if you want the character “[” to denote the start of an unprotected field, and the character
“1” to denote the end of an unprotected field. When these characters are received in the input data stream,
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they are translated to the left and right delimiter characters.

Uncheck this option to treat square brackets as regular data characters. This is the default.

2.29.4 Transmit Buffer Size

The buffer size determines the number of characters that can be sent or received between the MCP host and
your PC inasingle /O operation. This is one layer above the packet size used by the TCP/IP protocol itself.
It is the number of characters Windows will transfer, without loss of data, in a single logical data packet.

Windows has a fixed maximum buffer size for Winsock connections of 8192 bytes. If you exceed this num-
ber in a single 1/0 operation, data is lost. Therefore, C.A.T.T. also uses a maximum setting of 8192 bytes
per 1/O by default. Selecting the option:

Use default buffer size for transmits

selects this optimal buffer size. This option should be selected unless you have reason to
choose a smaller number. You cannot choose a larger number.

When C.A.T.T. starts running, it queries Windows for the true buffer size being used. If the number is
smaller than 8192, that number is automatically used instead. Thus, selecting the “Use default buffer
size...” option will give you optimum results in most situations.

The size of the buffer can be forced smaller than 8192. This may be required if you are running on a VPN
client over an AT&T cable connection. These connections do not correctly report to the program their true
buffer size. But if an outgoing 1/0 exceeds their buffer size, they terminate the connection! To get around
this problem, select the option:

Force transmit buffer size to...

and enter the desired byte count value into the field which follows. This may be any value from 500
through 8192.

To determine the optimal value, create a message trace (from Diagnhostics | Message Trace) and start
editing a file in CANDE page mode. Save the trace, and then look for length information under the header
“RAW INPUT”. If CANDE is sending output to you in blocks smaller than 1456 bytes, you may want to
reduce your transmit buffer size to the same number. On an AT&T cable connection, the number seems to
be 1350 bytes.

Also note that if your MCP system is running with the option USERFCMTU set, your software is limited to
536 bytes per 1/0. You should reset this option and take the measurement again. Normal TCP/IP segment
size through a Cisco router will generate 1456-byte data blocks from CANDE. Normal operations under
Windows want an 8192 transmit buffer size. Message Trace will tell you what buffer size is being used if it
is on before you connect to the host.

Changes to the Transmit Buffer Size option take effect at connection open time. If you change the value
on an open connection, it will not change the setting until you close and then open the connection.
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2.2.10 The Quick Print Options Page

There are two methods of capturing “screen prints” in C.A.T.T.:

. The normal screen print command.
. The “quick print” command.
. The “print to cursor” command

The difference between the first two is purely in the prompts. A “normal print” takes you through the Print
dialog and a Font dialog so you can select how you want the output to appear. A “quick print” uses settings
you have saved through the Quick Print Options page. Quick print does not post any dialogs. Print to
cursor is an option to print up to the cursor.

A normal print is initiated through the main menu commands File and then Print Screen.... It is also
started by clicking once on the Print Screen button on the Speed Bar of the main screen.

Print Screen button.

e slelsgl =ele [« <> f nle =em

A quick print is initiated through the main menu commands File and then Quick Print Screen. Itis also
started by clicking once on the Quick Print button (a camera) on the Speed Bar.

7/ Quick Print button.

1 I o S v

The Quick Print Options page of the Properties screen appears thusly:

Set Default Properties for User

User Default Properties

Connection | Display | Font Options | Color Options | Secure Yideo |
Cursor | Recw Options | it Options Cluick Frint Options

Use this page to select options for the Quick Print feature.

Cancel

x|
_ concal_|

“Where to Print
8 Qwick Printto Printer — Page Setup Controls Options:

(" Quick Printto Disk — Options are set Below

Sawve in qurint.txt

Browse... |

® | Automatically append new data to the existing file.

Whatto doifthe disk file already exists.

| Automatically erase the existing file and replace it

| Givean ertar ifthere is an existing file:

v Also Apply these Defaults immediately to Active Connections

The default is Quick Print to Printer. When this is selected, the other fields are disabled. The picture
shows Quick Print to Disk selected so the other fields can be seen.
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2.2.10.1 Where to Print

Use the radio button to select your preference. Choose “Quick Print to Printer” if you want “quick print”
outputs to go directly to a printer attached to your PC. You must have previously selected the printer and its
properties through the Printer Setup command in the File menu or through the Printer Setup button on
the Speed Bar.

/7 Printer Setup button.

8] wlwl=o] w0 <] ww = mm

You may also pre-select page layout instructions and a different font for your printed outputs. You can do
this either through the Printer Page Setup command in the Preferences (or File) menu or through the
Printer Page Setup button on the Speed Bar.

Printer Page Setup butfon.

08| slelslal Holm [~ <> i n

-

These settings control how the output appears when printed through the Quick Print speed button.

Choose “Quick Print to Disk” if you want the text on the screen to be saved in a disk file on your PC. When
you choose “Quick Print to Disk”, two other options become available, which are described below.

2.2.10.2 Savein

If you are using “Quick Print to Disk”, enter the name you want assigned to the disk file when the screen
text is captured. The default name is gprint.txt under the User’'s Working Directory that you defined
previously on the File Locations screen. If you are not sure which directory will be used, click the
Browse... button underneath the field.

2.2.10.3 What to do if the disk file already exists

This option exists because the specification for Quick Print was that the user never be prompted. There-
fore, all decisions have to be made ahead of time through option settings.

Use this option to specify the action to take if C.A.T.T. attempts to save a screen capture and a file with the
same name already exists. The choices are self-explanatory:

e Automatically append new data to the existing file.
e Automatically erase the existing file and replace it.
e Give an error if there is an existing file.

The third option generates the following message if you attempt to overwrite an existing file:

You must delete the file yourself through another program (such as Windows Explorer) before making
another screen capture.

File Hame in Use %]

The file gprint.t=t already exists.
Az per wour Quick Print options, the existing file cannot be deleted.
‘r'ou must delete the existing file through anather neans before you can save new data to disk via Quick Frint.
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2.3 Program Level Options

Options that apply to the entire program are set through various commands on the main menu. These
commands are described in this section. Note that only menu commands relating to program options are
presented here. A general description of the menu commands is given in the “Using C.A.T.T.” chapter.

Program level options can be found in the File, Edit, and Preferences commands.

The remaining options are on the menu where you would expect to find program options: the
Preferences menu.

2.3.1 Options in the Eile Menu

I8 ClearPath A-Series Terminal Tool (CAT.T) - [Cpimcp]

File Edt Preferences View Action Tools Diagnostics Window Help -8 x|

Open 2 Session... Cir+0 I o | E" | I- = |

_—[ Conrfiguration List... % ( | M o | F | Fl
Mz Becannest o Ceimes | LiﬂesfF‘age|24 _IZ F | P

Disconnect from Cplmep
Close Cplmcp Session

Save Continuously..
Stam Eartinumts Save

Save Preferences

Print Screen..

Quick Print Screen
Print to Cursar
Printer Page Setup...
Printer Setup..

Ext Program

Window CANDE/1 at CPIMCP

Morm Page 1 Col 1 Line 1 Connected to cpimep Local

The two options on the File menu are

e Printer Page Setup
e  Printer Setup
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2.3.1.1 Printer Page Setup
Page Setup Dialog

Printed Page Setup Options

These settings apply to outputs generated through
the "Frint Screen’’, "Print Ta Curzar” and "Gluick Print'' commands.

Units: inches [in] Change Fant |
Left Margire 1727 5 Top Margine 1217 = Change Prirter |

=l =l
Right Margin: 1225 =7 Bottom Margin: |017 5

=
Set to Defaults |
tax Characters tax Lines

per line: l peEr page: B4

To use the printer's default margin values, set each margin value to zero. As you do this, the
display will automatically change to your selected printers default margin values.

s Cancel

The Printer Page Setup menu item brings up the form used to define the logical page layout of pages
printed by C.A.T.T. Page printing is limited to screen captures invoked through the Print Screen... and
Quick Print Screen commands found on this same menu.

Units The Units selection lets you specify whether the margin measurements are in inches or
centimeters. The default is inches.

Left and Right Margins These two settings determine the left and right margins on the printed page.
Each value represents the distance from the edge of the paper. If the printer has an “unprintable” region,
and your margin is smaller than the size of this region, text will be lost in the output.

If you enter zero (0) for a margin value, C.A.T.T. automatically substitutes the minimum margin required
as determined by the “unprintable” region. In the example above, if the selected printer is an HP LaserJet
IV, entering zero in either the left or right margin fields automatically sets the margin to ¥ inch.

The left and right margin values, in combination with the currently selected printer font, the currently se-
lected printer, and the orientation of the paper (portrait or landscape) determine the maximum number of
characters that can be printed on an output line. This value is reported on the screen beneath your margin
values. In the example above, the current settings permit a maximum of 80 characters per line of print. If
more than 80 characters per line are written, the excess on the right-hand end will be discarded.

Top and Bottom Margins These two settings determine the top and bottom margins on the printed
page. Each value represents the distance from the edge of the paper. If the printer has an “unprintable”
region, and your margin is smaller than the size of this region, text will be lost in the output.

If you enter zero (0) for a margin value, C.A.T.T. automatically substitutes the minimum margin required
as determined by the “unprintable” region. In the example above, if the selected printer is an HP LaserJet
IV, entering zero in either the top or bottom margin fields automatically sets the margin to % inch.

The top and bottom margin values, in combination with the currently selected printer font, the currently
selected printer, and the orientation of the paper (portrait or landscape) determine the maximum number of
lines that can be printed on an output page. This value is reported on the screen beneath your margin values.
In the example above, the current settings permit a maximum of 63 lines per printed page. After 63 lines,
the page will be ejected and the remainder of the screen will continue on the next sheet of paper.
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Change Font Click this button to view or select the font you want to use for printing. This brings up a
font dialog showing the fonts available on the selected printer.

Change Printer Click this button to view or select the printer where you want the screen prints to go.
You can also choose the page orientation (portrait or landscape) on this dialog.

The default selection is the “default printer” you have chosen for your workstation under the Windows
Start menu. C.A.T.T. resets to this default printer each time you exit and rerun the program.

Set to Defaults Click this button to set your margins all to zero. C.A.T.T. will then automatically
update the screen to the margins required by the printer to avoid the “unprintable” regions. (This
information is obtained through Windows system calls.) Clicking this button also sets the default printer
font to 12-point Courier.

OK or Cancel Click OK to permanently save your margin and font selections. If you click Cancel,
none of the changes you’ve made on this instance of the Printer Page Setup screen will be saved.

Note. The margin and font selections are saved in your user configuration file for future use.

In keeping with Windows standards, your printer selection is not permanently stored. It automatically re-
verts to your Windows default printer when you exit and rerun C.A.T.T.

An administrator can set defaults for this screen in the Master Configuration file. However, any changes
made by the local user override those defaults.

The standard Print Screen... command routes you through first the Printer Setup screen and then this
Printer Page Setup screen before beginning the actual screen print. Changes you make on these screens
are retained and apply to future Quick Print screen prints.

2.3.1.2 Printer Setup
Print Setup ki B3
— Printer
Mame Properties... |
Status: Ready

Type: HP Lazerlet 4
Where:  locd.mgsinc.com
Comment:

— Paper Orientation

Size: I Letter j % Partrait

Source: I;’-‘-J.rtumaticalhr Select | " Landscape

Metwark... | QK I Cancel

The Printer Setup command loads the standard Windows Printer Setup Dialog for configuring a
printer. Select the printer you want to use and its properties using this screen.

Settings made on this screen are automatically applied to Quick Print requests. However, the changes
only apply during the run of the C.A.T.T. program. If you shut the program down and restart it, the changes
are not saved. (This behavior is consistent with other Windows applications.)
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To permanently assign a printer and set of options, you must select a default printer through the Printers
command in Windows and choose the options you want there.

The standard Print Screen... command routes you to this screen first, and then to the Printer Page
Setup screen, before printing the screen. To make temporary changes to the destination of your screen
prints, use the Print Screen... command instead of Quick Print. Use Quick Print when printing to your
default printer.

The Change Printer button on the Printer Page Setup screen, described previously, also brings up
this same screen for selecting your printer and page orientation.

2.3.2 Options in the Edit Menu

gaea'Pdh A-Series Terminal Tool (CAT.T.) - [Cpimcp]
EeFiIe Edit Preferences View Action Tools Diagnostics Window Help
Undo Clear

(S0t

(Eopy
Copwllrpratected Dt
Faste as Tet
Fastellmdented
Eagtelndented /N e s e
[elete Selectnn

Copy as Text
v Copy with Codes

Keep Trailing Blanks
v Strip Trailing Blanks

window CANDE/1 at CPIMCP

Nom Page 1 Col 1 Line 1 Connected to cp Imcp Local

As the diagram above shows, the Edit menu contains an item called Copy Options..., found at the bot-
tom of the list. Positioning the mouse over this item brings up a submenu containing four options. These
options determine how text is copied to the Windows clipboard when you perform a Cut or Copy opera-
tion.

2.3.2.1 Copy as Text / Copy with Codes

Choose one of these options to determine how text is formatted when copied to the clipboard. To choose an
option, left-click on it once. The option will be immediately selected, and the menu will disappear.

A check mark appears to the left of the option that is currently selected.

If you check Copy as Text, the data copied is that which is visible on the screen. Form field delimiters,
even if visible, are not copied. However, if you have selected the option, “Use [] style delimiters” in the
Font Options tab of the Properties screen, the square brackets will be copied as well. This option is
useful if you are copying data from C.A.T.T. screens for pasting into other documents where the field
delimiters do not copy correctly.
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If you check Copy with Codes, all of the escape codes present on the screen image are copied along with
the screen text. In this case, if you have a formed screen displayed, you can make an identical copy of it us-
ing these steps:

Take the screen out of forms mode.

On the main menu, choose Edit and then Select All.

Choose Edit and then Copy.

Switch to a different screen page and position the cursor in the Home position.
Choose Edit and then Paste.

6. If desired, put the copy into forms mode.

o~ w0 DN PRE

This will copy the screen to a new page, preserving all of the escape codes. When you put the page into
forms mode, you will see the original fields.

2.3.2.2 Keep Trailing Blanks / Skip Trailing Blanks

These options determine whether text lines copied to the clipboard include trailing blanks. To choose an
option, left-click on it once. The option will be immediately selected, and the menu will disappear.

A check mark appears to the left of the option that is currently selected.

If you choose Keep Trailing Blanks, all blanks in each selected line are retained in the copy. The line de-
limiter (carriage return/line feed pair) is inserted after the last character (blank or non-blank) on each line of
the screen.

If you choose Strip Trailing Blanks, blanks on the righthand end of each line are removed, and a line de-
limiter (carriage return/line feed pair) is inserted immediately after the last non-blank character of each
line.

Strip Trailing Blanks is very useful when copying text from a C.A.T.T. screen to another application,
such as Notepad or Word. Each line is cleanly terminated without the unnecessary extra blank characters.
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2.3.3 Options in the Preferences Menu

Edaa'l’ah A-Series Terminal Tool (C.AT.T.) - [Cpimcp]
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Configure Tab Stops
Soft Key Programming..
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wWindow CANDE/1 at CPIMCP
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Most of the options provided by C.A.T.T. are accessible through the Preferences menu. The current list
is shown in the picture above.

2.3.3.1 Change Connection Properties

Click this menu item to bring up the Properties screen for the connection currently displayed. To save
them, you must use File and then Save Preferences or when exiting the C.A.T.T. session or program,
you will be prompted to save them if desired.

2.3.3.2 Change Connection Font
Click this menu item to go directly to the Font Dialog for the connection currently displayed.

2.3.3.3 Change Default Properties
Click this menu item to bring up the Default Properties screen.

2.3.34 Printer Page Setup

Click this menu item to bring up the Printer Page Setup screen described previously. This selection is
used for both Print Screen... and Quick Print screen printing.

2.3.35 File Locations

Click this menu item to bring up the File Locations screen. The elements of this screen are described in
the “Installing and Configuring C.A.T.T.” chapter. This screen is not available if your site has secured it.
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2.3.3.6 Configure Tab Stops

Click this menu item to configure your tab stop. This brings up the following screen:

Set Tab Stops B3

|'Aclive Tahb Stop Type———

Fized T ab Stops
" Fixed Tab Stops P Ok, |

I =
8 = | characters per tab.

Cancel

Mew Tab Stop Wariable Tab Stops

= 1
= | h
Delete Tab Stop |
Clear Tabs |

In the box labeled Active Tab Stop Type, select the radio button that corresponds to the type of tab stops
desired.

For fixed tab stops, select “Fixed Tab Stops”. Then insert the length of each tab stop in the Fixed Tab
Stops edit box. The default is 8. The first fixed tab stop is always column 1. 8-column spacing puts the tab
stops in columns 1, 9, 17, 25, 33, and so forth. These are good settings for ALGOL style CANDE files.

For variable tab stops, select “variable Tab Stops™ as your active tab stop type. Then enter your tab stop
locations in the New Tab Stop edit box (below the Active Tab Stop Type box).

As you type a tab stop number, the Add Tab Stop button will be enabled. Click it to add the tab stop
specified in the New Tab Stop edit box. You can define up to 100 tab stops. Column numbers must be in
the range 1 through 255, inclusive. The leftmost column on the screen is column 1.

To delete a tab stop, select it in the Variable Tab Stops list. Then click the Delete Tab Stop button.
To clear all of the tab stops, click the Clear Tabs button.

There are no defaults for Variable Tab Stops. Only the numbers shown in the Variable Tab Stops list
are used as tab stops. If you want a tab stop in column 1, you must include a 1 in the list.

2.3.3.7 Soft Key Programming

Click this menu item to configure your keyboard programming. Details for doing this are described in the
“Soft Key Programming” chapter.

2.3.3.8 Confirm Exit
The Confirm EXxit option determines if you are prompted for confirmation when terminating the program.

Confirm Exit

.
'\?“) Do you want ta close all of your seszions and =«it the program?
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Click this menu item to toggle its value. If the option is checked (as shown in the picture), it is enabled. This
means that you will receive this prompt if you have any open connections when exiting the program:

This helps you avoid accidentally shutting down the program by clicking the wrong key.

If the option is not checked, it is disabled. If you quit the program, it immediately terminates. Any opened
connections are immediately closed. The option is enabled by default.

Regardless of the setting, the program will quit without a prompt if it is running when you shut down
Windows.

tifi ClearPath A-Series Teminal Tool (CAT.T)

File Edit Preferences View Action Tools Diagnostics Window | Help

£lei=la] =lEE] =
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ljel=+

[Elean Helg FileSelestion

2.4 Defining Customized Help

To use this feature, first someone must create your customized help file and save it with the extension .hlp.
Store the file in any convenient directory.

Before using the help file for the first time, you must select it. Do this through the menu selection Help and
then Select Help File.... This presents a standard file open dialog through which you can locate and open
your customized help file.

Once the file is selected, the other menu items will be active. Select Contents to access the file by table of
contents, or select Index to access it by the index file. If neither of these is available, the first page of the
help file is displayed instead.

You can change the help file selection at any time by using Help | Select Help File... again. To clear the
help file selection completely, select Help and then Clear Help File Selection.

Your help file selection is permanently saved in your configuration file and automatically reloaded each
time you run the emulator. If you only have one file, you can load it once and it will always be available on
future runs.
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2.4.1 Open Reference Manual
The option “Open Reference Manual” opens this manual in Acrobat.

2.4.2 SecureCATT Manual

The option “SecureCATT Manual” opens the SecureCATT reference manual.
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3. Using CAT.T.

Relative to version 2.1G and later of C.A.T.T.
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3.1 The Default Keyboard Layout

3.1.1 Keyboard Action Keys

The default keyboard layout is as follows:

Keystroke Function

Tab If in forms mode, tab forward to the next field. If not in forms mode, tab forward to the next tab
stop, as defined in Preferences | Configure Tab Stops.

Shift+Tab If in forms mode, tab to the start of the previous field. If not in forms mode, tab back to the
start of the previous tab stop.

Insert Toggles insert character by line mode. Characters inserted push text to the right on the
current line, but data does not wrap from one line to the next.

Shift+Insert Inserts a blank line, moving all lines below it down one line. The last line on the screen is
discarded.

Ctrl+Insert Toggles insert character by page mode. Characters inserted push text to the right all the way
down the page. A character moved to the right of the last column moves to column 1 of the
line below it. The bottom right character on the page is discarded.

Delete Deletes a single character on the line. The remainder of the text on that line moves one
space to the left.

Shift+Delete Deletes a line from the screen. Lines below the target line move up one position. The bottom
line on the screen is set to a blank line.

Ctrl+Delete Deletes a single character “by page”. All of the text on the screen to the right of or below the
target character moves one position to the left. Data shifted left of column 1 moves to the last
column of the line above it.

Home If in forms mode, moves the cursor to the first edit field on the screen. If not in forms mode,
moves the cursor to the logical Home position. Normally, this is column 1 of line 1 on the
screen. If mobile home has been activated, this may be a different position.

Shift+Home If in forms mode, clears the data in all of the unprotected areas and moves the cursor to the
first unprotected position on the screen. If not in forms mode, clears the screen and moves
the cursor to the logical Home position.

Ctrl+Home If the mobile home option is enabled, moves the logical Home position to the current location
of the cursor.

End If in forms mode, moves the cursor to the end of the text in the field the cursor is currently
positioned in. If the last position in that field is not blank, moves the cursor to the rightmost
position in the field. If not in forms mode, moves the cursor to the space following the last text
character on the current line. If the last character is not a blank, moves the cursor to the last
position on the line.

Shift+End If in forms mode, erases all of the data in the current field from the cursor’s position to the end
of that field. The remainder of the screen is untouched. If not in forms mode, erases the
screen from the cursor’s position to the end of the line.

Ctrl+End If in forms mode, erases all of the data in all unprotected fields from the cursor’s position to
the end of the screen. If not in forms mode, erases all text from the cursor’s position to the
end of the screen.

Page Up Changes the display back one page (e.g., from page 2 to page 1).

Shift+Page Up Changes the display to the previous active connection environment.

Ctrl+Page Up Same as Page Up.

Page Down Changes the display forward one page (e.g., from page 1 to page 2).
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Keystroke

Function

Shift+Page Down

Changes the display to the next active connection environment.

Ctrl+Page Down

Same as Page Down.

Arrow keys Standard function.
Shift+Arrow Key Initiate or continue a selection in the direction of the arrow key.
Ctrl+Left Arrow If using standard Windows behavior, moves the cursor to the start of the word preceding the

cursor’s current location. If using standard T27 behavior, same action as Page Up. (See note
at the end of this table regarding “arrow key behavior”.)

Ctrl+Right Arrow

If using standard Windows behavior, moves the cursor to the start of the next word following
the cursor’s current location. If using standard T27 behavior, same action as Page Down.

Ctrl+Up Arrow

If using standard Windows behavior, moves the cursor up one line. If using standard T27
behavior, scrolls the screen up one line. The top line of data is lost, and the bottom line is
cleared to blanks.

Ctrl+Down Arrow

If using standard Windows behavior, moves the cursor down one line. If using standard T27
behavior, scrolls the screen down one line. The bottom line of data is lost, and the top line is
cleared to blanks.

Num Pad “+”

Transmits the page. If in forms mode, the transmission may be the transmittable fields from
home to cursor or for the entire page. The choice is controlled through the Xmit Options
settings on the Properties screen. If not in forms mode, sends all of the data from the logical
Home position to the cursor. If the cursor is in the logical Home position, all of the text on the
screen following the logical Home position is sent.

Ctrl+ Num Pad
wyn

Transmits a line of text. Transmits from the left margin to the cursor position. If the cursor is in
the first column of the line, the entire line is sent. This keystroke is not supported in forms
mode.

Num Pad “-“

Puts the screen into receive mode.

Num Pad “*”

Puts the screen into local mode.

Shift+ Num Pad

kn

Puts the screen into local mode and clears the status line.

Num Pad “/” Performs the action of the T27 {Specify} key. Transmits the coordinates of the cursor to the
host.
3.1.2 Insert Mode Notes

The {Insert} and {CtrI}+{Insert} keys toggle insert mode.

Once you place the screen into insert mode, it remains in that mode until you either press the {Insert} key
again or transmit. While in insert mode, the cursor is a thin vertical line. While in overtype mode, the cursor
is either a solid square or an underline, depending upon your selection on the Cursor tab of the Proper-

ties screen.

3.1.3 Arrow Key Behavior

The behavior of the {CtrI}+{Left Arrow} and {CtrI}+{Right Arrow} key combinations is controlled by
the option, “Ctrl+Arrow keys use Windows standard behavior”. If this option is checked, these combina-
tions act like variable tab keys, moving the cursor to the beginning of the previous or next word on the
page, respectively. If this option is not checked, these key combinations perform page up and page down
actions, respectively. The option is found on the Display Options tab of the Properties screen.

Shift+Num pad "*"
Num pad "/* Specify.

Local + clear status line.
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3.1.4 Ctrl Key Combinations

Various {Ctrl}+<letter> combinations are predefined by the T27 specification. To use these sequences,
you must press and then release the {Ctrl} key once. Then press the desired letter key. If the {Ctrl} key is
not released first, you will invoke the keyboard shortcut for a menu item (if defined) instead of the desired
T27 function in this list.

Keystroke Function
Ctrl+digit+digit+ Sends <escape><digit><digit> to the host. This is used in applications such as
Num Pad “+” SYSTEM/EDITOR.
Ctrl+B Exchange current line with line below.
Ctrl+H+. Start reverse video.
Inserts a hex “OE” (S0) on the screen.
Ctrl+H+/ Start underline.
Inserts a hex “OF” (S1) on the screen.
Ctri+H+# Insert end of text.
Inserts a hex “03” (ETX) on the screen. (Displayed as b)
Ctrl+H+7 End of Highlights.
Inserts a hex “17” (ETB) on the screen.
Start blinking text.
Ctrl+H+8 Inserts a hex “18” (CAN) on the screen.
Ctrl+H+9 Start secure video.
Inserts a hex “19” (EM) on the screen.
Ctrl+H+: Start bright video.
Inserts a hex “1A” (SUB) on the screen.
Ctrl+H+< Start protected transmittable field.
Inserts a hex “1C” (FS) on the screen. (Displayed as @)
Ctrl+H+= Start right-justified field.
Inserts a hex “1D” (GS) on the screen. (Displayed as » )
Ctrl+H+> Insert end-highlights character. Terminate any field or highlight.
Inserts a hex “1E” (RS) on the screen.  (Displayed as «)
Cirl+H+? Start unprote(‘:‘ted"field. '
Inserts a hex “1F” (US) on the screen. (Displayed as »)
Ctrl+ Negative video off.
Ctrl+J Toggle “write transparent” mode.
Ctrl+M Roll screen down.
Ctrm+N Roll screen up.
Ctrl+Q Take screen out of forms mode.
Ctrl+U Negative video on.
Ctrl+V Exchange current line with line above.
Cirl+W Put the screen into forms mode, if there is at least one editable field on the
screen.
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3.2 Menu Activities

This section describes the purpose of the various menu commands provided in C.A.T.T.

File Edit Preferences View Action Tools Diagnostics Window Help =] x|
Open a Session.. Cid=0 I »a | E" - =
—[ Configuration List... Cir=L % ( ) m =i | F| F|

[Fecannest b Epdmen _| | LmesfPageIE‘i— _I; F|P |

Disconnect from Cpdmep
Close Cpdmcp Session

Save Continuously...
Stop Cantinuaus Save

Save Freferenes

Print Screen...
Quick Print Screen
Print to Cursor
Printer Page Setup..
Printer Setup..

Exit Program

wWindow CAND at CPAMCP

Mom Page 1 Cal 1 Line 1 Connected to cpdmcp Local

3.2.1 File Menu

3.2.11 Open a Session... Configuration List...

These two commands perform the same function. They bring up the Connection Information screen.
You can use these commands to access this screen/open a session.

MCP System Connection Information il
Connection Name Host name or IP address Type Station Name
| | | =] J<PCHANMES Crenie
Connection MNa... | Host Name or IP Add... | Type | Station Name | Securityl
@ Cplmep cplmopomgsinc.com  Telnet <FPCMName> Properties
@ Cplmecpect cplwinmgsinc.com SecureCATT <PC MName> AES
Cp2mcp cpZmcp.mgsinc.com  Telnet <FCMName»
@ Cpamep cpdmcpamgsinc.com  Telnet <FPCMName>

Activate

Eermmye

Edit Defaults

LR

Close

Select the configuration(s) you want to use. Click the ‘Activate’ button to
start those sessions. A red light denotes that the connection is in use.
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3.2.1.2 Reconnect to <configuration name >

This item becomes available if you disconnect a connection but do not close its associated screen. Clicking
on this item instructs C.A.T.T. to attempt to reopen the connection.

3.2.1.3 Disconnect from <configuration name>

This item is available when you are actively connected to a host. Clicking on this item breaks the
connection to that host but does not close the connection screen.

3.214 Close <configuration name> Session
This item disconnects the connection if one is active. It then closes the connection’s screen.

If you have another connection screen open, the display will automatically switch to that screen. Otherwise,
the screen area will go gray, denoting that there are no currently active connections.

3.2.1.5 Save Continuously...

Save Continuously is intended for those situations where you want to keep a copy of the input and
output of a text session. Each line you transmit and each response from the system is written to a disk file.
This is ideal for recording CANDE sessions and other applications where TD form characters are not
involved. The feature will record all inputs and outputs, even those with form characters. When you
examine the file, you will find the form characters in the original ASCII encoding.

When you click Save Continuously, you are prompted for a file name. The disk file is saved by default
in your User Working Directory. If you change the directory in this dialog, that change is remembered
permanently.

You must click Stop Continuous Save (below) to close the disk file so that other programs can access
it.

3.2.1.6 Stop Continuous Save

After you click Save Continuously and select a file title, the Stop Continuous Save menu item be-
comes available on the File menu. Click this item to stop recording your inputs and outputs and close the
disk file. The file is now available for other programs.

3.2.1.7 Save Preferences

If you change the configuration options of an active session through the Preferences | Change
Connection Properties command, these changes are temporary.

If you have made any temporary configuration changes to the session in the currently active window, the
Save Preferences item becomes available on the File menu. You can click this at any time to make
these temporary changes permanent.

If temporary changes have not been saved by the time you close the session, or exit the program, C.A.T.T.
will remind you with this prompt:

Answering Yes to this prompt is the same as clicking on Save Preferences. The temporary changes
you’ve made are permanently saved in your configuration file for future sessions.

Confirm Save Configuration
_‘__?/ Dia pou want to zave your configuration changes for Cpdricp?

res to Al No MHoto Al Cancel Cloze
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3.2.1.8 Print Screen...

Click the Print Screen item to initiate a screen capture. This command takes you through two additional
dialogs before the capture is made. You are prompted to select a printer on the first dialog. You are then
prompted for page layout information on the second screen. After OK-ing both dialogs, your C.A.T.T.
screen image is either printed or saved to a disk file.

If you are capturing a formed screen, the form delimiters are automatically replaced by square brackets for
readability purposes.

3.2.1.9 Quick Print Screen

Click Quick Print Screen to capture the current screen without stepping through the two additional
dialogs. Quick Print Screen uses printer settings you previously selected via the Quick Print Options
tab on the Properties screen. It also uses the printer you previously selected through either the Print
Screen command or the Printer Setup command. For page layout instructions, it uses any instructions
you previously supplied through either the Print Screen command or the Printer Page Setup
command.

The output generated by Quick Print Screen is the same as that generated by Print Screen.

3.2.1.10 Print to Cursor

Everything from the home position at line 1, column 1 up to but not including the cursor position is
printed.

3.2.1.11 Printer Page Setup

This command enables you to supply options regarding the page layout for screens printed through the
Print Screen and Quick Print Screen commands. Settings entered here are saved permanently for fu-
ture sessions. Settings apply to all sessions.

For more information, see the section describing the Printer Page Setup screen in the “C.A.T.T.
Program Options” chapter.

3.2.1.12 Printer Setup
This command enables you to temporarily change the printer used for printing screen captures. You can
also temporarily change the properties of the printer.

The Print Screen command steps you through this dialog before printing the screen. The Quick Print
Screen command uses the information entered through this command automatically.

To be consistent with other Windows applications, this information is not permanently stored. Each time
you restart C.A.T.T., you start with your default printer configuration. You can change your default printer,
and its properties, through the Printers command on the Windows Start menu or on the Windows Con-
trol Panel. That will permanently save your printer configuration.

3.2.1.13 Exit Program
Click this item to close all of your active sessions and exit C.A.T.T.
If Preferences | Confirm Exit is checked (which is the default), C.A.T.T. will prompt to confirm that
you want to exit. You will see this screen:
Confirm Exit

I/-‘:’ :

Do you want to close all of your sessions and =«it the program?
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If you click Yes, the program will automatically close all of your open connections. The program will then
terminate. If you click No, the program will go back to normal operation.

If Preferences | Confirm Exit is not checked, C.A.T.T. will terminate without prompting. However, if
you have temporary configuration changes still outstanding (as described above under the heading, “Save
Preferences™), you will still be prompted to save those before the program will quit.

3.2.2 Edit Menu Selection

3.2.2.1 Making a Selection

The items on the Edit menu deal primarily with editing operations applied to the screen image. Before dis-
cussing these, it is important to know how to make a selection ona C.A.T.T. screen. A selection must first
be made before using the Cut, Copy, and Delete commands.

Selections can be made in two ways: using the mouse or using the keyboard.

3.2211 The Standard Selection

To make a standard selection with the mouse, press down and hold the left mouse button. This marks the
starting point of the selection. Then drag the mouse, with the left button held down, in the desired direction
on the screen: up, down, left, right, or some combination thereof. When the desired text is highlighted, re-
lease the left mouse button. The highlight shows the selection. For example:

UUUUIUGOBE&IN

00002000

00003000DEFINE

00004000 SSCALLERRNO = REAL (SSRESULT).[11:08] #,

00005000 TINVAL TD_TNDE XV 4 #,

00006000 MEMORY_PROTEC

00007000 STRING_PROTECTV = ,

0000800 SS_ARRAY_TOO_SMALL_ERROR =
(SSCALLERRNO = INVALID_INDEXV OR
SSCALLERRNO = MEMORY_PROTECTV OR
SSCALLERRNO = STRING_PROTECTV) #

SS27_LAST_STACK = SS27_DATA[1] #
TASKNAME = POINTER (5527 [(IF 5527 [SS27_LENGTH + 11]=1 THEN
13 ELSE 12) + S527_LENGTH])#

S525BASE (X)

00015000 SS25DIF [INDEX]

00016000

00017000 ACCOUNT_USERSTACK

00018000 UNT_MCPSTACK

00019000

00020000

00021000

| lom Page 1 Col 59 Line 17 Connected to cp-lmcp

This is a standard selection. It can begin and end at any place on the screen. The selection always includes
entire lines between the start and end points.

3.2.2.1.2 The Block Selection

To make a block selection, first press and hold the {Alt} key on the keyboard. Then hold down the left
mouse button and drag the mouse as described above. This will create a rectangle of highlighted text on the
screen. For example: This is a block selection. It can begin and end at any place on the screen. Lines
occurring between the start and end points are included in the selection, but only the same columns that are
selected in the first and last lines. As the example illustrates, you can use a block selection to select text on
a CANDE page mode screen without including the sequence numbers.



C.AT.T. 3.0f Page 94

T+ 56000"0000dboooot 000080000 0000800005 0000% 0000 000050000~ 0000Boooo 000000
00001000BEGIN
00002000
00003000DEFINE
0000400 SSCALLERRNO = REAL (SSRESULT).[11:08] #,
0000500 INVALTD_TNDEXV = 4 #,
0000600 MEMORY_PROTECTV = 7 #,
0000700 STRING_PROTECTV = 14 #,
0000800 SS_ARRAY_TOO_SMALL_ERROR =
0000900 (SSCALLERRNO = INVALID_INDEXV OR
0001000 SSCALLERRNO = MEMORY_PROTECTV OR
0001100 SSCALLERRNO = STRING_PROTECTV) #,
0001200
0001300 S527_LAST_STACK = S527_DATA[1] #,
0001320 TASKNAME = POINTER (S527 [(IF 5527 [SS27_LENGTH + 11]=1 THEN
0001340 13 E 12) + SS27_LENGTH])#,| ]
00014000 BASE (X) . i - ((XC )
00015000 DIF [TNDEX]
00016000
00017000
00018000
00019000
00020000
00021000

Window CAND at CP4MCP

Norm Page 1 Col 80 Line 16 Connected to cpdmep Recv A

3.2.2.1.3 Making Selections entirely with the Keyboard
To make a standard selection without using the mouse, do the following:

1.
2.

Press and hold the {Shift} key.
Use the arrow keys to define your selection.

To make a block selection without using the mouse, use this procedure:

1.
2.
3.

Press and hold the {Alt} key first.
Then press and hold the {Shift} key.
Now use the arrow keys to define your block.

3.2.2.14 Altering a Selection

If you have made a selection but want to change it, follow these steps:

1.
2.

Press and hold the {Shift} key.

If using the mouse, left click and hold anywhere on the screen. The selection will immediately change
to match the mouse’s position. Drag the mouse to create the desired selection.

If using the keyboard, use the arrow keys to refine your selection.
When finished, release the {Shift} key.

You cannot change the type of a selection once it is started. If the selection is a standard selection, pressing
the {Alt} key will not make it into a block selection. Similarly, if the selection is a block selection, not
pressing the {Alt} key will not cause it to become a standard selection. To change the type of selection, you
must cancel the selection and start over.

3.2.2.15 Canceling a Selection

To cancel any selection, either left click (and release) the mouse, or press any arrow key. Either action will
cancel the current selection providing the {Shift} key is not depressed. Most typing will also cancel a
selection. However, some keyboard actions include an implicit “cut”. For the safest results, use the mouse
or an arrow key to cancel a selection.
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3.2.2.2 Edit Menu Contents
The Edit Menu provides commands for inserting, rearranging, and deleting blocks of text from the screen
image.

158 ClearPath A-Series Terminal Tool (CAT.T.)

File | Edit Prefersnces View Action Tools Diagnostics Window Help
E Undo to Last Receive C+Z P

Cut Cir+X
Copy CitsC
Copy Unprotected Data

Paste as Text GV
Paste [ndented CHfiE

Rastehdentediie iap P - R
Delete Selection MENU-ASSISTED RESOURCE CONTROL

Select Al 0_PArent Comnd _

Capy Optians. Jobs and TasksO System Softwarel

wWhat is MARC? IE InfoExec MPS Dumps
News, Date Time TOOLS Application Tools Logging
Log Off UTIL System Utilities Memory
Cande window RUN Run a k
Change Window START Start a
Session Control 0 Job Queu

J Job Display
Hardwarel JC Job Control
I/0 Devi
Proce Filesnd
Other S| Special Pro

fi S Lik i C
File Management Networ
DataComm Control

Choice: [

MARC/1 at CP4MCP

Forms Page 1 Col 16 Line 21 [Connected to cpémop Local i

3.2.2.3 Undo

The Undo command enables you to undo all changes since the program’s last “checkpoint”. Checkpoints
your screen image every time you do a major operation. Clearing the screen, deleting a selection, pasting a
selection, and other operations that affect a large portion of the screen cause C.A.T.T. to take a checkpoint
first. Receiving a screen from the host also causes C.A.T.T. to take a checkpoint. Conversely, small editing
operations, such as typing a character, do not cause a checkpoint to be taken. provides one level of “undo”.
In the example above, the most recent operation was the receiving of a screen. If you click Undo, C. A T.T.
will erase all of the typing done on the screen since this screen was received.

If you clear the screen from the keyboard, that sets a new checkpoint. You can click Undo to “un-clear” the
screen — i.e., restore the text that was on it immediately before you cleared the screen. However, if you
type any characters, the next checkpoint is the cleared screen itself. Once you make any change to a cleared
screen, you cannot back up prior to the time when the screen was cleared. Undo is extremely useful in two
situations:

= You accidentally press {Shift}+{Home} when you meant something else (such as
{Shift}+{End}).
= You pasted a chunk of text in the wrong format.

Pasting text on the screen sets a new checkpoint. Immediately after a paste, you can use Undo to undo the
paste operation. Then repeat it using the correct options.

3.2.24 Cut

Cut deletes text from the screen and copies it to the Windows clipboard. The resulting appearance of the
screen depends upon whether the screen is in insert or overtype mode.

If you are in overtype mode, or if the screen is in forms mode, the deleted text is replaced by spaces. If you
are in insert-by-line mode, and not in forms mode, text to the right of the selection is moved to the left to fill
in the space. Blanks fill out each line on the right. No text is wrapped from one line to the next.
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If you are in insert-by-page mode, and not in forms mode, text to the right of the selection is moved left and
wrapped to the start of the selection. Text below that is wrapped upward through the end of the page. You
can cut text from protected or unprotected fields when in forms mode.

3.2.25 Copy

Copy copies the selection to the Windows clipboard. It does not affect the appearance of the screen.

If the screen is in forms mode, Copy copies both unprotected and protected data — whatever is in the se-
lection.

3.2.2.6 Copy Unprotected Data

Copy Unprotected Data is only available when the screen is in forms mode. This command searches
the selection and copies only data that is found in an unprotected field. You can use this command to copy
data from one form to another quite simply:

1. Select all of the unprotected fields you want to copy. The selection will appear to include both
unprotected and protected data.

Click Edit and then Copy Unprotected Data.

Change the screen page to the form you want to paste the data into.

Position the cursor at the same starting point that you used when you made the copy.

Click Paste as Text. That will fill in the fields with the copied data.

agrwd

If you paste text copied with this command into other applications, such as Notepad, you will see that only
the data in unprotected fields is copied. No delimiters or other flags are copied with the text. So if the form
you paste the data into is not identical in spacing to the one you copied it from, the data will not properly
line up in the fields.

3.2.2.7 Paste as Text

Paste as Text performs the standard “paste” function common in other Windows applications. The text is
copied onto the screen image starting at the cursor position. The resulting appearance of the screen depends
upon whether the screen is in insert or overtype mode.

If you are in overtype mode, the pasted text overwrites existing text on the screen.

If you are in insert mode (either by line or by page), text to the right of the cursor is shifted downward to
make room for the pasted text. For example, if you are pasting 4 full lines of text, the existing text is shifted
down 4 lines, and the new text is inserted above those 4 lines.

If the last line of text is not a complete line, it is merged with the first line of text that was shifted
downward. In this case, the distinction between insert-by-line and insert-by-page comes into play. If you
are in insert-by-line mode, the text that was to the right of the insertion point is tacked onto the end of the
text being pasted. If the merged line exceeds the line width, data on the right is discarded. However, if you
are in insert-by-page mode,

data that exceeds the line width is wrapped to the next line instead. In that case, remaining text on the
screen is shifted down, and data which exceeds the last screen line is discarded.

If you use Paste as Text when the screen is in forms mode, text is only pasted into unprotected fields. In
the case, the action is similar to what would happen if you typed the data into the fields. The cursor must be
in an unprotected field to start with. If the data you paste exceeds the width of the unprotected field, the
cursor automatically tabs to the next field and continues pasting. If the data you paste exceeds the sum total
of space in the unprotected fields, the cursor wraps to the beginning of the screen and continues pasting.

The insert/overtype condition of the screen only applies to data in the last field. Data in all fields but the last
is overwritten; it is not moved to another field. If the data in the last field does not fully fill the field, the
results are as follows:
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e Ifthe screen is in overtype mode, the pasted data overwrites as much of the field as it needs, and the
remainder of the field is left intact.

e Ifthe screen is in insert mode (either by line or by page), data already in the field is shifted to the
right to make room for the segment to the pasted. If data exceeds the width of the field, it is
discarded. The new data is then pasted into the field, starting at the left. (The rules are reversed for

right-justified fields.)
3.2.2.8 Paste Indented Paste Indented/No Wrap
When the screen is not in forms mode, you have three Paste commands available:
) Paste as Text, described above
o Paste Indented
. Paste Indented/No Wrap

If you choose Paste Indented, data on the clipboard is pasted such that each new line begins in the same
column position. If the cursor is in column 9 when a Paste Indented is done, all lines will start in column
9. However, if the text of a line does not fit on that line, it is wrapped to column 1 of the next line. If a line
does not fill the entire screen line, the remainder of that screen line is erased to blanks.

If you choose Paste Indented/No Wrap, data on the clipboard is pasted such that each new line begins
in the same column position, as in Paste Indented. In this case, however, if the text of a line does not fit
on that line, the excess is discarded. If a line does not fill the entire screen line, the previous characters on
that screen line remain.

Paste Indented/No Wrap is most useful when doing CANDE page mode editing.

Note that the selection need not be taken as a block in order to use the Paste Indented... commands.
Paste Indented works with all clipboard text data. Carriage return/line feed pairs are used to determine
the end of each line. Therefore, if the lines are of varying lengths, and all of the lines are smaller than the
space remaining on each line, you will typically want to paste using Paste Indented. This will
automatically erase any remaining text on each line. If all of the lines are the same length, you will most
likely want to use Paste Indented/No Wrap.

For best results, the screen should be in overtype mode when using Paste Indented and Paste In-
dented/No Wrap. If itis in insert mode, all of the old text is moved down the screen to make room for the
new lines, including data to that is outside the range of the columns where you are pasting.

If the results of a paste are not what you expect, use Edit | Undo immediately to back up. You can then
retry the paste by either using a different paste command or by toggling the overtype/insert mode of the
screen.

3.2.2.9 Delete Selection

Delete Selection clears the selection from the screen in the same manner as the Cut command, described
above. Delete Selection does not copy the selection to the clipboard.

When a selection has been made on the screen, the {Delete} key performs the same function as Edit |
Delete Selection.

3.2.2.10 Select All

This command selects all of the data on the current screen page. The screen can be in forms mode or not in
forms mode.

3.2.2.11 Copy Options...

The Copy Options affect how the Cut and Copy commands operate. Details regarding the copy options
are provided in the section titled, “Options in the Edit Menu”, in the “C.A.T.T. Program Options” chapter.



C.AT.T. 3.0f

Page

98

3.2.3 Properties Menu

The items on the Preferences Menu are fully described in the section titled, “Options in the Preferences

Menu”, in the “C.A.T.T. Program Options” chapter.

3.2.4 View Menu

ClearPath A-Series Terminal Tool (C.AT.T.)
File Edit Preferences | View Action Tools Diagnostics Window Help

OB &|e v seede
Cp4mcp

Property Bar

Action:

OTHER
CONFIG

Choice:

MARC - MENU-ASSISTED RESOURCE CONTROL 14:41:23

G d ______
Jobs and TasksD
InfoExec DMPS
Application Tools LOG
System Utilities
e Window Run a Task
Change Window Start a WFL Job
Session Control Job Queues
Job Display

Sessionl
what is MARC?
News, Date Time

iy
System Contr

Job Control

Processor
Other D g
System Config

Data CommQ
il window
end M

File Management

MAR(

at

Forms Page 1 Cal 16 Line 21 Connected to cpdmep

=

The View menu allows you to select the toolbars that are displayed on the screen. Currently there are two
toolbars: the Speed Bar and the Property Bar.

When an item is checked, that toolbar is currently shown on the screen. The example above shows the
speed bar at the top of the screen, just below the menu line. The example below shows both the speed bar

and the prop

erty bar.

MARC - MENU-
Action: 0

ssiond
what is MARC?
News, Date Time

ff

de Window
Change Window
Session Control
Hardwarel

ocesso

her Devic
CONFIG System Config

Choice: D@l

Jobs and TasksD
InfoExec
Application Tools
System Utilities
Run a Task

Start a WFL Jcb
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Toolbars take up space on the screen. If you have the text tightly fit in the window when you add a toolbar,
scroll bars will appear around your session screen since the text no longer fits in the window. To adjust the
window for a tight fit without scrolling (if possible), select Window and then Resize Window to Match
Font Size. This will resize the screen to optimally display your session window.

3.2.5 Action Menu
The items on the Action menu duplicate some of the functions performed by the keyboard.

earPath A-Series Terminal Tool (C.A_T_T.) - [Cpdmep]
e Edt Preferences View | Action Tools Diagnostics Window Help

. Xmit Page
bla| sls|sla] =
Receive
Local
Specfy
Previous Page

Next Page D RESOURCE CONTROL

Efiterfarms b ade Ch Hi
******** Ext Forms Mode  Ctr+Q

ssiond

_COmnd____

s and TasksO

3
is MARC? IE InfoExec
ate Time TOOLS Application Tools
UTIL System Utilities
ndow RUN Run a Task
ge Window START Start WFL Job

jon Control Jag Job Queues System Control
J Job Display
warel J Job Control Data CommQ
Devices window
FilesO
0 oOther S| Special P
CONFIG System g System Li
File Ma orks
DataComm Control
Choice: D& 0

window MARC/1 at CP4MCP

Foms Page 1 Col 16 Line 21 (Connected to cpémep Local

3.25.1 Xmit Page

Transmits a page of data following the same rules as those described for the “transmit
key” previously. The “transmit key” is the {+} key on the keyboard.

3.25.2 Line Xmit

Transmits a line or partial line of text following the same rules as described for a “line
xmit” previously. The “line xmit” key is {Ctrl}+{+} using the plus key on the numpad
keyboard.

3.253 Receive

Puts the screen into receive mode.

3.254 Local
Puts the screen into local mode.

3.255 Specify

Transmits a “specify” sequence to the host.

3.25.6 Previous Page

Backs up one page to the preceding screen page.

3.25.7 Next Page

Steps forward one page to the next screen page.



C.AT.T. 3.0f Page 100

3.25.8 Enter Forms Mode

This menu item is available if there is at least one unprotected field on the screen and the
screen is not in forms mode. Clicking it puts the screen into forms mode.

3.25.9 Exit Forms Mode

This menu item is available if the screen is currently in forms mode. Clicking it takes the
screen out of forms mode.

3.2.6 Tools Menu

This is reserved for future use.

3.2.7 Diagnostics Menu

I8 ClearPath A-Series Teminal Tool (C.A.T.T.) - [Cp4mep]

3 ssla] HplE o=

MARC - MENU-ASSISTED RESOURCE CONTROL
Action: [
_PArent COmnd ___

Jobs and Tasks0O System S
IE InfoExec MP S Dumps

NDT D. TOOLS Application Tools
BYE i UTIL System Utilities
CANDE RUN Ri a Task
ON Change window Start a WFL Job
5C E ion Control 10 Job Queues

Job Display

Job Control
10 0
PROC FilesO
OTHER S| Special Programs
CONFIG 3S System Libraries

File Management Networ

C DataComm Control

Window MARC/1 at CP4MCP

Forms Page 1 Cal 16 Line 21 Connected to cpémep Local

Items on the Diagnostics menu are used to help solve problems in the software. Both items work in the
same manner:

e Click once to turn on the item. A check mark will appear next to the item while it is active.
e Click again to turn off the item. No check mark appears when the item is not active.

You can turn tracing on and off at any time. Tracing applies to all sessions you currently have open. It also
applies to any sessions that you open while tracing is active. In other words, if you have tracing on, and
open a new connection, a new trace file will be automatically created for that connection and tracing will
take place that includes all of the initial connection steps.

Each session’s trace is written to a different disk file. These files are stored in your Trace Directory,

which is set on the File Locations screen.

3.2.7.1 Message Trace
A message trace logs all of the data transferred between the session and the host.
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3.2.7.2 Proc Trace

A proc trace logs additional information regarding the procedures C.A.T.T. steps through while processing
the data.

If you select Proc Trace, then Message Trace is automatically enabled. The data from a Message
Trace is required in order to evaluate a Proc Trace.

Traces are primarily for use when communicating software problems to MGS, Inc.

3.2.8 Window Menu

The Windows menu manages the different windows in C.A.T.T.

1+8 QlearPath A-Series Terminal Tool (C.AT.T ) - [Cpdmcp]
H Fle Edt Prefersnces View Action Tooks Diagnostics | Window Help

DB &lel=la] sm[E] [o o=

Arange loans
Minimize Al
Resize Window to Match Font Size

v 1Cpdmep
MARC - MENU-ASSISTED RESOURCE CONTROL 14:41:23
Action:

Sessionl Jobs and TasksD
What is MARC? IE InfoExec MP* Dumps
ate Time TOOLS Application Tools Loggi

UTIL System Utilities v Memory
RUN Run a Task Userc
START Start a WFL Job
J1Q Job Queues
D Job Display
ic Job Control

FilesO
SP Special Programs
LIBS System Libraries
FILE File Management Networks
DataComm Control

Window MAR at CPAMCP

Forms Page 1 Col 16 Line 21 (Connected to cp4mep Local

Each connection you open becomes a separate child window of the main application. If you have several
connections open, you can Cascade them. This makes all of the windows visible with one child window
on top and the others piled underneath in an angular fashion. You can also Tile them. This creates a table of
your child windows so that each window is visible within your main window. Minimize All shrinks all of
your child windows to just their title bars and places them at the bottom of the main window.

3.2.8.1 Resize Window to Match Font Size

This command changes the size of the window so that it optimally surrounds your font, line width, and
page height sizes. It attempts to do so without any scrolling. However, if the physical screen is too small to
hold a complete screen page, the parts that do not fit on the screen are scrolled.

If the current child window is maximized, so that it is the only window displayed, this command resizes the
main application window as well as the child window.
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L% ClearPath A-Series Terminal Tool [C.A.T.T.)
File Edit Preferences Miew Action Tools Diagnostics Window Help

L] el [ <> i = =|m|n|

Sl 2 |
Max Pages |2 ] Line Width (30 sl LinesiPage |24 i Fl Pl

1 at :

Chrl Page 2 ICal1 Line 1 Cornected to axdonz Local i

If the current child window is not maximized, this command only affects the child window. Consider the
following screen image:

This was obtained by first un-maximizing the child window. The font size was set to 12-point Lucida Con-
sole, and line width to 80 columns, and the page length to 24 lines (as shown on the Property Bar attached
to the child window). Selecting Window | Resize Window to Match Font Size then sized this child
window to the size optimal for this font/line width/page size combination, but it left the parent window un-
changed.

Resize Window to Match Font Size is not available if you have the option, “Automatically optimize
font size to match window size” selected on the Font Options tab of the Properties screen. The font
size must be fixed in order to resize the window to match it.



C.AT.T. 3.0f

3.2.9 Help Menu

128 ClearPath A-Series Terminal Tool (C.AT.T.) - [Cpdmcp]
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3.2.9.1 Select Help File

The Select Help File option is provided so that you can attach a locally customized help file to the program.
You can use this to provide local documentation regarding applications that your users are accessing
through C.A.T.T. Details for using this feature are described in the section titled, “Defining Customized
Help” in the “C.A.T.T. Program Options” chapter.

3.2.9.2 Open Reference Manual
This option opens this manual for easy reference.

3.2.9.3 SecureCATT Manual
This option opens the SecureCATT manual.

3.294 About

The About item returns program version and license information about C.A.T.T. You can also use this
screen to change your registration information as described in the section, “The License Screen” in the
chapter, “Installing and Configuring C. A.T.T.”
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3.3 Context Menu

You can right-click the mouse on any child window to bring up a context menu. The context menu contains
the following commands:

Xmit Page Previous Page Open a Session Undo Change Properties
Line Xmit Next Page End Program Cut Change Font
Receive Copy Tab Stops
Local Copy Unprotected Key Programming
Specify Paste

Paste Indented

Paste Indented/No Wrap

Delete

Select All

The commands on the context menu perform the same functions as their counterparts on the main menu.

3.4 Tool Bars
C.A.T.T. currently supports two toolbars: the speed bar and the property bar.

3.4.1 Speed Bar
0@ elelslal weln W <> i m|== ==

The speed bar provides quick access to several of the menu functions. The buttons perform the following
functions, on a left-to-right basis:

e The open door brings up the Connection Information screen so that you can edit a
connection’s properties or open a new session.

e The closed door disconnects and closes the current session.

e  The printer performs a Print Screen operation on the current child window.
e The camera performs a Quick Print operation on the current child window.
e The wrench invokes the Printer Setup dialog.

e  The printer with the red “P” invokes the Printer Page Setup dialog.

e  The scissors cut the current selection.

e  The double sheets copy the current selection.

e The double sheets with the arrow perform a Paste as Text operation.

e The green opposing arrows when indented (as shown) disconnect the current session. If the button
is out, the arrows will be separated. In that case, clicking on the button initiates a connection.

e The blue arrow pointing left moves back one screen page.
e The blue arrow pointing right moves forward one screen page.

e The purple and blue door with the green exit sign above it exits the program. On the right-hand
side of the speed bar, continuing from left to right, we have the following:

e The screen with a double arrow pointing left acts as a Specify key.

e  The screen with the flat lines below it puts the screen into local mode.

e  The screen with the arrow pointing up beneath it puts the screen into receive mode.

e The screen with a single dark line on it and a single arrow pointing left performs a line transmit.
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e The screen with a dark page on it and a single arrow pointing left performs a page transmit.

Each button on the speed bar has a brief “help” message associated with it. Position the mouse pointer over
any button to view its function.

3.4.2 Property Bar

Whereas there is only a single speed bar, and it applies to the entire program, there is one property bar for
each child window. The items are on the property bar refer to the session said property bar belongs to.
Changes made on the property bar only affect the current session.

[Ma.xF'ages 4 ﬂ:LineW\dth 80 j:l_inesfpage 24 :Ir Fl pl |

The first field in the property bar provides quick access to the number of screen pages. You can set this
field to any number between 1 and 50, inclusive, up or down, at any time. The change takes effect
immediately.

The second field provides quick access to the number of columns in a line. This can be set to any number
between 72 and 255, inclusive. Changes take effect immediately.

The third field provides quick access to the number of lines per screen page. This can be set to any number
between 1 and 128, inclusive. Changes take effect immediately.

You can use the second and third fields to temporarily reformat your screen for larger outputs. For
example, if you typically work with CANDE files using an 80-column line, the line width will read 80. If
you want to view a 132-column printer backup file, you can change the line width to 132. Then enter on
CANDE:

TERM LINE 132

Now run BACKUPPROCESSOR (using the BACK command in CANDE), and the output lines are a full 132
columns without any wrapping. This also works if you want to view the system log entries or any other
report that is 132 columns in length. When finished, change the line width back to 80.

The F button on the property bar provides quick access to the font selection dialog. Changes made here
apply only to the current session.

The P button provides quick access to the Properties screen for the current session.

All changes made through the property bar are temporary. To make them permanent, you need to use File
and then Save Preferences. If you do not save the changes by the time you close the connection, you
will be prompted then to either save or discard your changes.
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3.5 Soft Key Programming

3.5.1 Screen Components

Soft key programming is accessed through the menu commands Preferences and then Soft Key Pro-
gramming.... Selecting Soft Key Programming returns the Key Programming window.

The screen consists of five parts:

Select Key Key Programming Script

Shift Statuz of Key————
e Mone

= Shift
= Control
" Caontral and Shift

Select Command

Larmow down: j

Paste Command inta Script | ;I

Interpretation of arrow keys and other action-style ke
' Execute [Ctl+E] € fAdd to Script [Ctrl+)

Select Key Use this drop-down box to select the key you want to program. Because the keys are sorted
alphabetically, the default key is the Accent key, as shown.

Shift Status of Key Use this radio box to select any additional keys that must be pressed when the select
key is pressed. Your choices are:

e None — The select key alone performs the function.
e Shift — The key combination is the {Shift} key plus the select key.
e Control — The key combination is the {Ctrl} key plus the select key.

e Control and Shift — The user must press {Ctrl} + {Shift} + the select key to invoke the script.
Key Programming Script This window shows the script that will be performed when the select key

combination is pressed.

You can type directly into this window to enter text. You can also paste text into this window from the Win-
dows clipboard. However, you must use the Select Command box or the Interpretation of... radio box
to enter commands (such as <home>, <transmit>, and so forth).
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Select Command
Select Command

< clear home:

Faste Command into Script

Use the drop-down box to select a command. Then either drag the command into the script using the
mouse, or click the button below it, Paste Command into Script, to add the command into the Key
Programming Script window.

Interpretation of arrow keys and other action-style keys - This radio box allows you to toggle the
effect of the action keys on the keyboard when they are used inside the Key Programming Script
window. By default, the action keys perform their defined functions. The left arrow key moves the cursor
back one character or instruction. The right arrow key moves the cursor right one character or instruction.
This is the result obtained when the radio item:

Execute

is chosen.

You can also use the action keys to insert instructions into the script itself. To do this, change the radio box
to select the item:

Add to Script

Now when you type an arrow key or any other action key, that key’s action will be added to the script in-
stead.

If you are currently working in the Key Programming Script window, you can use the keyboard
shortcuts to toggle the Interpretation of... radio box. Pressing {CtrI}+E will put the action keys into
Execute mode. Pressing {Ctrl}+A will put the action keys into Add to Script mode.

3.5.2 Example

The following sequence defines the {F2} key so that it will move the cursor to the Home position, type the
command, “?M”, and transmit it.

1. Click Preferences and then Soft Key Programming... to bring up the Key Programming

window.
2. Inthe Select Key box, select the item labeled, “Function key F2”.
3. Inthe Shift Status of Key radio box, select, “None”.

4. Inthe Interpretation of arrow keys and other action-style keys radio box, select, “Add to
Script”.

Click anywhere in the Key Programming Script window.
Press the {Home} key. You will see the meta-token <home> appear in the script.
Type: ?M
8. Press the {Transmit} key (the plus key on the num pad of the keyboard). You will see the meta-token
<transmit> added to the script.

9. Your script is now done. To save it, click File and then Save Changes on the menu bar of the Key
Programming window.
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Note that as long as your keyboard interpretation is Add to Script, any action key you type gets added to the
script. If you make a mistake and want to back up, you must first change the Interpretation of-... radio
box to the Execute option. You can easily do this by pressing { Ctrl}+E or using the mouse to select the op-
tion. Then use the arrow, backspace, and other action keys normally to edit your existing script text. If you
want to add more action key instructions into the script, you can toggle back to Add to Script mode using
either the mouse or {CtrI}+A.

You can also select your <home> and other instructions through the Select Command list. To make the
same script in this manner, do the following:

1. If not already there, go to the Key Programming window.

2. Inthe Select Key box, select the item labeled, “Function key F2”.
3. Inthe Shift Status of Key radio box, select, “None”.
4

In the Interpretation of arrow keys and other action-style keys radio box, select, “Execute”
(if not already selected).

5. Inthe Select Command box, choose <home>. (Click on the item once and then release it.)
Either press the button labeled Paste Command into Script, or left-click on the item in the Select
Command box and drag it into the Key Programming Script window.

7. Type:?M

The text will appear in the Key Programming Script window.

8. Inthe Select Command box, choose <transmit>.

9.  Either press the button labeled Paste Command into Script, or left-click on the item in the
Select Command box and drag it into the Key Programming Script window.

Select Key Key Programming Script

I Function key F2 j chome=?M<transmits ;I

Shift Statuz of Key———
% Mone

£ Shift
" Cantrol
= Control and Shift

Select Command

Fazste Command into Script ;I

Interpretation of arow kevs and other action-style ke
% Execute [Chl+E] € Add to Script [Ctrl+A)

10. Your script is now done. To save it, click File and then Save Changes on the menu bar of the Key
Programming window.
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3.5.3 Running a Windows Program from a Function Key

You can program a C.A.T.T. keyboard key to run most Windows programs. If the program can be run from
the Run command on the Start menu, you can run it through the C.A.T.T. soft key programming feature.

File Edit
Select Key Key Programming Script

I Function key F3 j <P LU :I

Shift Status of Key—————
= Mone

= Shift
= Contral
" Contral and Shift

Select Command

LIUR j

Paste Cammand inta 5 cript | LI

r—Interpretation of arrow keys and other action-gtyle key:
% Execute [Chil+E] = Add to Seript [Ctrled)

1.  To start with, select <run> from the Select Command dropdown box. Then paste that command
into your script.

2. Follow the <run> token with the name of the Windows program you want to run and any optional
parameter values you want to include. For example, to run Notepad and automatically open the file
readme.txt, set up your script thusly:

File Edi
Select Key Key Programming Script

<run=notepad. exe readme.txt ;l

Shift Status of Key—————
= Mone

= Shift
£~ Caontrol
= Contral and 5 hift

Select Command

|<run> =l

Pazte Cammand into Script | LI

—Interpretation of arrow keys and other action-style key
i+ Execute [Chl+E] = Addto Script [Ctil+a)

If you save this program just as shown, and then press the {F3} function key, C.A.T.T. will initiate the
Note-pad program, and Notepad will attempt to open the file readme.txt.
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3.5.4 Embedding the Run of a Windows Program as Part of a Script

You can include other soft key instructions in your script when it contains a <run> token. C.A.T.T. takes
the text between the <run> token and the <end run> token in the script as the complete command to Win-
dows.

For example, if your script consists of:
<run>notepad readme.txt<end run><home>

your script will run Notepad with the parameter readme.txt and then home the cursor on your current
C.A.T.T. screen.

When composing a script, the Key Programming Script Editor will automatically insert an <end run>
instruction when you use the Paste Command into Script button to add a command. If you paste the
command from another source, you can select the <end run> command from the command list and paste
it in yourself. The script editor will automatically reinterpret all text following an <end run> command
and update the display accordingly.

If the commands following your <run>command are text, you must insert the <end run> token yourself
into your script so that C.A.T.T. knows where the Windows command ends. Consider:

File Edit
Select Key Key Programming Script

*Funchion key F2 <run=notepad. exe readme.txt<end run=The ﬂ

Notepad program has been started.

Shift Status of Key———
f+ Mone

= Shift
™ Control
™ Contraol and Shift

Select Command

<end e j

Paste Command into Script | LI

r~Interpretation of arrow keys and other action-style key
% Execute [Chil+E) ¢ Addto Script [Chri+d)

Here the programming script reads:
<run>notepad readme.txt<end run>The Notepad program has been started.

The text, “notepad readme.txt” is passed to Windows. The text following the <end run> token is written
onto the current C.A.T.T. screen, starting at the current location of the cursor.

3.5.5 Entering Extended Characters into a <run> Command

You can use characters with hex values in the range 0x81 through 0xff between a <run> and <end run>
command. These are passed to Windows as part of your <run> command. To enter a character in this
range, use the keyboard sequence <alt>+<digit>+<digit>+<digit> while entering text into the Key
Programming Script.
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Character values from 0x80 through 0xff represent keyboard commands outside of a <run><end run>
pair. If you insert or delete an <end run> instruction, the script editor automatically updates the display to
match the change. Character values that do not correspond to a command show as <unknown> in the
script. These are ignored when the key program is executed.

3.5.6 File Menu Commands

28 Key Programming x|

.

|Fle Edit

Save Changes crl+s rogramming Seript

Save Changes and Close notepad.exe readme.txt<end run>The =]
Discard Al Changes crl+n  pad program has been started.

Discard Changes and Close
Printer Setup
Print Programmed Keys

Close
(" Cantral and Shift

Select Command

I(end run> - |

Paste Command into Script | ﬂ

rInterpretation of arrow keys and other action-style keys
(@ Execute (Ctrl+E) " Addto Script (Crl+4)

The menu on the Key

Programming window has two parts: a File menu and an Edit menu. The commands available on the
File menu are as follows.

3.5.6.1 Save Changes

This command permanently saves the contents of the Key Programming Script into your soft key
programming file. The script is associated with the selected key. Any previous script assigned to that key is
automatically discarded. You can continue with additional editing on the key’s script, or you can select an-
other key for programming.

If you have programmed several keys, all changes made up to this point are saved.

3.5.6.2 Save Changes and Close

This command permanently saves the contents of the Key Programming Script into your soft key
programming file. The script is associated with the selected key. Any previous script assigned to that key is
automatically discarded. The Key Programming window is closed, and control returns to the main pro-
gram. If you had a session open, control returns to that session.

If you have programmed several keys, all changes made up to this point are saved.
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3.5.6.3 Discard All Changes

Confirm Discard

r ? Do you war: o dizcard all of he programming changes you have made for all of the keps you have edited zsince the last
time pou saved vour key progamming?

This command discards all key programming changes you have made since the last time you executed a
Save Changes command. You are first prompted with the question:

If you select Yes, your changes are discarded. This applies to all changes to all keys made since the last
time you saved the changes! The Key Programming Script will revert to any previous script assigned to
the selected key. However, all of the keys you’ve changed since the most recent “save” are changed back to
their previous scripts.

3.5.6.4 Discard Changes and Close

This performs the same function as Discard Changes. It also closes the Key Programming window
and returns control to the main program.

3.5.6.5 Printer Setup
This allows setting up a printer for the purpose of printing a list of the programmed keys.

3.5.6.6 Print Programmed Keys
This prints a list of all programmed keys and their programming.

3.5.6.7 Close
This closes the Key Programming window and returns control to the main program.

If you have not saved or discarded your changes to the key programming script(s), you are prompted with
the question:

Key Programming

\?‘) Save key progiamming changes?

Mo | Cancel |

Select Yes to save your script changes, No to discard them, and Cancel to go back to key programming.
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3.5.7 Edit Menu Commands

The items in the Edit menu give you editing capabilities within the Key Programming Script window.

File | Edi
S Reverttolast save Cw+Z [ogramming Script
“F otepar me. txt<end run=The
I_ Cut Cil=X program has been started.
¢ Copy Cir+C
Paste Cir =V

g Paste Selected Command
Y Delete

t Select Ml

= Cantral and Shift

Select Command

<end runy j

Pazte Command into Scrpt | ﬂ

—Interpretation of arrow keys and other action-style ke
% Ewecute [Chi+E] = Addto Seript [Ctrl+&)

You can make a standard selection (as defined previously) in the Key Programming Script window
through the usual means. Left-click the mouse and hold; then drag the mouse to highlight your selection.
The Key Programming Script window supports standard selections but not block selections.

35.7.1 Revert to last save

This command discards all changes made to the selected key’s script and restores the script to its condition
at the time you last saved your changes. Unlike the File menu’s Discard All Changes command, this
command only applies to the changes made to the single key you have currently selected in the Select
Key drop-down box.

3.5.7.2 Cut

Use this command to cut the selection from the Key Programming Script box and copy it to the Win-
dows clipboard.

3.5.7.3 Copy

Use this command to copy the selection from the Key Programming Script box to the Windows clip-
board.

3.5.74 Paste

Use this command to paste text from the Windows clipboard to the Key Programming Script window.
You can only cut, copy, and paste text between the Key Programming Script window and other
windows (such as session screens or other Windows applications). The codes for commands such as
<home> and <transmit> are specially encoded in the Key Programming Script and do not translate
to other environments. You can, however, cut or copy action codes from the Key Programming Script
window and paste them into the same or another Key Programming Script window.

3575 Paste Selected Command

This command performs the same function as the Paste Command into Script button does. The com-
mand selected in the Select Command drop-down box is pasted into the Key Programming Script at
the location of the cursor.
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3.5.7.6 Delete

Deletes the current selection from the Key Programming Script.

35.7.7 Select All

Selects the entire contents of the Key Programming Script window.

3.5.8 Popup Menu Commands

You can right-click the mouse on the Key Programming Script window to bring up a context menu.
This menu contains the following commands:

Cut Paste Selected Command Save Changes
Copy Delete Discard Changes
Paste Select All

3.6 Sending Datato C.A.T.T. from a Program

3.6.1 Standard Escape Code Support

C.A.T.T. accepts most T27 escape sequences as documented in the Unisys reference manual.” It works with
software generated by LINC and XGEN. It is fully qualified for SYSTEM/EDITOR. These are the most de-
manding T27-based applications.

3.6.2 Using Scratchpad Memory

Application access to the T27 scratchpad memory is supported by C.A.T.T. The application program can
use the following escape sequences to alter the contents of the scratchpad memory. (Note: The spaces are
for readability. Do not include them in your escape sequences.)
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<escape> RA hhhh kk <ascii text>
Alters the scratchpad contents starting at address hhhh and ending at address hhhh+kk-1. The <ascii text>
is stored in the specified location.

<escape> RH hhhh kk <hex text>
Alters the scratchpad contents starting at address hhhh and ending at hhhh+kk-1 using the <hex text>.

<escape> RCXXXX
Update the session properties to match changes made to the scratchpad memory. Discard the changes when
the session is closed.

<escape> RPXXXX
Update the session properties to match changes made to the scratchpad memory, and save them per-
manently in the user configuration file.

<escape> RT hhhh kk
Reads the contents of the scratchpad starting at address hhhh and ending at address hhhh+kk-1.

In all of the above commands, hhhh is a 4-digit hex address and kk is a 2-digit hex length. These values
must be sent as ASCII string values, but they represent hex values. For example:

REPLACE PBUF:BUF BY 48"27" "RT008031";
sends a request to read the scratchpad starting at hex address 0080 for length 31h or 49 bytes.

If you are using <escape>RA or <escape>RH to write to the status line, the hhhh value must be either
“0310” or “030E”. (You can also use <escape>RS to write to the status line, which doesn’t require an
address.)

If you are writing to the scratchpad memory, the hhhh value cannot be lower than “0080”. Moreover, the
sum of the starting address and the length of the string cannot exceed 00C0 (0080 + 64h ).

If you are reading from the scratchpad memory, the hhhh value cannot be lower than “0080”, and the sum
of the starting address and the length of the string cannot exceed 00C0 (0080 + 64 ).

The following values can be accessed or set programmatically through the scratchpad memory:

Memory Address (Hex) | Function Supported Access
0080, bit 4 0 = Transmit to cursor in forms | read/write
1 = Transmit full page in forms
0080, bhit 3 1 = DC1 means stay in receive | read only
0084 Lines per page - 1 read/write
0085 Characters per line - 1 read/write
0086 Escape code for starting an read only (always 0x1f)
unprotected field
0087 Escape code for field end read only (always Ox1e)
0092, bit 6 0 = Lower case enabled 1 = read/write
Upper case only
0096, bit 3 0 = Form feed clears all 1 = read/write
Form feed clears only un-
protected data in forms
0096, bit 7 0 = No cursor wrap at EOP 1 = | read/write
Wrap cursor at EOP
009B, bit 3 0 = Screen to local after re- read/write
ceiving a message 1 = Screen
stays in receive after receiving
a message

Unisys Corporation, T27 Programming Reference Manual, form #1196904, August 1987, Section 3.
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4. Deploying C.A.T.T. using Servers

Relative to version 2.1F and later of C.A.T.T.

This document is intended for System Administrators who desire to manage their C.A.T.T. user base from
one Or more Servers.

4.1 Configuring C.A.T.T. on a Server

4.1.1 Overview

You can configure C.A.T.T. so that users share a common set of connection definitions and/or soft key
definitions. You can set up the program so that the .exe file is stored only on a few Servers and only icons
are deployed to the users. These various configurations are collectively known as, “Running C.A.T.T. in
System Administrator’s Dream Mode.”

4.1.2 Components

The components of C.A.T.T. consist of the following files and directories:

catt.exe — This is the executable file for C.A.T.T. which provides full updating capabilities for the
configuration files. Using this file you can access the File Locations screen, create, delete, or change
connection information, and perform other administrative tasks.

cattdc.exe — This is the executable file for C.A.T.T. D’Claud. This file should be distributed to users who
are not permitted to update or change their connection information. This program does not permit access to
the File Locations screen. It also does not permit the user to modify connection information.

floc.cfg — This file contains the list of configuration file names which catt.exe and cattdc.exe will use to
determine connection information, user options, and so forth.

This file must be stored under the <working directory> of the C.A.T.T. executable.

All of the other files are identified through the floc.cfg file. The floc.cfg file is configured and maintained
through the File Locations screen in catt.exe.

Master Configuration File — This file contains all of the connection information used by catt.exe and
cattdc.exe. It lists each connection name, related host name or IP address, TCP/IP port number, and COMS
station name. It contains a few other administrative option values. It also holds default settings for the user
options. These settings are automatically inherited by each user that is using the same floc.cfg file.

To use C.A.T.T. in System Administrator’s Dream Mode, you must define a Master Configuration File. If
you wish to deploy C.A.T.T. D’Claud, you must also define a Master Configuration File. The cattdc.exe
program will not run if it cannot find a Master Configuration File.

If you want to run C.A.T.T. in single user mode (one copy on each PC where the user controls the con-
nection definitions), you do not use a Master Configuration File. In that case, all of the connection
information is stored in the User Configuration File, and the user can update it directly.



C.AT.T. 3.0f Page 117

User Configuration File — This file contains the user’s personal option settings. The settings in this file, if
any, override the default option settings of the Master Configuration File. There must be one User
Configuration File for each C.A.T.T. user. If not found, the file is automatically created by both
catt.exe and cattdc.exe.

Soft Key Programming File — This file holds all of the soft key programming for the user. A single Soft
Key Programming File may be defined as shared by all users. This file may be marked as read-only to
prevent users from changing their soft key programming.

Alternatively, each user may be assigned his own Soft Key Programming file. If the user has read/write
access to the file, he can change his key programming.

User’s Working Directory — This is the directory under which files created by the user through C.A.T.T.
will be stored by default. It is the default directory for the Save Continuously and print to file
commands the first time these commands are used.

This directory is local to each user’s PC, and the user must have create/read/write/delete access to it. If no
directory is specified, the user’s TEMP or TMP settings are used for the directory.

Trace Directory — This directory holds any C.A.T.T. trace files (*.trc) the user might generate. Each user
must have create/read/write/delete privileges on this directory.

The names for all of the files, except for floc.cfg, are set by the C.A.T.T. Administrator through the File

File Default Name

Master Configuration File none

User Configuration File [see note 1]

Soft Key Programming File <working directory>\KBData.cfg [see note 2]
User’'s Working Directory TEMP or TMP directory on user’'s PC

Trace Directory same as User’'s Working Directory

Table 1 - Default Names for the C.A.T.T. Configuration Files

Locations screen in the main C.A.T.T. program (catt.exe). The default names for the various files are
shown in Table 1.

Note 1:

If no floc.cfg file can be found when C.A.T.T. begins running, C.A.T.T. will take the following steps in an
attempt to locate a User Configuration File:

1. Ifthefile <user directory>\T27Config.cfg exists that is used.

2. If the file <user directory>\T27Config.cfg does not exist, <appdata directory>\T27Config.cfg is
used.

3. If <appdata directory>\T27Config.cfg does not exist, <user directory>\TDEmul.ini is used.
If < user directory >\TDEmul.ini does not exist, <Windows directory>\TDEmul.ini is used.
If no file is found, <appdata directory>\T27Config.cfg is automatically created.

This procedure is followed to ensure backward compatibility for users of previous C.A.T.T. releases.
However, it is intended only for users running in single user mode (i.e., no Master Configuration File). Since
multiple users cannot share the same User Configuration File, the C.A.T.T. Administrator must change this
default value when configuring C.A.T.T. for any sort of shared use.

Note 2:

The <working directory> in the above table is the working directory assigned by the C.A.T.T. Administrator
through the icon that each user uses to run C.A.T.T. The KBData.cfqg file can optionally reside on the user's
PC, giving the user the ability to program his own keys. If it resides on the server, users will not have the
ability to change the programming of their keys.



C.AT.T. 3.0f Page 118

4.1.3 Preparing the Environment

The C.A.T.T. Administrator configures the C.A.T.T. Server through the main C.A.T.T. program. In order
to do this, the Administrator must have read/write/create/delete permissions on all directories of the
Server(s) that house C.A.T.T. files.

At minimum, the C.A.T.T. Administrator must have full privileges on the C.A.T.T <working directory>.
This is where he will create and maintain the floc.cfg file. The Master Configuration File and, optionally,
the Soft Key Programming File is also put into this directory, or they can be stored in other Server di-
rectories. Wherever they are stored, the C.A.T.T. Administrator must have full privileges.

4.1.4 Installing C.A.T.T. for the Administrator

The first step in configuring C.A.T.T. for System Administrator’s Dream Mode is to install the software on
a Windows computer. This can be the Server itself, or it can be another PC which can access the Server.

41.4.1 Installing the Software
For the purposes of these instructions, we will install the software on a client PC (named desktopl) and
configure it to run from a Server (named server2).

1. If you have any prior version of C.A.T.T. already installed, uninstall it first. This will remove the old
menu items from your Windows Start menu.

Back up the entire contents of your previous C.A.T.T. directory.

Remove the files named tdemul.ini and floc.cfg from this directory. You may also want to remove or
hide kbdata.cfg (the soft key programming file).

4. Check under your Windows directory (\windows or \winnt) for a file named tdemul.ini. If it is found,
back it up and remove it. Now you have a completely clean environment with no previous
configuration information. You are ready to install the new software.

5. Openthe C.AT.T. CD-ROM or open the C.A.T.T. zip file.
6. Double-click SETUP.EXE
Follow the directions as prompted.

MGS Installer will install catt.exe to the directory you specify. By default, MGS Installer will use the
directory c:\program files\gregpub\catt\.

4.1.4.2 Map a Logical Drive Letter to your Server
Obtain the name of the directory on your Server that will be the C.A.T.T. <working directory>.

1. Map a logical drive letter on your PC to this directory. Choose the drive letter carefully. If
you want to have a single icon that you deploy to all of your users, you must choose the
same logical drive letter on all of your users’ machines. For example purposes here, we will
use the logical drive letter: z: which maps to \\server2\catt\

If you want to run C.A.T.T. from your Server, copy catt.exe to your new logical drive (z:).

Note: You can always run your copy from your own PC while users are required to run theirs from the
Server. It all depends on how you set up the icons. The location of the catt.exe file is immaterial as far as
permitting you to configure the program for Server use.
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41.4.3 Create a Shortcut Icon for C.A.T.T.
Now create a shortcut icon for your own use in the usual manner.

1. Right-click in an open area on the Server’s desktop.
2. Select New and then Shortcut.

3. Enter the location and name of the catt.exe file in the Command Line field (a.k.a, “Type the
location of the item” in Windows 2000).

If you want to run the program from your Server, use your logical drive letter; e.g.:
z:\catt.exe

If you want to run the program from your PC, use that path information instead; e.g.,
c:\program files\gregpub\catt\catt.exe

The figure below illustrates running C.A.T.T. from our Server:

This wizard helps you to create shortouts to local or
network programs, files, folders, computers, or Internet
addresses,

Type the location of the item:

Browse... |

Click Mext to continue.

= Back I Mext = I Cancel

4, Click Next.
5. Fill in a name for the shortcut, such as “CATT”.

6. Click Finish.

You will see a new icon which looks like this:

You now need to set the default <working directory> for C.A.T.T. This will be the location where you store
the floc.cfg file.

1. Right-click the icon you created above, and select Properties.
2. Change the Start in field to the logical drive that points to your Server.
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3. Click OK. From this point on, always use the shortcut icon to run C. A.T.T.

CATT 2_1F Properties EE3

General Shortcut | Compatibilty |

%@ CATT 2.1F

Target type: Application

Target location: Z:

Target:

Start in: IZ

Shortcut key: INone

Run: I Nomal window j

Comment: I

Find Target... | Change lcon... Advanced... |

0K I Cancel Lol

4.1.5 Defining C.A.T.T. File Locations

415.1 Getting to the File Locations Screen

The first step in configuring C.A.T.T. is to define the locations of its three configuration files and two user
directories. To do this, you need to get to the File Locations screen. To find this screen, proceed as fol-
lows:

1. Run C.A.T.T. by double-clicking the icon that you created in the last section.

2. When you run C.A.T.T., the program will search its <working directory> for its location file —
floc.cfg. If you are using the shortcut described above, C.A.T.T. will look for the file under the name:

z:\floc.cfg

which, in our case, maps to \\server2\catt\floc.cfg.

3. If C.AT.T. does not find a floc.cfg file under its <working directory> upon startup, it will generate a
series of defaults for your file locations (as shown in Table 1, above). It will then automatically display
the File Locations screen so you can enter and OK your file location information. This will normally
happen only the very first time you run C.A.T.T. It will not happen after that unless you change the
program’s <working directory>, remove the generated floc.cfg file, or edit the floc.cfg file with an
editor and delete the ConfigFile entry.

4. If C.A.T.T. does find an floc.cfg file under its <working directory> upon startup, it will begin
“normally” (which means that the File Locations screen will not be automatically displayed). In this
case, first close any modal C.A.T.T. dialogs (such as the Connection Information screen) so you
can use the menu on the main screen. Then, on the main menu, click Preferences and then File
Locations to bring up the File Locations screen.

When configuring C.A.T.T. to run from a Server, you need to set up the File Locations for access by
your users. The defaults will not be acceptable. Therefore, if the File Locations screen does not
appear immediately upon startup, you need to bring it up through the Preferences menu item.
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5. The File Locations screen looks like this:

Browse

Master Configuration File M ame: I
The Master Configuration File stores the connection information. To prevent ugers from changing their
connection definitions, mark this file read-only. This file may be on the user's machine or on a server. |f
blark. all info iz in the User Config File.

i

User Canfiguration File Mame: IZ: AT 27Config.cfg Browse
The Usger Configuration file stores all of the uzer's preferences. such as color selection, font selection, and
3o forth. The user must have read/wite access to this file.

i

i

Soft K.ey Programming File: IZ: ‘BData.cfg Browse

The Key Programming File stores all of the user's softkey programming. If this file has read-only access. the
user cannot change the key programming.

Fur the following directaries, if the field iz left blank, the user's TEMP or TMP directary will be used.

User's Working Directory: I Browse

il

Trace Directory: I Browse

Reload Saved Configuration

Ok I Cancel

I Use Master Configuration only.

If you do not currently have an floc.cfg file under the C.A.T.T. <working directory> at startup, you
will see the above screen. If you do have an floc.cfg file available, the fields of the screen will be filled
in with your current file location information.

6. If the screen comes up with all of the fields disabled, it means that you have read-only access to the
floc.cfg file. In this case you must Cancel the screen and exit C.A.T.T. Change the attributes on
floc.cfg so that you have read/write access to the file. Then rerun C.A.T.T. and bring up the screen
again.

7. After loading the File Locations screen in read/write mode, perform the activities you need as
described in the sections which follow.

4.15.2 Configuring Files

C.A.T.T. looks for information in three configuration files. These are:
1. the Master Configuration File

2. the User Configuration File

3. the Soft Key Programming File

The names for each of these are supplied on the File Locations screen. The general syntax for entering
any of these file names is as follows:
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The various prefix tokens in this diagram are defined as follows:

<unc path> — A Universal Naming Convention (UNC) prefix which identifies the Server and the drive
letter or disk volume of that Server where the file can be found. This prefix may be appropriate for files that
are shared, such as the Master Configuration File. For example, if the file is found on drive C: of the Win-
dows host server?2, the <unc path> would be:

\\server2\c\
This path would work from all hosts on the network, including the host server2 itself.
<drive letter> — The PC drive letter on which the file resides.

Use caution with this option. It is ideal for private files, such as the User Configuration File, where each
user must have his own copy. If used with a shared file, such as the Master Configuration File, the same
drive letter must have the same meaning on all of the users’ PCs.

#UserDir#\
\
' |
<file name>
<unc path=\ b= <PC directory node> == I I
<drive letters:, #PCUserlD# extension
s N ETUISEF 101 —

#UserDir# \
#AppDir#

This meta-token stands for the User’s Working Directory (also defined on the File Locations screen). If
used, the file is stored under the User’s Working Directory. In that case, the User’s Working Directory
entry should not be blank; otherwise, the file will be stored in the user’s “temp” directory.

#AppDir#\

This meta-token stands for the user’s application data directory. This follows the convention of not storing
user files in the program files folder. It also allows each user of the PC to have their own copy of the file.

If no prefix is used for the file name, C.A.T.T. assumes that the file is stored under its <working
directory> — the directory specified by the shortcut icon used to run C.A.T.T.

The other tokens in this diagram are:

<PC directory node> — Any legal directory node name according to Windows syntax.

#PCUserlD# — The user id the user logged onto his PC with.

#NetUserlD# — The user id the user logged onto your Server with. If the user is not logged onto the
Server through the network, the PC User ID is used instead.

<file name> — A legal file name node according to Windows syntax.
.<extension> — A legal file name extension according to Windows syntax.

Note that the meta-tokens #UserDir#, #AppDir, #PCUserID#, and #NetUserID# are all case sensitive,
and the pound signs (#) are required. No spaces are permitted inside these meta-tokens. If they are not
spelled exactly as shown, using the letter case exactly as shown, they will not be recognized as
meta-tokens. Instead, they will be simply included, however you misspell them, as nodes in the file
name.
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4.1.5.3 Configuring Directories
C.A.T.T. also requires two working directories. These are:
e the User’s Working Directory

e the Trace Directory

The names for these are also supplied on the File Locations screen.

Detailed information and recommendations for configuring each specific file and directory follow in the
sections below.

4154 Assigning the Master Configuration File

The first step in configuring C.A.T.T. for Server use is to define a Master Configuration File. This file
holds the connection definitions. It also holds the default settings you want for all of the user options.

To create a new Master Configuration File, or load an existing Master Configuration file, proceed thusly:

1. In the Master Configuration File Name field enter the name of your Master Configuration
File.

The name you choose must follow a syntax that maps to the same file name for all of your users that are us-
ing this particular Master Configuration File. In most situations, you will want to have a single Master Con-
figuration File used by the bulk of your users. There are three ways to do this:

« Omit the file name prefix.

In this case, the C.A.T.T. <working directory> is assumed. The C.A.T.T. <working directory> is defined in
the icon that the user uses to run C.A.T.T. For example:

MasterConfig.cfg

would refer to the file <working directory>\MasterConfig.cfg using the <working directory> defined for
C.A.T.T. in the shortcut icon that was used to run C.A.T.T.

This is the recommended choice.
« Use a <unc path> for the prefix. This removes all doubt as to where the Master Configuration File is
located. For example:

\\server2\c\CATT\MasterConfig.cfg

unconditionally directs C.A.T.T. to look for the file named MasterConfig.cfg under the directory
\CATT on drive c: of the Windows host server2. The user must have previously logged onto this
path in order for this to work.

« Use a mapped logical drive letter for the prefix:

If you are using the same drive letter as that for the C.A.T.T. <working directory>, you should just
omit the prefix (since the <working directory> is then assumed). This option is really only useful
if you are mapping two drives: one for the C.A.T.T.

<working directory> and another one for the shared configuration file(s).

2. The User Configuration File Name field must have an entry, and it should not be the default.
Fill this field in with a file name on your local PC. C.A.T.T. will automatically create this file.

3. In order to edit the Master Configuration File directly, check the box which reads, Use Master
Configuration Only. You must do this if you want to edit the global default properties for your
users.

The screen should appear as follows:
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Master Configuration File M ame: IZ:\MasterEonfig.cfd Browse
The Mazter Configuration File stores the connection information. Tao prevent uzers from changing their
connection definitions, mark this file read-only. This file may be on the wuser's machine or on a server. If
blank., all info is it the User Config File.

i

IC:\Documents and SettingzhkbeersvApplication DatalCAT Browse

[

Usger Configuration File Marme:

The User Configuration file stares all of the user's preferences, such as color selection, font selection, and
o forth. The user must have read/write access to this file.

Soft K.ey Programming File: IE:\Documents and Settings‘kbeers\Application D ata\CAT Erowse

The Key Programming File stores all of the uzer's softkey programming. IF thiz file has read-only access. the
uger cannot change the key programming.

i

For the following directones, i the field iz left blank, the uzer's TEMP or TMP directory will be used.

Uszer's Working Directary: I Browse

Trace Directorny: I Browsze

il

¥ Use Master Configuration only. Reload Saved Configuration

Ok I Cancel

The remaining fields can be blank or have entries.

4. Click OK.

5. If the Master Configuration File you specified does not exist, you will be prompted to create the
file:

6. If your Master Configuration File does not contain a copy of your C.A.T.T. license key, you will

be prompted to enter that now. You will see this screen:

Master Configuration File Missing

(] The Master Configuration file w:kMasterConfig. cfg iz required in order ta run thiz program.
. Whould pou like to create a new file?

Confirm that the file name in this message is correct. If it is not, click No, and you will go back to the File
Locations screen where you can make your corrections.

If the file name is correct, click Yes. C.A.T.T. will create an empty Master Configuration File.
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7. If your Master Configuration File does not contain a copy of your C.A.T.T. license key, you will
be prompted to enter that now. You will see this screen:

About C.A.T.T. ] x|

ClearPath® A-Series Terminal Tool
{CAT.T)
Version 3.0 E
Build 3.0.1.2
Licensed to:
Employee
My Company

Copyright ©@ 2014 MGS, Inc.
All Rights Feserved
For information, E-mail: suppot@mgsinc.com
Web page: www.rmgsinc.com
Distributed by MGS, Inc.

oK |

To enter your license key information, click Change and fill in the registration form.

When a Master Configuration File is used, C.A.T.T. always looks for the registration information
in the Master File. There is no need to copy the registration number to each user’s PC.

Note: A valid registration key must be entered before you can use C.A.T.T. D’Claud (cattdc.exe ).
The
C.A.T.T. D’Claud program will not run under “DEMO” mode.

8. After you complete the registration form, click OK on the above form to continue the
configuration process.

9. You will next get the Connection Information screen.
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If you already have one or more connections defined, the screen will appear like this:

MCP System Connection Information - Editing Master Rle x|

Configuration Hame — Host name or IF address Type Computer Hame

| | | EFJ<FC NamE> Create
Configuration ... | Host Mame ar [P ... | Type | Station Mame |

@ Cplmcp cplmep Telnet <PC Mame: Froperties

SEHHEE

EEmayE

Edit Defaults

Cloze

P ELEL

Selectthe configuration(s) vou want to use. Click the 'Activate' bufton to
start those sessions. A red light denotes that the connection is in use.

If your Master Configuration File is empty, the screen will appear thusly:

! MCP System Connection Information - Editing Master File Ed

Configuration Mame  Host name or [P address = Type Cormputer Mama
| | | [ J<FC MaME> Create

Configuration .. I Hoszt Mame or IP . I Type I Station Namel

Eraperties

SEtiate

Femove

Edit Defaults

Cloze

PELLLL

To create a configuration, fill in &t minirmum = 'Confiquration Name', the
Haost Information, and select a Type. Then click 'Create’. To set options
for your configurations, click 'Edit Defaults'.

Confirm that the title bar reads (as shown above):

MCP System Connection Information - Editing Master File

10. If you want to define connections using the current default settings, go to step 18, below. |
recommend that you set your default options before defining any connections. To do this, click the
Edit Defaults button.

11. You will now be at the Master Default Properties screen, which looks like this:
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Set Default Properties for Master File

Master Default Properties

Cursaor | Recv Options | *mit Options | Cluick Print Options

Twpe of Connection

® Telnet " Telnet/SSL
" CCF " CCF/SSL
O HTTP O HTTPS

" SecureCATT

| Display | Fant Options | Color Options | Secure Yideo

Connection Options

Press this button to
selectthe options to
be used for this
connection

[~ Automatically Open Connection when Staing Program.

I_ Starnt Session using Scroll Mode.
[~ Start Session using lnvisible Mode.

v Use the computer name as station name or assign it below:

Station Name |LAFTOFTS

Ok

v Also Apply these Defaults immediately to Active Connections

Cancel

12. Click the Connection tab (far left), if not already chosen. This will bring up the default

connection properties screen shown above.

13. By default, the option

Use Computer Name as the Station Name

is checked. When this option is checked, it means that the user’s workstation name will also be used as his
Station Name when logging on to COMS. This option should be set if you are running MCP Telnet with the

option:

NA TELNET CONFIG STATION_NAME SHORTNAMES TRUE

If you would rather use a different station name, do the following:

e Uncheck the Use Computer Name as the Station Name option.
e Fill in the station name you would like used as the default for all of your users. This

name will be used as a constant value unless you override it on each connection

definition. When you run with a constant Station Name, be sure that MCP Telnet

is configured with:

NA TELNET CONFIG STATION_NAME SHORTNAMES FALSE
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When MCP Telnet’s SHORTNAMES option is FALSE, Telnet assigns each user a station name by taking the
Station Name value you enter here and prefixing it with the user’s IP address. Thus, if you enter CATTUSER
as your Station Name, and your user runs from IP address 192.168.16.37, your user’s actual station name
(as seen by COMS) will be:

IP192_168_16_37/CATTUSER

However, if you run with the Telnet option SHORTNAMES set TRUE, the Station Name you enter on this
screen will be used as your A-Series Station Name. Regardless of the IP address of the user, if you are using
a constant value of CATTUSER as your Station Name in C.A.T.T., all of your users will default to the same
COMS station name:

CATTUSER

The MCP does not permit two concurrent users to have the same Station Name. Therefore, if you are using
SHORTNAMES TRUE on your MCP, you will most likely want to check the C.A.T.T. option Use
Computer Name as the Station Name and let C.A.T.T. derive each user’s Station Name from his
workstation name.

Note: CCF stations are assigned names at the host through the instructions in the CCF Parameters
file. The settings on this page of the Master Default Properties screen do not affect
CCF stations.

14. If your MCP host is using the DSSSUPPORT version of Telnet, or you are running on a software
release older than SSR 46.1, check the option labeled Use EBCDIC Telnet Connection. If
you are using the TELNETSUPPORT version of Telnet, SSR 46.1 or later, do not check this
option. This option does not apply to CCF connections.

15. If you want all of your CCF connections to default to the Windows networking log on method,
check the option, Connect through Windows Networking. If you check this box, be sure
your CCF Port Number matches the MCP’s value for the LOGON port. (The default port
number is 12564.)

16. If you want your CCF connections to log on through a standard MARC log on screen, and prefer
the fully functional TERMPCM protocol, check the option, Always use TERMPCM Logic. In
this case, you also need to configure your *SYSTEM/CCF/PARAMS file along the guidelines given
in the section titled, “Connecting to the Host over CCF using TERMPCM Only” in the “Installing
and Configuring C.A.T.T.” chapter.

Note that if both Connect through Windows Networking and Always use TERMPCM
Logic are checked, Connect through Windows Networking overrides. You may
want to check both options in the Master Configuration File if you are planning to define
connections that use both methods.

17. Step through the other tabs on this same screen and check the option settings. Whatever values
appear here will be your site-wide default values. Recommended changes are:

o Under the Display Options tab, set the Number of screen pages to your site-wide
default and check Use destructive backspace.

. Under the Font tab, set your site-wide default font. | recommend Lucida Console as the
default font if you have it available.

o Under the Cursor tab choose the default color you want for the cursor.

. If you are using the LINC form generator software, or any other software that requires

the “mobile home” feature, go to the Xmit Options tab and check the option Enable
“Mobile Home” Support.

If you would like to eliminate the field delimiters from your default display (which
makes a more
appealing screen image), do the following:
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] Under the Font tab, check Hide All Delimiters.
" Under the Secure Video tab, uncheck Use TD830 standard for coloring secure
video fields. Then left-click on the “Secure Video Color” color bar and set the Background

Color to the color of your choice. (Red is a good one.) Also check Use the Secure Video
color in unprotected fields only.

Additional details for configuring your defaults can be found in the “C.A.T.T. Program Options” chapter.
All options available as defaults on a single user installation are also available in the Master Configuration
File.

If you want everyone’s default CCF connection to use the LOGON port — so that they use
Windows networking to connect to the MCP, set the CCF Port Number to 12564.

g Connection Options ;Iglil

CCF Connection Options

Port Number |12564|

Connect through Windows networking [

Always use TERMPCM logic [v
Security Settings
Mote - Using S50 requires MCP 13
Use Open SSL |— ot higher. See documentation far
details.
oK Cancel
18. Now click the Connection Options button.
19. The CCF Port Number is set to 3001, which is an arbitrary default provided by C.A.T.T. Set

this port number to the number you are using locally as described in the chapter, “Installing and
Configuring C. A T.T.”

You can always return and edit the Master Configuration File later to change these global
defaults.

20. When you are satisfied with your default settings, click OK. This will return you to an empty
Connection Information screen.

21, At this point you need to define your connections. You must have at least one connection defined
in order to use the product. Type all of your connection entry information into the edit boxes near
the top of the form. Detailed instructions follow below.
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MCP System Connection Information - Editing Master File x|
Caonnection Name Hostname or IP address Type Station Narme
I | | = [ForenEs —
Enter changes Caonnection Na... | Hogt Marne ar [P Add... | Type | Station Name | Secumy|
in these boxes Frapeties

Activate

Femove

Edlit Defaults

Close

LR

To create a configuration, fill in at minimum a 'Configuration Name', the
Host Information, and select a Type. Then click ‘Create’. To set options
for your configurations, click 'Edit Defaults".

22, Enter a name of your choice in the Connection Name box. This name may be composed of
letters and digits only. The first letter will be automatically capitalized, and the others set to lower
case. The name can be anything that your users will recognize. It need not be a host name.

Note that as soon as the Connection Name is filled in, the Create button lights up.

MCP System Connection Information - Editing Master File il
Connection Mame Host narne or IP address Type Station Mame
ICp1 mcp| I I LI I‘PC MNAME> Create |
Connection MNa... | Host Narme or IP Add... | Type | Station MName | Security|

Froperties |

23. Enter the host name or IP address that identifies your target MCP host in the box labeled Host
name or IP Address.

MCP System Connection Information - Editing Master File il
Connection Mame Host narne or IP address Type Station MName
Cplmcp Icp'l mMCp.mgsine.com I ﬂ |<PC MARE> Create |
Connection MNa... | Host Mame or IP Add... | Type | Station Mame | Security|

Properties |

24, Select the connection type from the drop-down box labeled Type. You can choose either Telnet
or CCF/TCPIP. You must choose one of these.

IMCP System Connection Information - Editing Master File x|
Cannection Name Hostname or IF address Type Station Name
Cplmcp Icp'l mcp.mgsinc.com LI |<PC MNAME> e |
Telnet
Connection Na...| Host Name or IP Add... | Typg Telnet/S50L Marne

CCF . |
CCF/SEL Praperties

HTTF Tunneling
HTTFS Tunneling

SecuraCATT Activate |

25. The Station Name/Computer Name field is automatically set to your default setting. If you
want a different value for this particular connection definition, enter it now. Note that if the option
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26.

217.

MCP System Connection Information - Editing Master File il
Connection Narne Host name or IP address Type Station Mame
ICp1 mcp Icp1 mcp.mgsinc.com ICCF ﬂ ILAPTOP1 3 Rieplace |
Connection MNa... | Host Narme or IP Add... | Type | Station Mame | Securily|
@ Cplmcp cplmep.mgsinc.com CCF <PC Name> Properties

Use Computer Name as the Station Name was previously checked, you will not be able to
enter anything into the Station Name field. You must go change the option first on the Default
Properties screen or the Properties screen for this individual connection.

Click the Create button. This will enter the connection definition into the Master Configuration
File. The connection will now appear in the main window, automatically selected.

Arctivate

Remaove

Edit Defaults

Close

A

Select the configuration(s) you want to use. Click the "Activate’ button to
start those sessions. A red light denotes that the connection is in use.

If you would like to test the connection, click the Activate button. This will close the
Connection Information screen and then attempt to open a session to the host name (or IP
address) and port number you have specified. If the operation is successful, you will receive a
MARC log on screen. (If you are connecting via Windows networking, and the operation is
successful, you will receive a MARC Home screen.)

If you’ve closed the Connection Information screen, you can return to it from the main screen through
the menu commands File | Open a Session... or File | Configuration List.... You can also return to it
by clicking the open door in the speed bar.

28.

29.

30.
31.

32.

If you do not want to test the connection, proceed to the next step. You will remain on the
Connection Information screen until you exit it either by clicking the Activate button or by
clicking the Close button.

Using the Connection Information screen, create all of the connections you intend to publish
to your users. Repeat steps 21 through 24, above, for each connection you wish to add to the list.

The display in the window lists all of the connections that are saved in the Master Configuration
File. When you are satisfied with the connection list, close the Connection Information
screen. You can do this either by activating one or more connections or by clicking the Close
button.

Click File and then Printer Page Setup. This brings up the Printer Page Setup screen.

Fill in the screen with your preferred site-wide defaults for printing. You can set default margins
and select a default font. (The printer selection is not retained.) If you are in a country that uses the
Metric system, choose centimeters for your measurement units instead of inches.

When finished, click OK to save your settings in the Master Configuration File.



C.AT.T. 3.0f Page 132

33. Your Master Configuration File is now set up. You need to stop editing the Master file directly.
There are two ways to do this:

a. Exit C.A.T.T. By terminating the program, you automatically go back to a normal user mode.
When you restart the program, you will be running in the normal fashion.

b. If you do not want to exit the program, you can turn off Master editing mode through these
steps:

On the main screen, click Preferences and then File Locations.
On the File Locations screen, un-check the box labeled Use Master Configuration only.
Click OK.

The program will put you back into normal mode. You will be automatically routed to the Connection
Information screen. The caption on the screen will now read:

MCP System Connection Information

without any reference to the “Master File”. For example:

MCP System Connection Information x|
Connection MNarme Host narme or IP address Type Station Marne
| | | [=] J<PCNANE> Creaie
Connection Na... | Host Name or IP Add... | Type | Station Mame | Securilyl
@Cmmcp cplmecp.mgsinc.com CCF <FC MNarme» Properties

Activate

Permmwe

Edit Defaults

P EELL

Close

Select the configuration(s) you want to use. Click the ‘Activate’ button to
start those sessions. A red light denotes that the connection is in use.

4155 Protecting the Master Configuration File

After you have created the Master Configuration File, anyone with read/write access to the file can edit it
through C.A.T.T. You do not need to be running C.A.T.T. from the Server. If the user has read/write access
to the file, and is running the full version of C.A.T.T. (catt.exe), he can change anything in it.

To prevent users from changing your Master Configuration File, mark the Master Configuration File as
read-only. Set up security on your server so that the file is read-only to all users except for those whom you
want to have edit capabilities.

Alternatively, you can set the “read only” attribute on the file to true. If you do this, be sure to change it
back to read/write whenever you want to edit the file!

A third option is to deploy only C.A.T.T. D’Claud (cattdc.exe) to your users. This program does not have
the ability to edit the Master Configuration File or the File Locations screen.
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When C.A.T.T. is using a Master Configuration File, and that file cannot be updated by users, the standard
user is prevented from making the following changes:

1. The user cannot create or delete connections.
2. The user cannot change the host name, IP address, connection type, or station name for a connection.
3. The user cannot change or read the software license key.
4. The user cannot change the following options:
a. Use Computer Name as the Location (or Station) Name
b. Use EBCDIC Telnet Connection (on the Connection tab)

4.1.5.6 Assigning the User Configuration File

The User Configuration File contains the local option settings for each user. There must be a separate copy
of the User Configuration File for each C.A.T.T. user. Two users must not share the same configuration
file. Each user must have read/write access to his User Configuration File.

Specify the name of the User Configuration File on the File Locations screen in the User
Configuration Name field.

The file name must follow this syntax:

Y
' |
«file name= I
<unc path= =< PC directory node: =
=drive letters+, #PCUserlD# extension
e N etlser]DE s—

#UserDir# \
#AppDirs
When you click OK on the File Locations screen, C.A.T.T. will immediately look for the file. If a file
matching your specified name is found, it is immediately opened and used. (If you previously had a User

Configuration File opened, it is closed, and all of the user information is loaded from the newly selected
file.)

If the file cannot be found, C.A.T.T. will attempt to create it. If necessary, C.A.T.T. will also automatically
create one directory level, but not more than that, above the name. If the creation attempt is successful,
C.A.T.T. will initialize the file using the defaults specified in the Master Configuration File. The program
will then use this file.

If the User Configuration File cannot be created, C.A.T.T. will report an error message such as this:

U=er Configuration Rle Creation Bror B4

Emor 3 attempting to create C:\Documents and Settings*kbeers*Application Data CAT Thmy'\dir' T27Corfig.cfg:
The system cannot find the path specified.

The actual text of the message will vary depending upon the cause of the error. Therefore, when entering
the name, be sure it is a name that will work for both you and your users.
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Here are some suggestions on how to name the User Configuration file:

Option 1: Use a local drive and directory on each user’s PC.

The User Configuration Name in this case would follow the syntax:

<drive letter>:\<PC directory node>\<file name>.<extension>

For example:
c:\cattlair\T27config.cfg

This means that C.A.T.T. will always look for the file T27config.cfg on the PC user’s local c: drive under
his local directory cattlair. If the directory cattlair does not exist, C.A.T.T. will automatically create it.

Putting the user configuration file on each user’s PC will optimize the use of the file. C.A.T.T. won’t need
to go through the network each time the user changes an option or changes C.A.T.T.’s screen size. This is
also a good choice if you are storing the catt.exe or cattdc.exe program on each user’s PC as well.

As mentioned above, C.A.T.T. will automatically attempt to create the file if it does not exist. C. A.T.T. will
also attempt to create one directory level up if it needs to. So if you use a name with multiple directories,
such as:

c:\cattlair\config\T27Config.cfg

and the directory cattlair does not exist, C.A.T.T. will not be able to create the file.

Option 2: Store the file on the Server, under C.A.T.T.’s <working directory>, in a subdirectory unique to
the user.

The User Configuration Name in this case would follow the syntax:

#NetUserID#\<file name>.<extension>

For example:

#NetUserID#\T27Config.cfg

. will translate the token “#NetUserID#” into the user’s network log on id. It will then look for the
file T27Config.cfg under the subdirectory name matching the user’s log on id, which must be under the
<working directory>. For example, if the <working directory> is z: and the user’s network log on is joe,

. will look for the file named:

z:\joe\T27Config.cfg

If the subdirectory does not exist, C.A.T.T. will create it (since it is only one level up). If the file does not
exist, C.A.T.T. will also create that.

This format stores all of your users’ configuration files on your Server. This may be of benefit for manage-
ment purposes, but it will increase your network traffic. Each option change a user makes will require
transmission through the network.
Option 3: Use the user’s application data directory.
The syntax for this option would be:

#AppDIir\T27Config.cfg

This means that the user’s configuration file will be located in a folder which conforms to the standard of
putting all data files for an application in the application data directory folder for this application.
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Option 4: Use the user’s Working Directory.

The User Configuration Name in this case would follow the syntax:
#UserDir#\optional <PC directory node>\<file name>.<extension>
For example:

#UserDir#\T27Config.cfg

This means that C.A.T.T. will store the User Configuration File under the directory specified as the User’s
Working Directory on the File Locations screen. This directory must exist and be local to each user
PC.

This option is particularly useful if you want to store all of the user’s C.A.T.T. files under the same
directory on his PC. For example, if the File Locations screen is configured thusly:

File Locations

Master Configuration File Mame: Iw:\MasterEonflg. cfg Browse
The Master Canfiguration File stares the connection information. To prevent users fram changing their
connection definitions. mark this file read-only. This fle may be on the user's machine or on a server. If
blank, all nfa iz in the User Config File.

[

User Configuraion File M ame: iﬂUserDirﬂ\TﬂEonfig_cfg Browse

The Usger Configuration file stores all of the user's preferences, such as color selection, font selection, and
20 forth. The user must have read/wite access ta this file.

I

Soft K.ey Programming File: iﬂUserDirﬂ\KBData_cfg Browse

The K.ey Programming File stores all of the user's sofkep programming. If this file has read-only access, the
wze canrl chiarge the key piogianning.

[

Fur the folowing directories, if the field is left blank, tre user's TEMP or TMP directory will be uzed.

User's Working Directan: Ic:\cattlair Browse

il

Trace Directory: IﬂU serDirk Browse

| Use Master Lonhguration only. MNeload Saved Configuration

Cancel

then you can move all of the user’s files — the User Configuration File, the Soft Key Programming File,
and the user’s Trace Directory — by making a single change to the User’s Working Directory.

Important Note. If you are storing the User Configuration File there, make sure that the directory is not one
that is periodically erased. You should not put the User Configuration File under the #UserDir# directory if
the User’s Working Directory is not specified. If the User's Working Directory is blank, C A T.T.
assumes the TEMP or TMP (in that order) directory on the user’s PC. You do not want to put the User
Configuration File under the user’s “temp” directory; otherwise, the user’s personal settings will all be lost
every time the “temp” directory is cleared.

After you change the name of either the Master Configuration File or the User Configuration File, and click
OK on the File Locations screen, you will be routed immediately to the Connection Information
screen. There you can review the connection information and program defaults you have loaded before pro-
ceeding. If you have open sessions when you change these files, the open sessions will still be active. How-
ever, once you close an open session, it must appear in the new Connection Information list in order to
be reopened.

4.1.5.7 Assigning the Soft Key Programming File
The Soft Key Programming File holds all of the key programming for the user.

Specify the name of the Soft Key Programming File on the File Locations screen. The file name must
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follow this syntax:

<file name=

<unc path=\, = <PC directory node: e | I I
#PCUserIDf s— £xtension

<drive letter=1\,

#UserDir# BNetUSEriDE m—
#AppDirs
For example:
Fle Locations
Master Configuration File Mame: IZ:\MTT\MaStETCDHFig.Cfg F— |

The Maszter Configuration File stores the connection information. To prevent uzers from changing their
conhection definitions, mark: this file read-only. Thiz file may be on the user's machine or on a server. |f
blank, all infa iz in the User Config File.

[

Uger Configuration File Mame: IMDDDN\T 27Config.cfa Browse

The User Configuration file stores all of the user's preferences, such as color selection, font selection, and
30 forth. The user must have readAwite access to this file.

Soft Key Frogramming File: IMppDirﬂ\KBData cfg Browse

The K.ey Programming File stores all of the user's softkey programming. If this file has read-only access, the
uzer cannot change the key programming.

i

For the following directories, if the field is left blank, the user's TEMP or TMP directory will be used.

User's Working Directory: IE:\Documents and Settingsikbeerstlocal settingsh Temp Browse

il

Trace Directony: IE:\Documents and Settings\kbeersilocal settingshTemp Erowse

I~ Use Master Configuration only. Reload Saved Configuration |
()8 I Cancel |

When you click OK on the File Locations screen, C.A.T.T. will immediately look for the file. If a file
matching your specified name is found, it is immediately loaded. The keys on your keyboard are
immediately reprogrammed according to the data in the Soft Key Programming File.

If the file cannot be found, C.A.T.T. will prompt you with the option to create it.

Soft Key Rle Missing 5]

' Waming: The soft key programming file #UserDir#KBData ofg does not exist.
. Would you like to create a new file?
Yes Mo |

If you choose Yes, the file is created, and you can add soft key programming into the file.

If you choose No, key programming is disabled. You will not be able to access the soft key programming
form (Preferences | Soft Key Programming) until you first go back to the File Locations screen
and either select an existing Soft Key Programming File or create a new one.

If you make a mistake in entering the Soft Key Programming file name, click No in response to the above
prompt. Then go back to the File Locations screen (Preferences | File Locations) and re-enter the
information.
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When defining the Soft Key Programming File, you have several choices:

Option 1. Define a single global file that all of your users use.

You can put the Soft Key Programming File on your Server and direct all of your users to that single file. In
that case, assign security to the file so that only administrators can update the file. Users’ keyboards will be
automatically programmed when they start C.A.T.T. according to the specifications in this file.

If you want to do this, the best choice is to put the file under your C.A.T.T. <working directory>. The name,
in this case, would be simply:

KBData.cfg
Option 2: Direct users to their own soft key programming files.

You can put the Soft Key Programming File on each user’s PC. Then the user will be able to edit the pro-
gramming as desired.

If you want to do this, use a name that references the user’s unique PC, such as:

#AppDir#\KBData.cfg
Or
#UserDir#\KBData.cfg

Option 3: Disable soft key programming completely.

If you blank the Soft Key Programming File field on the File Locations screen, C.A.T.T. disables all
soft key programming. You are not prompted to create a file. Access to the key programming editor is
disabled. No one can use the Soft Key Programming item on the Preferences menu.

When you run C.A.T.T. for the first time, and create a new floc.cfg file, C.A.T.T. will automatically assign
the Soft Key Programming File the name KBData.cfg. This is for backward compatibility with previous
releases of C.A.T.T. Therefore, by default, C.A.T.T. will look for the Soft Key Programming File under its
<working directory> with the name KBData.cfg.

C.A.T.T. will open and process the software key file (a) each time you start it running, and (b) whenever
you change the file name on the File Locations screen. If the file is acceptable, the keyboard will be
automatically programmed to match the file. If the file is unacceptable, C.A.T.T. will report that the file is
corrupt. Key entries prior to the corruption, if any, will be loaded, but those following will not.

Soft Key Programming Files are easy to deploy. You can use C.A.T.T. to create a master file for yourself.
You can then deploy copies of it to your users. All they have to do is name the file according to your File
Locations entry, and your key programming will be activated the next time each user runs C.A.T.T.

4.1.5.8 Assigning the User’'s Working Directory

The User’s Working Directory provides a default local directory for each C.A.T.T. user. C. A.T.T. will use
this directory as a place in which to store files generated by various “save to disk” commands. For example,
the first time you use the menu item Save Continuously, C.A.T.T. will default to the User’s Working

Directory as a place in which to save the file. The other “save to disk” commands work in a similar fashion.

C.A.T.T. also uses the User’s Working Directory wherever the token “#UserDir#” is found in a file name
that is entered on the File Locations screen.

<drive letter>:\

<PC directory node >

#PCUserlD#

Specify the name of the User’s Working Directory on the File Locations screen. The directory name
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must follow this syntax:

C.A.T.T. will validate that it has read/write access to the directory both when you assign the directory and
each time the user runs C.A.T.T. If necessary, C.A.T.T. will attempt to create the directory. However, if
nodes preceding the last do not already exist, C.A.T.T. will abort the attempt and report an error.

As the syntax diagram shows, you can leave the User’s Working Directory blank. If this is done, C.A.T.T.
assumes the user’s temporary directory. If the local PC has a TEMP environment variable defined, this is
used. If it has no TEMP variable, but a TMP variable is defined, TMP is used. If neither environment variables
are defined, you must define a User’s Working Directory.

4.1.5.9 Assigning the Trace Directory
The Trace Directory is the location where program trace files are written. This directory may be on your
server or on the user’s PC. However, the user must have read/write access to the directory.

The Trace Directory is assigned on the File Locations form. The name must follow this syntax:
\

<unc path=\ <PC directory node >

<drive letter >\ #PCUserlD#

#NetUserlD#

C.A.T.T. validates that the user has read/write access to the trace directory at initialization, when a change
is made on the File Locations screen, and whenever a trace is requested. (Traces are requested through
the Diagnostics item on the main menu.)

If you leave the Trace Directory entry blank, the User’s Working Directory is assumed for the Trace
Directory.

4.1.6 Final Configuration Steps

To finish the configuration process, proceed as follows:

1. After you have configured your floc.cfg file through the File Locations screen, exit the C. A.T.T.
program.

2. Assign security to the floc.cfg file so that it is read-only to your users. You will need to retain
read/write access for administrative purposes.
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4.2 Deploying to Users

4.2.1 Deployment Options

Before deploying C.A.T.T. to users, do the following on each user’s PC:

1. Uninstall any old version of C. A.T.T.
2. Delete any local files named floc.cfg or tdemul.ini.

Note that tdprint.ini must remain on the user’s PC if the user is using the C.A.T.T. Print Program.

To deploy C.A.T.T. to your users after you’ve configured it for Server use, it is not necessary to perform a
full installation on each PC. Instead, all you need to do is deploy the particular items you want to have
stored locally on each user’s PC.

Option 1: Deploy just the program icon.

If you want your users to run the program from your Server, all you need to do is deploy the icon you made
for running C.A.T.T. Proceed as follows:

1. Check the Properties of the icon to verify that the Target name references catt.exe on your mapped
logical drive. If your logical drive is z:, the Target should read:

z:\catt.exe

2. Locate the icon file itself.

The name of the file will be <icon caption name>.Ink, where the <icon caption name> is the name that
appears on your desktop. In the example given at the start of this document, the <icon caption name> is
CATT 2.1F. Therefore, the shortcut name will be "CATT 2.1F".Ink. The file is stored in your desktop
directory. The location will vary depending upon what operating system you are using. For a Windows
2000 machine, you can find it under:

c:\"Documents and Settings”\<user id>\Desktop\*

where the <user id> is the user id you are using on the Server. For a Windows 98 machine, you will find it
under:

c:\windows\desktop\*
3. Copy this file to the desktop directory of each user PC.

Alternatively, you can have each user create their own icon by using the procedure described at the start of
this document.

The advantage of this method is that whenever you receive an update to the catt.exe file, you can upgrade
everyone at once by simply replacing the file on your Server. There is no need to install or uninstall
anything when making an upgrade.

The disadvantage of this method is that your users will download a temporary copy of the .exe file each
time they run it. This may increase your network traffic.

Option 2: Deploy the program icon and its .exe file.
To do this, copy both the icon (as described for Option 1, above) and the catt.exe file to the user’s PC.

The advantage with this method is that users will not put a load on your network when running the
program.
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The disadvantage is that you will have to recopy the catt.exe file to each user each time you get an update
to the program. Note, though, that is not necessary to perform a formal “install” on each user’s PC. You
only need to copy the catt.exe file.

In addition, the following support files need to be present on the user’s PC in the same directory as catt.exe:

ChilkatSocket.dll
ChilkatCert.dll
PadLock.ico
Catconn2.ico

C.A.T.T. will register the dll components with Windows after being run under an administrator user name
for the first time.

4.2.2 General Notes about Deployment

The floc.cfg file is the only file that must be stored under C.A.T.T.’s <working directory>. Through the
File Locations screen, you can direct all of the other configuration files anywhere you like.

The files are also, as a rule, interchangeable amongst users. For example, you can create one master Soft
Key Programming File and copy that file to each user’s PC. That would give each user a common starting
point, but each would still be able to further customize the file.

You can also create an floc.cfg file in your private workspace and, when the file location information is as
you desire, copy that floc.cfg file in place of your public one.

If a user’s local options are lost or incorrect, you can easily restore that user to your default settings. Just
delete his User Configuration File from his PC (when he is not running C.A.T.T.!). The next time he runs
C.A.T.T., the program will automatically create a new file using your default settings.

4.2.3 Using C.A.T.T. D'Claud

C.A.T.T. D’Claud is the “safe” version of C.A.T.T. You should deploy this version to all of your users who
are not permitted to change connection information.

The codefile for C.A.T.T. D’Claud is cattdc.exe. It is included on the standard C.A.T.T. distribution CD.
Except for the restrictions on modifying connection information, cattdc.exe is identical to catt.exe.
Therefore, for “safe” deployment, have all of your users’ icons point to cattdc.exe instead of catt.exe.

4.3 Supported Servers

The C.A.T.T. program itself must be run from a Windows machine. However, all of its configuration files
can be stored on any Server that is compatible with a Windows program. So long as you can map a logical
drive to the Server from your users’ PCs, and the Server responds to certain basic commands that C.A.T.T.
uses, it will work.

For example, here’s a procedure to enable C.A.T.T. to run from an MCP share.

Define the MCP share. Map a drive letter to this disk share. You must use the same drive letter that all of
your users would use for this purpose.

1. Create a shortcut for C.A.T.T. on the PC where you’ve installed it with the following information:

The target is the copy of catt.exe installed on your local PC.

The critical item is that the Start in directory is the disk drive letter that you’ve mapped to your MCP
share. In this case, we’re using the drive letter Z:.
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Target type: Application

Target location: CTATT
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Start in: IZ:'\,

Shortcut key: INone

Bun: INDrmaI w1 c oy j

Comment; I

Find Target... | Change lcon... Advanced.. |

[a]8 I Cancel Apply

2. Use this shortcut to start the program.

3. Proceed to configure the File Locations screen as described in the section titled, “Defining C.A.T.T.
File Locations”, previously in this document.

When configuring C.A.T.T. on an MCP Server, it is recommended to do the following:

a. Do not use periods in file names that are stored on the MCP machine (except for floc.cfg).
Doing so forces the name into quotes, and the MCP does not create the file using the same letter
case as you might use in the File Locations screen. However, the MCP will insist on the correct
letter case when opening the file. This will lead to spurious “file not found” errors. If you use
names composed only of letters, digits, hyphens, and underscores for your MCP names, letter case
will be irrelevant.

b. Only store the floc.cfg and the Master Configuration File on the MCP Server. Store the User
Configuration File and the Soft Key Programming File on the user’s PC.

c. Be sure to set the security of floc.cfg and your Master Configuration File to PUBLIC IN so that
non-privileged users can see it but not change its contents.

After defining your File Locations, deploy the catt.exe file (or cattdc.exe file) as described in the
previous section, “Deploying to Users”. If you are storing the catt.exe file in your MCP share, be sure to
use a binary transfer to get it there. | recommend deploying the catt.exe file to each PC for fastest execu-
tion. When doing this it isn’t necessary to install C.A.T.T. on each PC; just copy the catt.exe file and your
icon (with the correct drive letter and directory settings) to each user’s PC.
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